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TITULO

PRIMERO

DISPOSICIONES GENERALES

CAPITULO UNICO

DEL OBJETO Y AMBITO DE VALIDEZ SUBJETIVO
Y OBJETIVO DE LOS LINEAMIENTOS

OBJETO

ARTICULO 1. Los presentes Lineamientos tienen por objeto desarrollar las disposiciones previstas en la Ley de
Proteccidn de Datos Personales en Posesidn de Sujetos Obligados de la Ciudad de México.

DEFINICIONES

ARTICULO 2. Adems de las definiciones previstas en el articulo 3 de la Ley de Proteccién de Datos Personales
en Posesion de Sujetos Obligados de la Ciudad de México, para efectos de los presentes Lineamientos se entendera por:

Autentificacion: Comprobacion de la identidad de aquella persona autorizada para el tra-
tamiento de datos personales.

Biometria: Método de reconocimiento de personas basado en sus datos biométricos.

Dato biométrico: Propiedades fisicas, fisioldgicas, de comportamiento o rasgos de la per-
sonalidad, atribuibles a una sola persona y que son medibles.

Documentos: Los expedientes, reportes, estudios, actas, resoluciones, oficios, correspon-
dencia, acuerdos, directivas, directrices, circulares, contratos, convenios, instructivos, notas,
memorandos, estadisticas, o bien cualquier otro registro en posesion de los sujetos obligados
sin importar su fuente o fecha de elaboracién. Los documentos podran estar en cualquier
soporte, demds analogos escrito, impreso, sonoro, visual, electrénico, informatico u
holografico.
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Enlace: Persona servidora publica que fungird como vinculo entre el sujeto obligado y el
Instituto para atender los asuntos relativos a la Ley en la materia.

Identificacion oficial vigente: Se considera como identificacion oficial vigente a la credencial
para votar, licencia, credencial del INAPAM, pasaporte, credencial del ISSSTE o del IMSS,
y/o camet (IMSS, ISSSTE, PEMEX), las cuales deben contar con fecha de nacimiento, fecha
de expedicion y fotografia.

Incidencia: Cualquier anomalia que afecte o pudiera afectar la seguridad de los datos
personales.

Inmovilizacion: Medida cautelar que consiste en la interrupcion temporal en el uso de un
sistema de datos personales ordenada por el Instituto en los supuestos de tratamiento ilicito
de datos de caracter personal.

Lineamientos: Lineamientos de Proteccidn de Datos Personales en Posesion de Sujetos
Obligados de la Ciudad de México.

Ley de Datos: Ley de Proteccion de Datos Personales en Posesion de Sujetos Obligados
de la Ciudad de México.

Oficial de Proteccion de Datos Personales: Especialista en materia de proteccion de datos
personales, adsctito a la Unidad de Transparencia con suficiente jerarquia para implementar
las disposiciones de la Ley de Datos y los presentes Lineamientos al interior del sujeto
obligado.

Registro Electronico de Sistemas de Datos Personales: Aplicacion informatica desarrollada
por el Instituto para la inscripcion de los sistemas de datos personales en posesion de los
sujetos obligados de la Ciudad de México para su custodia y proteccion.

Responsable de Seguridad de Sistema de Datos Personales: Persona designada por el
responsable del sistema de datos personales a quién se le asigna formalmente las funciones
de coordinar y supervisar la implementacion de las medidas de seguridad aplicables en
funcidn de las atribuciones en el tratamiento de los datos personales.

Responsable del Sistema de Datos Personales: Persona servidora publica que decide
sobre el tratamiento de los datos personales, su finalidad, la proteccidn y las medidas de
seguridad de los mismos.

Sistema de Verificaciones o SIVER: La plataforma informatica mediante la cual se podran
realizar las verificaciones previstas en el articulo 112 y las auditorias establecidas en el articulo
116, ambos de la Ley de Datos.

Soporte fisico: Son los medios de almacenamiento inteligibles a simple vista, es decir, que
no requieren de ninglin aparato que procese su contenido para examinar, modificar o al-
macenar los datos; es decir, documentos, oficios, formularios impresos llenados “a mano”
0 “a maquina”, fotografias, placas radioldgicas, carpetas, expedientes, demas analogos.

Soporte electrénico: Son los medios de almacenamiento inteligibles solo mediante el uso
de alguin aparato con circuitos electrdnicos que procese su contenido para examinar, mo-
dificar o almacenar los datos; es decir, cintas magnéticas de audio, video y datos, fichas de
microfilm, discos épticos (CDs y DVDs), discos magneto-6pticos, discos magnéticos (flexibles
y duros), tarjetas de memoria (USB y SD) y demds medios de almacenamiento masivo no
volatil.
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XVIII. Suspension: Medida cautelar ordenada por el Instituto que consiste en la interrupcion
temporal en el tratamiento de determinados datos personales contenidos en un sistema
de datos personales.

XIX. Tipos de Fuentes de Acceso Piiblico: Para efectos de lo previsto en el articulo S de la Ley
de Datos, se consideraran de manera enunciativa mas no limitativa como fuentes de acceso
publico:

Las paginas de Internet o medios remotos o locales de comunicacion electrénica, 6ptica
y de otra tecnologia, siempre que el sitio donde se encuentren los datos personales esté
concebido para facilitar informacion al publico y esté abierto a la consulta general;

Los directorios telefonicos en términos de la normativa especifica;

Los diarios, gacetas o boletines oficiales, de acuerdo con su normativa;

Los medios de comunicacion social, y

Los registros puiblicos conforme a las disposiciones que les resulten aplicables.

AMBITO DE VALIDEZ SUBJETIVO

ARTICULO 3. Los presentes Lineamientos seran aplicables a cualquier autoridad, érgano y organismo de los
Poderes Ejecutivo, Legislativo y Judicial, érganos autdnomos, fideicomisos y fondos publicos del Gobierno de la
Ciudad de México y partidos politicos del ambito local que en el ejercicio de sus atribuciones y funciones lleven a
cabo tratamientos de datos personales de personas fisicas, en términos de los dispuesto en la Ley de Datos y los
presentes Lineamientos, asi como al Instituto.

Quedan excluidos del ambito de aplicacidn de los presentes Lineamientos los sindicatos y cualquier otra persona

fisica o moral que reciba y ejerza recursos publicos o realice actos de autoridad en el ambito local, de conformidad
en el articulo 1de la Ley de Datos.

AMBITO DE VALIDEZ OBJETIVO
ARTICULO 4. Los presentes Lineamientos serén aplicables al tratamiento de datos personales de personas fisicas

que obren en soportes fisicos y/o electronicos a que se refiere el articulo 4 de la Ley de Datos.

Para efectos de lo dispuesto en el articulo 3, fracciones IX y X de la Ley de Datos y los presentes Lineamientos, los
datos personales podran estar expresados en forma: numérica, alfabética, grafica, alfanumérica, fotografica, acustica,
o0 en cualquier otro formato.

TRATAMIENTO DE DATOS PERSONALES DE MENORES Y ADOLESCENTES

ARTICULO 5. En el tratamiento de datos personales de menores de edad, el responsable debera privilegiar el
interés superior de la nifiez, y adolescencia en términos de las disposiciones previstas en la Ley de los Derechos
de Nifias, Nifios y Adolescentes de la Ciudad de México, asi como observar lo dispuesto en la Ley de Datos y los
presentes Lineamientos.

INTERPRETACION

ARTICULO 6. Los presentes Lineamientos se interpretaran conforme a lo dispuesto en el articulo 7 de la Ley de
Datos.
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TITULO

SEGUNDO

PRINCIPIOS Y DEBERES

CAPITULO UNICO

DE LOS PRINCIPIOS DE PROTECCION DE DATOS PERSONALES
PRINCIPIOS GENERALES DE PROTECCION DE DATOS PERSONALES

ARTICULO 7. En todo tratamiento de datos personales el responsable debera observar los siguientes principios
rectores de la proteccion de datos personales: calidad, confidencialidad, consentimiento, finalidad, informacion,
lealtad, licitud, proporcionalidad, transparencia y temporalidad previstos en el articulo 9 de la Ley de Datos.

FINALIDAD

ARTICULO 8. Para efectos de lo previsto en el articulo 10 primer parafo de la Ley de Datos y los presentes Li-
neamientos se entendera que las finalidades son:

I Concretas: cuando el tratamiento de los datos personales atiende a la consecucion de
fines especificos o determinados, sin que admitan errores, distintas interpretaciones o
provoquen incertidumbre, dudas o confusion en el titular;

. Explicitas: cuando se expresan y se dan a conocer de manera clara en el aviso de privacidad
las finalidades relativas al tratamiento de datos personales;

lll.  Licitas: cuando las finalidades que justifiquen el tratamiento de los datos personales son
acordes con las atribuciones o facultades del responsable, conforme a lo previsto en la
legislacién mexicana y el derecho internacional que le resulte aplicable, y

IV.  Legitimas: cuando las finalidades que motivan el tratamiento de los datos personales se
encuentran habilitadas por el consentimiento del titular, salvo que se actualice algunas de
las causales de excepcion previstas en el articulo 16 de la Ley de Datos.
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TRATAMIENTO PARA FINALIDADES DISTINTAS

ARTICULO 9. En el tratamiento de datos personales para finalidades distintas a aquellas que motivaron su tra-
tamiento original a que se refiere el articulo 10 segundo parrafo de la Ley de Datos, el responsable debera
considerar:

I. La expectativa razonable de proteccion de datos personales del titular, basada en la relacion
que tiene con este;

. La naturaleza de los datos personales;
lll.  Las consecuencias del tratamiento posterior de los datos personales para el titular, y

IV.  Lasmedidasadoptadasparaqueeltratamientoposterior de los datos personales cumpla con
las disposiciones previstas en la Ley de Datos y los presentes Lineamientos.

LEALTAD

ARTICULO 10. En témminos de lo dispuesto en el articulo 11 de la Ley de Datos, se entenderé:

I. Por medios engafiosos o fraudulentos, aquellos que el responsable utilice para tratar los
datos personales con dolo, mala fe o negligencia;

. Que el responsable privilegia los intereses del titular cuando el tratamiento de datos perso-
nales que efectua no da lugar a una discriminacion o trato injusto o arbitrario contra éste, y

Il Por expectativa razonable de proteccion de datos personales, la confianza que el titular ha
depositado en el responsable respecto a que sus datos personales seran tratados conforme
a lo sefialado en el aviso de privacidad y en cumplimiento a las disposiciones previstas en
la Ley de Datos y los presentes Lineamientos.

CONSENTIMIENTO

ARTICULO 11. El consentimiento seré la manifestacion de la voluntad libre, especifica, informada e inequivoca
del titular de forma verbal, por esctrito, por medios electrdnicos, 6pticos, signos inequivocos o por cualquier otra
tecnologia, de acuerdo con lo dispuesto en la fraccion IV del articulo 12 de la Ley de Datos.

Para la obtencién del consentimiento, el responsable debera facilitar al titular un medio sencillo y gratuito a través
del cual pueda manifestar su voluntad, mismo que debera permitir acreditar de manera indubitable y, en su caso,
documentar que el titular otorgd su conocimiento ya sea a través de una declaracién o una accion afirmativa
clara.

El silencio, las casillas previamente marcadas, la inaccion del titular o cualquier otra conducta o mecanismo similar
a los mencionados no podran considerarse como consentimiento del titular.

La carga de la prueba para acreditar la obtencién del conocimiento expreso correrd a cargo del responsable.

CONSENTIMIENTO EXPRESO

ARTICULO 12. Se entendera como consentimiento expreso a aquel que se otorga de forma concreta, clara y
directa, por parte del titular de los datos personales, autorizando realizar el tratamiento de datos personales que se
informa, a través de la declaracion de su voluntad, que podra realizarse por escrito o de forma verbal, a través de
su firma autdgrafa, firma electronica, o cualquier mecanismo de autenticacion que al efecto se establezca.

CONSENTIMIENTO ESCRITO Y VERBAL

ARTICULO 13. Para efectos de lo dispuesto en el articulo 12 de la Ley de Datos y los presentes Lineamientos se
entenderd que el titular otorga su consentimiento:
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I De manera verbal cuando lo externe de forma presencial o mediante el uso de cualquier
otra tecnologfa que permita la interlocucion oral, en ambos casos, ante la persona que re-
presente al responsable, y

. De forma escrita cuando manifieste su voluntad en un documento fisico o electrénico, a
través de una declaracién en sentido afirmativo, firma autdgrafa, huella dactilar, firma elec-
trénica o cualquier mecanismo o procedimiento equivalente autorizado por la normativa
aplicable.

OBTENCION DEL CONSENTIMIENTO DEL TITULAR CUANDO LOS DATOS
PERSONALES SE RECABAN DIRECTAMENTE DE ESTE

ARTICULO 14. El responsable deberd obtener el consentimiento del titular para el tratamiento de sus datos
personales, de manera previa, cuando los recabe directamente de este y, en su caso, sea requerido conforme al
articulo 12 de la Ley de Datos y de los presentes Lineamientos.

Para los efectos de los presentes Lineamientos, se entendera que el responsable obtiene los datos personales
directamente del titular, cuando este los proporciona a la persona que lo representa de manera presencial o por
algin medio que permita su entrega directa como podran ser medios electronicos, dpticos, sonoros, visuales, via
telefénica, internet o cualquier otra tecnologfa y/o medio.

OBTENCION DEL CONSENTIMIENTO DEL TITULAR CUANDO LOS DATOS PERSONALES
SE RECABEN INDIRECTAMENTE DE ESTE

ARTICULO 15. Cuando el responsable recabe datos personales indirectamente del titular y se requiera de su
consentimiento conforme a lo previsto en el articulo 12 de la Ley de Datos y de los presentes Lineamientos, este
no podra tratar los datos personales hasta que cuente con la manifestacion de la voluntad libre, especifica e infor-
mada del titular, mediante la cual autoriza el tratamiento de los mismos ya sea de manera técita o expresa, segin
corresponda.

Para los efectos de los presentes Lineamientos, se entenderd que el responsable obtiene los datos personales
indirectamente del titular cuando no han sido proporcionados en los términos a que se refiere el articulo anterior,
segundo parrafo de los presentes Lineamientos.

REVOCACION DEL CONSENTIMIENTO

ARTICULO 16. En cualquier momento, el titular podra revocar el consentimiento que ha otorgado para el trata-
miento de sus datos personales sin que se le atribuyan efectos retroactivos a la revocacion, a través del ejercicio
de los derechos de cancelacion y oposicion de conformidad con lo dispuesto en la Ley de Datos, los presentes
Lineamientos y demds normativa aplicable.

CALIDAD

ARTICULO 17. Para efectos del articulo 17, primer parrafo, de la Ley de Datos, se entendera que los datos per-
sonales son:

I. Exactos y correctos: cuando los datos personales en posesion del responsable no presentan
errores que pudieran afectar su veracidad;

Il.  Completos: cuando su integridad permite el cumplimiento de las finalidades que motivaron
su tratamiento y de las atribuciones del responsable, y

lll.  Actualizados: cuando los datos personales responden fielmente a la situacién actual del titular.
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PRESUNCION DE CALIDAD DE LOS DATOS PERSONALESCUANDO
SE OBTIENEN INDIRECTAMENTE DEL TITULAR.

ARTICULO 18. Cuando los datos personales hayan sido obtenidos indirectamente del titular, el responsable
deberd adoptar medidas de cualquier naturaleza, dirigidas a garantizar que estos responden al principio de calidad,
de acuerdo con la categoria de datos personales, asi como las condiciones y medios del tratamiento.

SUPRESION DE LOS DATOS PERSONALES

ARTICULO 19. En la supresién de los datos personales a que se refieren los articulos 17 parrafo segundo y 18 de
la Ley de Datos, el responsable debera establecer politicas, métodos y técnicas orientadas a la supresion definitiva
de estos, de tal manera que la probabilidad de recuperarlos y reutilizarlos sea imposible.

Al establecer las politicas, métodos y técnicas a que se refiere el parrafo anterior, el responsable debe considerar,
tanto los siguientes atributos minimos como los medios de almacenamiento, fisicos y/o electrénicos en los que
se encuentren los datos personales:

I. Irreversibilidad: que el procedimiento utilizado no permita recuperar los datos
personales;

Il.  Seguridad y confidencialidad: que en la eliminacion definitiva de los datos personales se
consideren los principios de temporalidad y confidencialidad, asi como el deber de seguridad
a que se refieren la Ley de Datos y los presentes Lineamientos, y

lll.  Favorable al medio ambiente: que el método utilizado produzca el minimo de emisiones
y desperdicios que afecten el medio ambiente.

CRITERIO DE MINIMIZACION

ARTICULO 20. El responsable debera realizar todos los esfuerzos razonables para limitar los datos personales
tratados al minimo necesario, con relacion a las finalidades que motivan su tratamiento.

INFORMACION

ARTICULO 21. El responsable deberd informar a los titulares, a través del aviso de privacidad, la existencia y las
caracteristicas principales del tratamiento al que serdn sometidos sus datos personales. Por regla general, todo
responsable estd obligado a cumplir con el principio de informacién y poner a disposicién del titular el aviso de
privacidad de conformidad con lo dispuesto en los articulos 3, fraccién II, 9, numeral 6, 20, 21 de la Ley de Datos
y los presentes Lineamientos, con independencia de que no se requiera el consentimiento del titular para el tra-
tamiento de sus datos personales.

OBJETO DEL AVISO DE PRIVACIDAD

ARTICULO 22. El aviso de privacidad tiene por objeto informar al titular sobre los alcances y condiciones generales
del tratamiento a que seran sometidos sus datos personales, a fin de que este en posibilidad de tomar decisiones
informadas sobre el uso de estos y, en consecuencia, mantener el control y disposicion de los mismos.

CARACTERISTICAS DEL AVISO DE PRIVACIDAD

ARTICULO 23. El aviso de privacidad debera caracterizarse por ser sencillo con la informacion necesaria, ex-
presado en lenguaje claro y comprensible y con una estructura y disefio que facilite su entendimiento, para lo cual
debera atender al perfil de los titulares a quienes sera dirigido, con la finalidad de que sea un mecanismo de infor-
macion practico y eficiente.
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En el aviso de privacidad queda prohibido:
I. Usar frases inexactas, ambiguas o vagas;

. Incluir textos o formatos que induzcan a los titulares a elegir una opcién en especifico;
lll.  Marcar previamente casillas, en caso de que estas se incluyan, para que los titulares otorguen
su consentimiento, o bien;

IV.  Incluir declaraciones orientadas, afirmando que el titular ha consentido el tratamiento de
sus datos personales sin manifestacion alguna de su parte, y

V. Remitir a textos o documentos que no estén disponibles para los titulares.

MEDIOS DE DIFUSION DEL AVISO DE PRIVACIDAD

ARTICULO 24. El responsable podra difundir, poner a disposicién o reproducir el aviso de privacidad en formatos
fisicos y electronicos, dpticos, sonoros, visuales, o de cualquier otra tecnologia que permita su eficaz comunicacion
y deberd ubicar el aviso de privacidad en un lugar visible que facilite la consulta del titular y que le permita acreditar
fehacientemente el cumplimiento de esta obligacion ante el Instituto.
Indistintamente de lo sefialado en el parrafo anterior, el responsable debera poner a disposicidn el aviso de privacidad
al menos en los siguientes medios:

l. Fisicos: De manera visible y accesible;

. Electrdnicos: Debera estar publicado y disponible en el medio electrénico institucional.

En todos los casos, la carga de la prueba para acreditar la puesta a disposicion del aviso de privacidad recaera en
el responsable.

MODALIDADES DEL AVISO DE PRIVACIDAD
ARTICULO 25. El aviso de privacidad se pondra a disposicion del titular en dos modalidades: simplificado e
integral:
I El aviso simplificado debera contener la siguiente informacion:
a) La denominacion del responsable;
b)  Nombre del Sistema de Datos Personales;

c) Las finalidades del tratamiento para las cuales se obtienen los datos personales,
distinguiendo aquéllas que requieran el consentimiento del titular;

d)  Cuando se realicen transferencias de datos personales que requieran consentimiento,
se debera informar: Las autoridades, poderes, entidades, drganos y organismos gu-
bernamentales de los tres érdenes de gobierno y las personas fisicas o morales a las
que se transfieren los datos personales, asi como, las finalidades de estas
transferencias;

e)  Losmecanismosy medios disponibles para que el titular, en su caso, pueda manifestar
su hegativa para el tratamiento de sus datos personales para finalidades y transferencias
de datos personales que requieren el consentimiento del titular, y

f) El sitio donde se podra consultar el aviso de privacidad integral.

Il.  El aviso de privacidad integral, ademas de lo dispuesto en la fraccion anterior, debera
contener:

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO

ﬁ i n' INSTITUTO DE TRANSPARENCIA, ACCESO A LA INFORMACION PUBLICA, PROTECCION




COMPENDIO DE LINEAMIENTOS EN MATERIA DE PROTECCION DE DATOS PERSONALES DE LA CIUDAD DE MEXICO

a)  El domicilio del responsable;

b)  Los datos personales que seran sometidos a tratamiento, identificando aquéllos que
son sensibles;

c)  Elfundamento legal que faculta al responsable para llevar a cabo el tratamiento;

d) Las finalidades del tratamiento para las cuales se obtienen los datos personales,
distinguiendo aquéllas que requieren el consentimiento del titular;

e)  Los mecanismos, medios y procedimientos disponibles para ejercer los derechos
ARCO;

f) El domicilio de la Unidad de Transparencia, y

g)  Losmedios através de los cuales el responsable comunicard a los titulares los cambios
al aviso de privacidad.

MOMENTOS PARA LA PUESTA A DISPOSICION DEL AVISO DE PRIVACIDAD

ARTICULO 26. El responsable deberé poner a disposicién del titular, el aviso de privacidad simplificado en un
primer momento, lo cual no le impide que pueda dar a conocer el aviso de privacidad integral, desde un inicio, si
asf lo prefiere, conforme a las siguientes reglas:

I De manera previa a la obtencion de los datos personales, cuando los mismos se obtengan
directamente del titular, independientemente de los formatos o medios fisicos y/o electré-
nicos utilizados para tal fin, o

IIl. Al primer contacto con el titular o previo al aprovechamiento de los datos personales, cuando
éstos se hubieren obtenido de manera indirecta del titular.

El aviso de privacidad integral debera estar disponible y publicado, de manera permanente,
en el medio fisico y electrénico con que cuente el sujeto obligado, los cuales corresponden
a lo informado en el aviso de privacidad simplificado, a efecto de que el titular lo consulte
en cualquier momento.

DENOMINACION DEL RESPONSABLE EN EL AVISO DE PRIVACIDAD

ARTICULO 27. El responsable debera sefialar su denominacién completa y podrd incluir de manera adicional, la
denominacion, abreviada o acrénimos con los cuales es identificado comtinmente por el publico en general, con-
cretamente por el publico objetivo a quien va dirigido el aviso de privacidad simplificado.

FINALIDADES DESCRITAS EN EL AVISO DE PRIVACIDAD EN AMBAS MODALIDADES

ARTICULO 28. El responsable debera describir puntualmente cada una de las finalidades para las cuales se
traten los datos personales de conformidad a los dispuesto en el acuerdo de creacidn, o en su caso, de modificacion
del sistema de datos personales.

MECANISMOS Y MEDIOS PARA MANIFESTAR LA NEGATIVA
DEL TITULAR EN EL AVISO DE PRIVACIDAD SIMPLIFICADO

ARTICULO 29. E| responsable deberd incluir o informar sobre los mecanismos y medios que tiene habilitados
para que el titular pueda manifestar su revocacion del consentimiento como negativa para el tratamiento de sus
datos personales para aquellas finalidades que requieran de su consentimiento en términos de la Ley de Datos y
de los presentes Lineamientos, asi como para la transferencia de sus datos personales cuando su autorizacion sea
exigible en términos de lo previsto en la Ley de Datos.
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El responsable podrd valerse de la inclusion de casillas u opciones de marcado en el propio aviso de privacidad, o
bien, cualquier otro medio que determine pertinente, siempre y cuando el medio esté disponible al momento en
que el titular consulte el aviso de privacidad y permita que este manifieste su negativa, previo al tratamiento de
sus datos personales o la transferencia de estos, seguin corresponda.

SITIO DONDE SE PODRA CONSULTAR EL AVISO DE PRIVACIDAD INTEGRAL

ARTICULO 30. El responsable debera sefialar en el aviso de privacidad simplificado el sitio electrénico, el lugar
fisico y en su caso, el mecanismo implementado para que los titulares puedan conocer el aviso de privacidad in-
tegral, a través de los medios de contacto oficiales de la unidad de transparencia.

El responsable debera considerar el perfil de los titulares, la forma en que mantiene contacto o comunicacién con
éstos, que sean gratuitos, de facil acceso, con la mayor cobertura posible y que estén debidamente habilitados y
disponibles en todo momento para consulta del titular.

DATOS PERSONALES EN EL AVISO DE PRIVACIDAD INTEGRAL

ARTICULO 31. El responsable deber referir los datos personales solicitados para el tratamiento que llevaré a
cabo, tanto los que recaba directamente del titular, asi como aquellos que obtiene indirectamente, distinguiendo
expresamente los datos personales de cardcter sensible.

El responsable debera cumplir con esta obligacion, identificando puntualmente cada uno de los datos personales
solicitados para el tratamiento que llevara a cabo.

El responsable debera considerar los tipos de datos de acuerdo con las categorias de datos personales, en funcion
de lo que establece el articulo 67 de los presentes Lineamientos.

El responsable debera sefalar la existencia del sistema de datos personales en el cual estdn resguardados los datos
personales, en cumplimiento a lo establecido en los articulos 3, fraccion XXIX, 36 y 37 de la Ley de Datos.

FUNDAMENTO LEGAL EN EL AVISO DE PRIVACIDAD

ARTICULO 32. El responsable deberd sefialar el o los articulos, apartados, fracciones, incisos y nombre de los orde-
namientos o disposicién normativa vigente que le faculta o le confiera atribuciones para realizar el tratamiento de datos
personales que informa en el aviso de privacidad, precisando su fecha de publicacidn o, en su caso, la fecha de la dltima
reforma o modificacion, con independencia de que dicho tratamiento requiera del consentimiento del titular.

MECANISMOS Y MEDIOS PARA EL EJERCICIO DE LOS DERECHOS

ARCO EN EL AVISO DE PRIVACIDAD INTEGRAL

ARTICULO 33. El responsable debera informar sobre los mecanismos, medios y procedimientos habilitados para
atender las solicitudes para el ejercicio de los derechos ARCO.

En el caso del procedimiento, elresponsablepodradescribirlopuntualmente en el aviso de privacidad, o bien, remitir
al titular a los medios que tiene disponibles para que conozca dicho procedimiento.

En ambos casos, el responsable deberd informar, al menos, lo siguiente:

I Los requisitos que debera contener la solicitud para el ejercicio de los derechos ARCO a
que se refiere sefialados en el articulo 41 de la Ley de Datos;

. Los medios a través de los cuales el titular podra presentar solicitudes para el ejercicio de
los derechos ARCO;

Il Los formularios, sistemas y otros métodos simplificados que, en su caso, el Instituto hubiere
establecido para facilitar al titular el ejercicio de sus derechos ARCO;

IV.  Los medios habilitados para dar respuesta a las solicitudes para el ejercicio de los derechos
ARCO;

V. Lamodalidad o medios de reproduccion de los datos personales;
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VI.  Los plazos establecidos dentro del procedimiento, los cuales no deberan contravenir lo
previsto en los articulos 49, S0, 51, 52 y 53 de la Ley de Datos, y

VII.  El derecho que tienez el titular de presentar un recurso de revision ante el Instituto en caso
de estar inconforme con la respuesta.

DOMICILIO EN EL AVISO DE PRIVACIDAD INTEGRAL

ARTICULO 34. El responsable deberé indicar su domicilio, asf como la ubicacién precisa de la oficina de su
Unidad de Transparencia, incluyendo la calle, niimero, piso, colonia, alcaldia, cédigo postal y entidad federativa.
Asimismo, podrd incluir otros datos de contacto que, de manera enunciativa mas no limitativa, son: direccion de
su pagina de internet, correo electrénico institucional y ntiimero telefdnico, habilitados para la atencién del publico
en general.

INFORMACION DE LAS TRANSFERENCIAS DE DATOS PERSONALES
EN EL AVISO DE PRIVACIDAD INTEGRAL

ARTICULO 35. Para informar al titular sobre las transferencias, nacionales y/o internacionales, de datos personales
que, en su caso, efectlie y que no requieran de su consentimiento, el responsable deberd indicar lo siguiente en
el aviso de privacidad integral:

I Los destinatarios o terceros receptores, de cardcter publico o privado, nacional y/o interna-
cional, de los datos personales; identificando cada uno de éstos por su nombre, denominacion
0 razon social;

. Las finalidades de las transferencias de los datos personales relacionadas por cada desti-
natario o tercero receptor.

lll.  Elfundamento legal que lo faculta o autoriza para llevarlas a cabo, sefialando el o los articulos,
apartados, fracciones, incisos y nombre de los ordenamientos o disposicidn normativa
vigente.

CAMBIOS AL AVISO DE PRIVACIDAD

ARTICULO 36. El responsable debera sefalar el o los medios disponibles a través de los cuales hara del cono-
cimiento del titular los cambios o actualizaciones efectuadas tanto al aviso de privacidad simplificado, como al
aviso de privacidad integral, asi como indicar la fecha de elaboracidn, o bien, de su ultima actualizacion.

CASOS EN LOS QUE SE REQUIERE UN NUEVO AVISO DE PRIVACIDAD

ARTICULO 37. El responsable deberé poner a disposicién del titular, un nuevo aviso de privacidad, de conformidad
con la Ley de Datos y los presentes Lineamientos cuando:

I. Cambie su identidad;

. Requiera recabar datos personales sensibles adicionales a aquellos informados en el aviso
de privacidad original, los cuales no se obtengan de manera directa del titular y se requiera
de su consentimiento para el tratamiento de los datos adicionales;

. Cambie las finalidades sefaladas en el aviso de privacidad original, o

IV.  Modifique las condiciones de las transferencias de datos personales o se pretendan realizar
transferencias no previstas inicialmente y el consentimiento del titular sea necesario.
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POLITICAS Y PROGRAMAS DE PROTECCION DE DATOS PERSONALES

ARTICULO 38. &I responsable debera implementar politicas y programas de proteccién de datos personales
para establecer los elementos y actividades de direccion, operacién y control de todos los procesos que impliquen
un tratamiento de datos personales. Dichos procesos deberan estar sustentados en las atribuciones y funciones
explicitas del responsable. Todo lo anterior, a efecto de proteger estos de manera sistemética y continua de con-
formidad con lo ordenado por el articulo 23, fracciones | y Il de la Ley de Datos.

Las politicas y programas de proteccion de datos personales a que se refiere el parrafo anterior de los presentes
Lineamientos deberan ser aprobados, coordinados y supervisados por su Comité de Transparencia.

El responsable debera prever y autorizar recursos, de conformidad con la normativa que resulte aplicable, para la
implementacion y cumplimiento de estos.

CAPACITACION

ARTICULO 39. Con relacion al articulo 23, fraccién Ill de la Ley de Datos, el responsable debera establecer
anualmente un programa de capacitacion y actualizacion en materia de proteccion de datos personales dirigidos
a su personal y a encargados, el cual deberd ser aprobado, coordinado y supervisado por el Comité de
Transparencia.

Asimismo, en términos del articulo 26, fraccion VIl de la Ley de Datos, la capacitacion relativa a los sistemas de
datos personales corresponde al responsable.

SISTEMAS DE SUPERVISION Y VIGILANCIA

ARTICULO 40. Para el adecuado cumplimiento de lo establecido en el articulo 23 fracciones IV y V de la Ley
de Datos, por regla general, el responsable debera revisar las politicas y programas de seguridad y el sistema de
supervision y vigilancia implementado, al menos, cada dos afios. Lo anterior, salvo los casos en los que el responsable
realice modificaciones sustanciales a los tratamientos de datos personales que lleve a cabo y, en consecuencia,
amerite una actualizacion previa al plazo establecido en el presente articulo.

GARANTIA DEL EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 41. El responsable deberé garantizar a las personas en todo momento, el gjercicio de los derechos
de Acceso, Rectificacion, Cancelacién y Oposicidn, en cumplimiento a lo ordenado en el articulo 23, fraccién VI de
la Ley de Datos, para lo cual debera brindar asesoria de manera accesible respecto a dudas o quejas de los titulares,
mantener comunicacion directa, y considerar el perfil de cada persona.

PROTECCION DE DATOS PERSONALES POR DISENO

ARTICULO 42. En el disefio, desarrollo e implementacién de politicas publicas, programas, servicios, sistemas
o plataformas informdticas, aplicaciones electrdnicas o cualquier otra tecnologia que implique el tratamiento de
datos personales, el responsable debera aplicar medidas de caracter administrativo, técnico, fisico, u otras de cualquier
naturaleza que le permitan cumplir de forma efectiva todas las obligaciones previstas en la Ley de Datos y los presentes
Lineamientos. Ello, de conformidad con lo dispuesto en el articulo 23, fraccidn VIl de la Ley de Datos.

Para el proposito sefialado en el parrafo anterior, el responsable deberd considerar los avances tecnoldgicos, los
costos de implementacion, la naturaleza, el ambito, el contexto, los fines del tratamiento de los datos personales,
los riesgos de diversa probabilidad y gravedad que entraiia este para el derecho a la proteccién de datos personales
a los titulares, asi como a otros factores que considere relevantes.

PROTECCION DE DATOS PERSONALES POR DEFECTO

ARTICULO 43. El responsable debera implementar las medidas técnicas y organizativas necesarias orientadas
a garantizar que, por defecto, solo sean objeto de tratamiento los datos personales estrictamente necesarios para
cumplir con su finalidad.
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TRATAMIENTO DE DATOS PERSONALES SENSIBLE

ARTICULO 44. El responsable no podra llevar a cabo el tratamiento de datos personales cuando tenga como efecto
la discriminacion de los titulares por su origen étnico o racial, su estado de salud presente, pasado o futuro, su informacion
genética, sus opiniones politicas, su religion o creencias filosdficas o morales y/o su preferencia sexual.

IMPLEMENTACION DE MECANISMOS PARA ACREDITAR EL CUMPLIMIENTO
DE LOS PRINCIPIOS, DEBERES Y OBLIGACIONES

ARTICULO 45. El responsable deberé adoptar politicas e implementar mecanismos para asegurar y acreditar el
cumplimiento de los principios, deberes y demas obligaciones establecidas en la Ley de Datos y los presentes
Lineamientos; asi como establecer aquellos mecanismos necesarios para evidenciar dicho cumplimiento ante los
titulares y el Instituto.

Adicionalmente a lo dispuesto en los articulos 22 y 23 de la Ley de Datos, en la adopcién de las politicas e imple-
mentacion de mecanismos a que se refiere el presente articulo, el responsable debera considerar, de manera
enunciativa mas no limitativa, el desarrollo tecnoldgico y las técnicas existentes; la naturaleza, contexto, alcance y
finalidades del tratamiento de los datos personales; las atribuciones y facultades del responsable y demas cuestiones
que considere convenientes. Para el cumplimiento de la presente obligacion, el responsable podra valerse de es-
tandares, mejores practicas nacionales o internacionales, esquemas de mejores practicas, o cualquier otro mecanismo
que determine adecuado para tales fines.

DEBER DE SEGURIDAD

ARTICULO 46. El responsable debera establecer y mantener medidas de seguridad de caracter administrativo,
fisico y técnico para la proteccion de los datos personales en su posesion de conformidad con lo previsto en los
articulos 24, 25, 26 y 27 de la Ley de Datos, con el objetivo de impedir, que cualquier tratamiento de los datos
personales contravenga las disposiciones de dicho ordenamiento y los presentes Lineamientos.

Las medidas de seguridad a las que se refiere el parrafo anterior constituyen los minimos exigibles, por lo que el
responsable podra adoptar las medidas adicionales que estime necesarias para brindar mayores garantias en la
proteccion de los datos personales en su posesion.

Lo anterior, sin perjuicio de lo establecido por aquellas disposiciones vigentes en materia de seguridad de la infor-
macién emitidas por otras autoridades, cuando estas contemplen una mayor proteccion para el titular o comple-
menten lo dispuesto en la Ley de Datos y en los presentes Lineamientos.

CONTENIDO DE LAS POLITICAS INTERNAS DE GESTION
Y TRATAMIENTO DE LOS DATOS PERSONALES

ARTICULO 47. El responsable debers incluir en el disefio e implementacién de las politicas internas para la
gestion y el tratamiento de los datos personales de acuerdo con lo establecido en el articulo 26, fraccion | de la
Ley de Datos, al menos lo siguiente:

I. El cumplimiento de todos los principios, deberes, derechos y demds obligaciones en la
materia, de conformidad con lo previsto en la Ley de Datos y los presentes Lineamientos;

Il.  Los rolesy responsabilidades especificas de los involucrados interos y externos dentro de
su organizacion, relacionados con el tratamiento de datos personales que efectiien;

lll.  Las sanciones en caso de incumplimiento;

IV.  Laidentificaciéndelciclodevidadelosdatospersonales respecto de cada tratamiento que se
efectlie; considerando la obtencion, almacenamiento, uso, procesamiento, divulgacion,
retencidn, destruccion o cualquier otra operacion realizada durante dicho ciclo en funcién
de las finalidades para las que fueron recabados;
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V. El proceso general para el establecimiento, actualizacién, monitoreo y revisién de los me-
canismos y medidas de seguridad; considerando el andlisis de riesgo realizado previamente
al tratamiento de los datos personales, y

VI.  El proceso general de atencion de los derechos ARCO.

FUNCIONES Y OBLIGACIONES

ARTICULO 48. El responsable deberé establecer y documentar los roles y las responsabilidades del personal
involucrado en el tratamiento de datos personales de conformidad con el articulo 26, fraccién Il de la Ley de Datos,
asi como la cadena de rendicidn de cuentas de todas las personas que traten datos personales en su organizacion,
conforme al sistema de gestion implementado.

El responsable deberd establecer mecanismos para asegurar que todas las personas involucradas en el tratamiento
de datos personales en su organizacion conozcan sus funciones para el cumplimiento de los objetivos del sistema
de gestion, asi como las consecuencias de su incumplimiento.

INVENTARIO DE DATOS PERSONALES

ARTICULO 49. Con relacion a lo previsto en el articulo 26, fraccion Il de la Ley de Datos, el responsable debera
elaborar un inventario con la informacidén basica de cada tratamiento de datos personales contenidos en el sistema
respectivo. El inventario que debera contar por lo menos con los siguientes elementos:

I El catdlogo de medios fisicos y electrdnicos a través de los cuales se obtienen los datos
personales;

. Las finalidades de cada tratamiento de datos personales;
lll.  El catdlogo de los tipos de datos personales que se traten, indicando si son sensibles o no;

IV.  Elcatdlogo de formatos de almacenamiento, asi como la descripcién general de la ubicacion
fisica y/o electronica de los datos personales;

V. La lista de las personas servidoras publicas que tienen acceso a los sistemas de
tratamiento;

VI.  En su caso, el nombre completo o denominacion o razdn social del encargado y el instru-
mento juridico que formaliza la presentacion de los servicios que brinda al responsable, y

VII.  Ensu caso los destinatarios o terceros receptores de las transferencias que se efectlien, asi
como las finalidades que justifican estas.

CICLO DE VIDA DE LOS DATOS PERSONALES EN EL INVENTARIO DE ESTOS

ARTICULO 50. Aunado a lo dispuesto en el numeral anterior de los presentes Lineamientos, en la elaboracion
del inventario de datos personales, el responsable debera considerar el ciclo de vida de los datos personales con-
forme a lo siguiente:

I La obtencidn de los datos personales;

. El almacenamiento de los datos personales;

Il Eluso de los datos personales conforme a su acceso, manejo, aprovechamiento, monitoreo
y procesamiento, lo que incluye los sistemas fisicos y/o electrénicos utilizados para tal fin;

IV.  La divulgacion de los datos personales considerando las remisiones y transferencias que,
en su caso, se efectuen;

V. Elbloqueo de los datos personales, en su caso, y
VI.  La cancelacion, supresion o destruccion de los datos personales.
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El responsable deberd identificar el riesgo inherente de los datos personales, contemplando su ciclo de vida y los
activos involucrados en su tratamiento, como podrian ser hardware, software, personal, o cualquier otro recurso
humano o material que resulte pertinente considerar.

ANALISIS DE RIESGOS

ARTICULO 51. Para dar cumplimiento al articulo 26, fraccién IV de la Ley de Datos, el responsable deber realizar
un andlisis de riesgos de los datos personales tratados considerando lo siguiente:

I Los requerimientos regulatorios, cédigos de conducta o mejores practicas de un sector
especifico;

. El valor de los datos personales de acuerdo con su clasificacidn previamente definida y su
ciclo de vida;

. El valor y exposicién de los activos involucrados en el tratamiento de los datos
personales;

IV.  Las consecuencias negativas para los titulares que pudieran derivar de una vulneracién de
seguridad ocurrida, y

V.  Los factores previstos en el articulo 25 de la Ley de Datos.

ANALISIS DE LA BRECHA

ARTICULO 52. Para el debido cumplimiento de la obligacién establecida en el articulo 26, fraccion V de la Ley
de Datos, en la realizacion del andlisis de brecha el responsable debera considerar lo siguiente:

I Las medidas de seguridad existentes y efectivas;
. Las medidas de seguridad faltantes, y

lll.  La existencia de nuevas medidas de seguridad que pudieren remplazar a uno o mas
controles implementados actualmente.

PLAN DE TRABAJO

ARTICULO 53. De conformidad con lo dispuesto en el articulo 26 fraccién VI de la Ley de Datos, el responsable
debera elaborar un plan de trabajo que defina las acciones a implementar de acuerdo con el resultado del analisis
de riesgos y del andlisis de brecha, en el cual debe dar prioridad a las medidas de seguridad mas relevantes e in-
mediatas a establecer.

Para lo anterior, el responsable debe tomar en consideracion los recursos designados; el personal interno y externo
en su organizacion y las fechas compromiso para la implementacion de las medidas de seguridad nueva o
faltante.

MONITOREO Y SUPERVISION PERIODICA DE LAS MEDIDAS

DE SEGURIDAD IMPLEMENTADAS

ARTICULO 54. Con relacion al articulo 26, fraccién VIl de la Ley de Datos, el responsable deber4 evaluar y medir
los resultados de las politicas, planes, procesos y procedimientos implementados en materia de seguridad y trata-

miento de los datos personales, a fin de verificar el cumplimiento de los objetivos propuestos y, en su caso, imple-
mentar mejoras de manera continua.

Para cumplir con lo dispuesto en el parrafo anterior del presente articulo, el responsable debera monitorear conti-
nuamente lo siguiente:
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I Los nuevos activos que se incluyan en la gestion de riesgos;

. Las modificaciones necesarias a los activos, como podria ser el cambio o migracion tecno-
l6gica, entre otras;

lll.  Las nuevas amenazas que podrian estar activas dentro y fuera de su organizacion que no
han sido valoradas;

IV.  La posibilidad de que vulnerabilidades nuevas o incrementadas sean explotadas por las
amenazas correspondientes;

V. Las vulnerabilidades identificadas para determinar aquellas expuestas a amenazas nuevas
0 pasadas que vuelvan a surgir;

VI.  El cambio en el impacto o consecuencias de amenazas valoradas, vulnerabilidades y riesgos
en conjunto, que resulten en el nivel inaceptable de riesgo, y

VII. Los incidentes y vulneraciones de seguridad ocurridas.

Aunado a lo previsto en las fracciones anteriores del presente articulo, el responsable debera contar con un programa
de auditoria, interno y/o externo, para monitorear y revisar la eficacia del sistema de gestion.

CAPACITACION

ARTICULO 55. Para el cumplimiento de lo previsto en el articulo 26, fraccién VIl de la Ley de Datos, el respon-
sable debera disefiar e implementar programas a corto, mediano y largo plazo que tengan por objeto capacitar a
los involucrados internos y externos de su organizacion, considerando sus roles y responsabilidades asignadas para
el tratamiento y seguridad de los datos personales y el perfil de sus puestos.

En el disefio e implementacion de los programas de capacitacion, el responsable debera tomar en cuenta lo siguiente:
I. Los requerimientos y actualizaciones del sistema de gestion;

. La legislacién vigente en materia de proteccion de datos personales y las mejores practicas
relacionadas con el tratamiento de estos;

lll.  Las consecuencias del incumplimiento de los requerimientos legales o requisitos organiza-
cionales, y

IV.  Las herramientas tecnoldgicas relacionadas o utilizadas para el tratamiento de los datos
personales y para la implementacion de las medidas de seguridad.
SISTEMA DE GESTION

ARTICULO 56. El responsable debera implementar un sistema de gestién en términos de lo dispuesto en el
articulo 27 de la Ley de Datos, el cual permita planificar, establecer, implementar, operar, monitorear, revisar, mantener
y mejorar las medidas de seguridad de caracter administrativo, fisico y técnico aplicadas a los datos personales;
tomando en consideracion los estandares nacionales e internacionales en materia de proteccion de datos personales
y seguridad de la informacion.

DOCUMENTO DE SEGURIDAD

ARTICULO 57. El documento de seguridad de cada sistema de datos personales debera contener, como minimo,
lo siguiente:

I El inventario de datos personales en los sistemas de datos;

. Las funciones y obligaciones de las personas que intervengan en el tratamiento de datos
personales, usuarios y encargados, en el caso de que los hubiera;

lll.  Registro de incidencias;
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IV.  Identificacion y autentificacion;

V. Control de acceso; gestion de soportes y copias de respaldo y recuperacion;
VI.  Elandlisis de riesgos;

VIl.  El analisis de brecha;

VIIl. Responsable de seguridad de sistema de datos personales;

IX.  Registro de acceso y telecomunicaciones;

X.  Los mecanismos de monitoreo y revision de las medidas de seguridad;

XI.  El plan de trabajo, y

XIl.  El programa general de capacitacion.

El responsable elaborara e implementara las normas internas de seguridad que seran obligatorias para todas las personas
autorizadas que intervienen en el tratamiento de datos personales debiendo tomar en cuenta lo dispuesto en la Ley de
Datos y en los presentes Lineamientos.

El responsable debera actualizar el documento de seguridad anualmente, o cuando se produzcan modificaciones relevantes
en el tratamiento de los datos que impliquen un cambio en el nivel de riesgo; ante acciones de mejora continua derivadas
del monitoreo del sistema de seguridad; ante una vulneracion ocurrida; ante la implementacion de acciones preventivas
y correctivas derivadas de una vulneracion de seguridad, o bien por recomendacion del Instituto.

MANEJO DE INCIDENTES PARA MITIGAR LAS VULNERACIONES A LA SEGURIDAD

ARTICULO 58. El responsable deberd implementar medidas de seguridad para prevenir que se presente un
incidente, asi como poder identificar una vulneracion de seguridad. Para ello debera considerar lo siguiente:

I Preparacion: Para la gestion de incidentes, se debera designar a una persona, equipo o area
que debera contar con politicas especificas, acceso a los activos y herramientas para el monitoreo
y atencion de las alertas de seguridad, en funcion del tamafio del sujeto obligado.

. Respaldo: El responsable debera crear respaldos o copias de seguridad al menos mensualmente,
con la finalidad de poder recuperar la informacion en caso de que la misma sea dafada, robada
o destruida de archivos o documentos, asi como restaurar la operacién normal de sus sistemas
de datos personales.

ll.  Respuesta: El sujeto obligado debera contar con hardware y software destinados a atender
una alerta de seguridad, y comenzar la mitigacion en caso de confirmar un incidente, en funcion
de los activos del Responsable, y de las medidas de seguridad existentes, incluyendo de manera
enunciativa y no limitativa lo siguiente: antivirus portatiles, discos duros y/o dispositivos de memoria
exclusivos para incidentes, herramientas, cables, software para analizar trafico de red y listas de
revisién y de comandos.

IV.  Identificacion: Una vez identificado un incidente, es necesario buscar alertas adicionales a la
detonante y determinar su alcance total por al menos dos personas involucradas en la deteccion
del incidente, una para evaluar los activos que pudieran ser afectados, y otra para documentar y
recabar evidencia.

V.  Contencion: Una vez identificado el incidente se debe proceder al aislamiento de los sistemas
y la puesta en operacion de respaldos en el corto plazo para reducir los efectos de un incidente.
Posteriormente se debe proseguir con la contencién del incidente a largo plazo y se deben
identificar las vulnerabilidades explotadas en los activos, asi como las medidas de seguridad que
pudieron hacer falta, para su posterior implementacion.
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VI.  Mitigacion: Para la mitigacién del incidente es necesaria la implementacion de medidas de
seguridad y el tratamiento profundo del incidente para minimizar la posibilidad de que se vuelva
a repetir, mediante la recoleccion de evidencia para el andlisis forense digital, con herramientas
especiales de hardware y software propio o subcontratado, a fin de obtener mas informacion
para revertir sus efectos.

VIl.  Recuperacion: Se debera dar seguimiento a las medidas implementadas en la mitigacion, y garantizar
que los activos que fueron afectados se reintegran a los sistemas de datos personales, una vez que se
encuentren funcionales o que cuenten con las medidas de seguridad que los soporten.

VIil. Bitacora: Finalmente es necesario completar la documentacion respecto al incidente, y
comunicar a las partes interesadas el estado de la seguridad de los activos después de lo
sucedido mediante un reporte final dentro de los 15 dias posteriores y generar un archivo
histérico o bitdcora que permita a los encargados de la respuesta a incidentes contar con
una base de conocimiento, que pueda ser utilizada para entrenar a los usuarios, o a nuevos
integrantes del equipo de respuesta a incidentes para la mejora continua.

PLAZO PARA NOTIFICAR LAS VULNERACIONES DE SEGURIDAD

ARTICULO 59. De conformidad con lo dispuesto en el articulo 33 de la Ley de Datos el responsable deberd informar,
dentro de un plazo maximo de setenta y dos horas, al titular y al Instituto, en cuanto se confirme que ocurtié la vulneracion
y el responsable haya empezado a tomar las acciones encaminadas a detonar un proceso de mitigacion de la afectacion.
Asimismo, el responsable realizara las acciones necesarias para la revision exhaustiva de la magnitud de la afectacion, a
fin de que los titulares afectados tomen en su caso, las medidas correspondientes para la defensa de sus derechos. El
Instituto podra verificar las medidas de mitigacion, niveles de seguridad y documento de gestion para recomendar las
medidas pertinentes para la proteccion de los datos del titular.

El plazo a que se refiere el parrafo anterior comenzard a correr el mismo dia natural en que el responsable confirme la
vulneracion de seguridad.

NOTIFICACION DE LAS VULNERACIONES DE SEGURIDAD AL INSTITUTO

ARTICULO 60. En la notificacién al Instituto a que se refiere el articulo anterior, el responsable deberd informar
por escrito presentado en el domicilio del Instituto, o bien, a través de cualquier otro medio que se habilite para tal
afecto, al menos, lo siguiente:

I. La hora y la fecha de la identificacidn de la vulneracion;
Il.  Lahoray fecha del inicio de la investigacion sobre la vulneracion;
lll.  La naturaleza del incidente o vulneracion ocurrida;
IV.  La descripcion detallada de las circunstancias en torno a la vulneracion ocurrida;
V. Las categorias y nimero aproximado de titulares afectados;
VI.  Los sistemas de tratamientos y datos personales comprometidos;
VII. Las acciones correctivas realizadas de forma inmediata, y
VIII.  Cualquier otra informacién y documentacion que considere conveniente hacer del cono-
cimiento del Instituto.
NOTIFICACION DE LAS VULNERACIONES DE SEGURIDAD DEL TITULAR
ARTICULO 61. En la notificacion que realice el responsable al titular, sobre las vulneraciones de seguridad a que

se refieren los articulos 31y 33 para los efectos del diverso 34 de la Ley de Datos y los presentes Lineamientos,
deberd informar, al menos, lo siguiente:
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I La naturaleza del incidente o vulneracion ocurrida;

. Los datos personales comprometidos;

Il Los derechos del titular o medidas que este pueda adoptar para proteger sus intereses;

IV. Las acciones correctivas realizadas de forma inmediata;

V.  Los medios a disposicion del titular para que pueda obtener mayor informacién al
respecto;

VI.  Ladescripcion de las circunstancias generales en torno a la vulneracion ocurrida, que ayuden
al titular a entender el impacto del incidente, y

VII.  Cualquier otra informacion y documentacion que considere conveniente para apoyar a los titulares.

El responsable deberd notificar el informe directamente al titular de la informacion a través de los medios que
establezca para tal fin. Para seleccionar y definir los medios de comunicacion, el responsable debera considerar,
segun ello resulte aplicable, el perfil de los titulares, la forma en que mantiene contacto o comunicacion con estos,
que sean gratuitos; de facil acceso, con la mayor cobertura posible y que estén debidamente habilitados y dispo-
nibles en todo momento para el titular.

ACCIONES DEL INSTITUTO DERIVADAS DE NOTIFICACIONES

DE VULNERACIONES DE SEGURIDAD

ARTICULO 62. En términos de lo previsto en los articulos 33 y 34 de la Ley de Datos, una vez que le sea noti-
ficada una vulneracion de seguridad al Instituto, éste podra emitir recomendaciones que deberan ser solventadas
en el tiempo establecido en el documento notificado al responsable.

EMISION DE RECOMENDACIONES NO VINCULANTES

ARTICULO 63. El Instituto podré publicar directrices, recomendaciones y mejores practicas en materia de se-
guridad de los datos personales, de acuerdo con los estandares nacionales e internacionales actuales en la materia,
con la finalidad de proveer los mecanismos y herramientas que orienten y faciliten al responsable el cumplimiento
del deber de seguridad previsto en la Ley de Datos y los presentes Lineamientos.

PRINCIPIO DE CONFIDENCIALIDAD

ARTICULO 64. El responsable debera establecer controles o mecanismos que tengan por objeto que todas
aquellas personas que intervengan en cualquier fase del tratamiento de los datos personales guarden confiden-
cialidad respecto de estos, obligacién que subsistird auin después de finalizar sus relaciones con el mismo.

CARGA PROBATORIA PARA EL CUMPLIMIENTO DE OBLIGACIONES

MATERIA DE PROTECCION DE DATOS PERSONALES

ARTICULO 65. La carga de la prueba para acreditar el cumplimiento de las obligaciones previstas en el presente
capitulo, en todo momento, recaera en el responsable.

Para tal efecto, el Instituto podra emitir herramientas que orienten el cumplimiento de las obligaciones previstas
en el presente capitulo, asi como aquellas establecidas en la Ley de Datos y los presentes Lineamientos.
SISTEMAS DE DATOS PERSONALES

ARTICULO 66. Los sistemas de datos personales se distinguen en:

I Fisicos: Conjunto ordenado de datos de cardcter personal que para su tratamiento estan
contenidos en registros manuales, impresos, sonoros, magnéticos, visuales u holograficos,
estruc- turado conforme a criterios especificos relativos a personas fi- sicas que permitan
acceder sin esfuerzos desproporcionados a sus datos personales, y

Il.  Automatizados: Conjunto ordenado de datos de ca- racter personal que permita acceder a
la informacion relativa a una persona fisica utilizando una herramienta tecnoldgica.
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CATEGORIAS DE DATOS PERSONALES

ARTICULO 67. Los datos personales contenidos en los sistemas, tomando en cuenta su naturaleza, se clasificaran,
de manera enunciativa, mas no limitativa, de acuerdo con las siguientes categorias:

I Identificacién: El nombre, domicilio, teléfono particular, teléfono celular, firma, clave del
Registro Federal de Contribuyentes (RFC), Clave Unica de Registro de Poblacién (CURP),
Matricula del Servicio Militar Nacional, nimero de pasaporte, lugar y fecha de nacimiento,
nacionalidad, edad, fotografia y demas andlogos;

Il Electrdnicos: Las direcciones electrdnicas, tales como, el correo electrénico no oficial, di-
reccién IP (Protocolo de Intemnet), direccién MAC (direccion Media Access Control o direccién
de control de acceso al medio), asi como el nombre del usuario, contrasefias, firma elec-
trénica; o cualquier otra informacion empleada por la persona, para su identificacion en
Intermet u otra red de comunicaciones electrdnicas;

lll.  Laborales: Documentos de reclutamiento y seleccién, nombramiento, incidencia, capaci-
tacion, actividades extracurriculares, referencias laborales, referencias personales, solicitud
de empleo, hoja de servicio y demds andlogos;

IV.  Patrimoniales: Los correspondientes a bienes muebles e inmuebles, informacion fiscal,
historial crediticio, ingresos y egresos, cuentas bancarias, seguros, fianzas, servicios contra-
tados, referencias personales y demdas analogos;

V. Datos sobre procedimientos administrativos y/o jurisdiccionales: La informacion relativa
a una persona que se encuentre sujeta a un procedimiento administrativo seguido en forma
de juicio o jurisdiccional en materia laboral, civil, penal, fiscal, administrativa o de cualquier
otra rama del Derecho;

VI. Datosacadémicos:Trayectoriaeducativa,calificaciones, titulos, cédula profesional, certificados
y reconocimientos y demas analogos;

VII. Datos de transito y movimientos migratorios: Informacidn relativa al transito de las personas
dentro y fuera del pais, asi como informacion migratoria;

VIIl. Datos sobre la salud: El expediente clinico de cualquier atencion médica, referencias o
descripcién de sintomatologias, deteccion de enfermedades, incapacidades médicas, dis-
capacidades, intervenciones quirtirgicas, vacunas, consumo de estupefacientes, uso de
aparatos oftalmolégicos, ortopédicos, auditivos, prétesis, asi como el estado fisico o mental
de la persona;

IX.  Datos biométricos: huellas dactilares, ADN, geometria de la mano, caracteristicas de iris y
retina, forma de caminar y demas analogos;

X.  Datos personales de naturaleza publica: aquellos que por mandato legal sean accesibles
al publico.
Los datos contenidos en las categorias sefialadas podran ser clasificados como datos especialmente protegidos
cuando estos refieran a la esfera mas intima de su titular o cuya utilizacion indebida pueda dar origen a discrimi-
nacién o conlleve un riesgo grave para el titular, esto de conformidad con lo establecido en el articulo 3, fraccion
X, de la Ley de Datos.

CREACION DE SISTEMAS DE DATOS PERSONALES

ARTICULO 68. El responsable determinara la creacion de un sistema de datos personales cuando derivado de
la normativa aplicable, se cuente con la atribucion para llevar a cabo la accidén que involucra un tratamiento de
datos personales.

Toda creacion de sistemas de datos personales sélo podra efectuarse mediante la publicacion de un Aviso en la Gaceta Oficial
de la Ciudad de México, en el cual se indique la liga electronica donde se podra consultar el acuerdo de creacion respectivo,
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en términos de lo establecido en el articulo 37 fraccién | de la Ley de Datos. Debiendo considerar que, dicha publicacion
preferentemente debera dictarse previamente al tratamiento de los datos personales por parte del sujeto obligado.

El responsable deberd notificar al Instituto respecto a la creacion del sistema de datos personales, dentro de los diez dias
habiles siguientes a la publicacion del aviso en la Gaceta Oficial de la Ciudad de México, y conforme a lo establecido en
el articulo 37 fraccion | de la Ley de Datos, asi como realizar su debida inscripcion en el Registro Electrénico de Sistemas
de Datos Personales.

MODIFICACION DE LOS SISTEMAS DE DATOS PERSONALES

ARTICULO 69. El responsable determinaré la modificacion del sistema de datos personales cuando se presente
un cambio que afecte su integracion o tratamiento, y derivado del cual se requiera actualizar la informacion de
dicho sistema de datos personales.

Se habla de un cambio que afecta la integracion o tratamiento de un sistema de datos personales cuando éste sufre
alteraciones en alguno de los criterios establecidos en los articulos 37 fraccion Il de la Ley de Datos.

Toda modificacion solo podra efectuarse mediante la publicacion de un aviso en la Gaceta Oficial de la Ciudad de México,
en el cual se indique la liga electronica donde se podra consultar el acuerdo de modificacion respectivo, en términos de
lo establecido en el articulo 37 fraccion | de la Ley de Datos. Dicha publicacion debera dictarse preferentemente previo a
que se implemente la modificacion del sistema de datos personales por parte del sujeto obligado.

El responsable debera notificar al Instituto respecto a la modificacion del sistema de datos personales, dentro de los diez
dias habiles siguientes a la publicacion del aviso en la Gaceta Oficial de la Ciudad de México, y conforme a lo establecido
en el articulo 37 fraccion | de la Ley de Datos, asi como realizar la actualizacion respectiva del sistema en el Registro
Electrénico de Sistemas de Datos Personales.

CONTENIDO DEL ACUERDO DE CREACION O MODIFICACION
DE UN SISTEMA DE DATOS PERSONALES

ARTICULO 70. El acuerdo de creacién o modificacion de sistemas de datos personales debera contener cuando
menos, lo siguiente:

I La identificacion del sistema de datos personales, en la cual deberd indicarse su denomi-
nacion, la finalidad o finalidades de los sistemas de datos personales; la normativa aplicable;
asi como los usos y transferencias previstos;

. La estructura basica del sistema de datos personales y la descripcidn de los tipos de datos
incluidos y, en su caso, de los datos sensibles, los cuales deberan ser especialmente pro-
tegidos, asi como las restantes categorias de datos de caracter personal, incluidas en el
mismo y el modo de tratamiento utilizado en su organizacion;

lll.  Las instancias responsables del tratamiento del sistema de datos personales: titular del
sujeto obligado, usuarios y encargados, si los hubiera;

IV.  Las areas ante las que podran ejercerse los derechos de acceso, rectificacion, cancelacion
y oposicién, para lo cual debera proporcionarse en todo caso, domicilio oficial y direccidn
electrdnica del drea ante la cual podran presentar las solicitudes respectivas;

V. El procedimiento a través del cual podran ejercerse los derechos de acceso, rectificacion,
cancelacion y oposicion, y

VI.  El nivel de seguridad y los mecanismos de proteccion exigibles.

SUPRESION DE LOS SISTEMAS DE DATOS PERSONALES

ARTICULO 71. La supresion de un sistema de datos personales implica la eliminacién o borrado del sistema
considerando las medidas previamente establecidas para el soporte documental. En ese sentido, el responsable
determinara la supresién del sistema de datos personales cuando éste haya cumplido con su finalidad y/o ciclo de
vida, o bien que el sujeto obligado deje de tener a su cargo la atribucion para realizar el tratamiento de los datos
personales relacionada con la finalidad del sistema; lo anterior siempre y cuando no exista una prevision expresa
en una ley que exija su conservacion.
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Toda supresién de sistemas de datos personales sdlo podra efectuarse mediante la publicacion de un aviso en la Gaceta
Oficial de la Ciudad de México, en el cual se indique la liga electrénica donde se podra consultar el acuerdo de supresion
respectivo, en términos de lo establecido en el articulo 37 fraccidn | de la Ley de Datos, considerando que, dicha publicacién
debera dictarse con al menos, treinta dias habiles previos a que se lleve a cabo la supresion del sistema por parte del
sujeto obligado.

El responsable debera notificar al Instituto respecto a la supresion del sistema de datos personales, dentro de los diez dias
habiles siguientes a la publicacién del aviso en la Gaceta Oficial de la Ciudad de México, y conforme a lo establecido en
el articulo 37 fraccion | de la Ley de Datos, asi como realizar el borrado del sistema en el Registro Electronico de Sistemas
de Datos Personales una vez cumplidos los treinta dias habiles.

CONTENIDO DEL ACUERDO DE SUPRESION SISTEMAS DE DATOS PERSONALES
ARTICULO 72. En caso de que el titular del sujeto obligado o el responsable del sistema de datos personales
determine la supresion del mismo debera elaborar el acuerdo respectivo, considerando el ciclo vital, la finalidad, y
el destino de los datos protegidos por el sistema.
El acuerdo de supresidn debera contener cuando menos, lo siguiente:
I La identificacion del sistema de datos personales del que se trate, debiendo indicar su
denominacion;
. Las disposiciones que se dicten para la supresion de los sistemas de datos personales;
. El'motivo por el cual derivé la supresion del sistema de datos personales, y

IV.  Eldestino que tendran los datos personales protegidos por el sistema de datos personales,
0 en su caso, las previsiones adoptadas para su destruccion.

REGISTRO DE LOS SISTEMAS DE DATOS PERSONALES

ARTICULO 73. Los responsables de los sistemas de datos personales de los sujetos obligados deberan realizar
la inscripcion, modificacidn o en su caso el borrado del sistema del que se trate, en el Registro Electronico de
Sistemas de Datos Personales habilitado por el Instituto.

Para llevar a cabo la inscripcién o modificacion del sistema, en el Registro Electrénico de Sistemas de Datos Per-
sonales, se deberan realizar dichas acciones en un plazo no mayor a los diez dias habiles siguientes a la publicacién
del aviso de creacion o modificacion en la Gaceta Oficial de la Ciudad de México.

Por lo que respecta al borrado del sistema en el Registro Electrénico de Sistemas de Datos Personales, esta debera
efectuarse una vez cumplidos los treinta dias habiles sefialados en el articulo 71 de los presentes Lineamientos.

CONTENIDO DEL REGISTRO

ARTICULO 74. El registro de cada sistema contendré los siguientes campos:

I Nombre del Sistema y, en su caso, fecha de publicacion en la Gaceta Oficial de la Ciudad
de México;

. Nombre y cargo del titular del sujeto obligado como responsable del tratamiento y los
usuarios;

lll.  Finalidad o finalidades del tratamiento, incluyendo la normativa aplicable;

IV.  Naturaleza de los datos personales contenidos en cada sistema;

V. Formas de recabacion, pertinencia, proporcionalidad y calidad de los datos;

VI.  Las posibles transferencias;

VII.  Modo de interrelacionar la informacion registrada;

VIII.  Ciclo de vida de los datos personales y tiempos de conservacion, y

IX.  Medidas de seguridad.

El Instituto, por medio del Registro Electronico de Sistemas de Datos Personales otorgara al responsable un folio de
identificacion por cada sistema de datos personales inscrito.

ﬁ i nl INSTITUTO DE TRANSPARENCIA, ACCESO A LA INFORMACION PUBLICA, PROTECCION

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO

29



30

COMPENDIO DE LINEAMIENTOS EN MATERIA DE PROTECCION DE DATOS PERSONALES DE LA CIUDAD DE MEXICO

TITULO

TERCERO

DERECHOS DE LOS
TITULARES Y SU EJERCICIO

CAPITULO UNICO

DEL EJERCICIO DE LOS DERECHOS DE ACCESO,
RECTIFICACION, CANCELACION Y OPOSICION

PERSONAS FACULTADAS PARA EL EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 75. Los derechos ARCO se podrén ejercer por el titular o, en su caso, su representante, el cual debera
acreditar su identidad mediante documento oficial y, en su caso, la identidad y personalidad de este Ultimo al
presentar su solicitud o, de manera previa, al momento de hacer efectivo su derecho ante el responsable, conforme
a lo dispuesto en los presentes Lineamientos.

EJERCICIO DE LOS DERECHOS ARCO DE MENORES DE EDAD
Y PERSONAS EN ESTADO DE INTERDICCION O INCAPACIDAD

ARTICULO 76. En términos del articulo 47 parrafo tercero de la Ley de Datos, en el ejercicio de los derechos
ARCO de menores de edad o de personas fisicas que se encuentren en estado de interdiccion o incapacidad
declarada por ley o por la autoridad judicial, se estara a las reglas de representacion dispuestas en el Cddigo Civil
para el Distrito Federal y demds disposiciones que resulten aplicables en la materia, asi como a los presentes
Lineamientos.

Ademés de lo dispuesto en el parrafo anterior del presente numeral, tratandose de menores de edad se debera privilegiar
el interés superior del menor conforme a la legislacion que resulte aplicable en la materia.
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EJERCICIO DE LOS DERECHOS ARCO DE PERSONAS FALLECIDAS,
INCAPACES E INTERDICTOS

ARTICULO 77. De conformidad con el articulo 47 dltimo panafo de la Ley de Datos, tratandose de datos perso-
nales concernientes a personas fallecidas, la persona que acredite tener un interés juridico o legitimo, el heredero
o el albacea de la persona fallecida, de conformidad con las leyes aplicables, o bien exista un mandato judicial para
dicho efecto, podra ejercer los derechos ARCO.

Para los efectos de la Ley de Datos y los presentes Lineamientos, se entendera por interés juridico aquel que tiene
una persona fisica que, con motivo del fallecimiento del titular, pretende ejercer los derechos ARCO de este, para
el conocimiento de derechos sucesorios, en consideracion de la relacion de parentesco por consanguinidad o
afinidad que haya tenido con el titular, el cual se acreditara en términos de las disposiciones legales aplicables.
Pueden alegar interés juridico, de manera enunciativa mas no limitativa, el albacea, los herederos, los legatarios y
los familiares en linea recta sin limitacion de grado y en linea colateral hasta el cuarto grado, lo que se acreditara
con copia simple del documento delegatorio, pasado ante la fe de notario publico o suscrito ante dos testigos.
En el supuesto de que el titular sea un menor de edad, el interés juridico se acreditara con la copia del acta de
defuncidn del menor, el acta de nacimiento o identificacion del menor, asi como la identificacion de quien ejercia
la patria potestad y/o tutela.

En el supuesto de que el titular sea una persona en estado de interdiccion o incapacidad declarada por ley o por
la autoridad judicial, el interés juridico se acreditara con la copia de su acta de defuncion, su identificacion oficial
vigente y de quien ejercia la tutela, asi como el instrumento legal de designacion del tutor.

MEDIOS PARA LA ACREDITACION DE LA IDENTIDAD DEL TITULAR

ARTICULO 78. El titular podré acreditar su identidad a través de los siguientes medios siempre y cuando se
encuentren vigentes:
I Identificacion oficial;
. Instrumentos electrénicos o mecanismos de autenticacion permitidos por otras disposiciones
legales o reglamentariasquepermitansuidentificacionfehacientemente, o
ll.  Aquellos mecanismos establecidos por el responsable de manera previa, siempre y cuando
permitan de forma inequivoca la acreditacion de la identidad del titular.

Para efectos de los presentes capitulos, la identidad de los menores de edad se podra acreditar mediante su acta
de nacimiento, clave Unica de registro de poblacion, credenciales expedidas por instituciones educativas o institu-
ciones de seguridad social, pasaporte, o cualquier otro documento oficial expedidas para tal fin.

La identidad de personas en estado de interdiccidn o incapacidad declarada por ley o por autoridad judicial,
se podra acreditar mediante su acta de nacimiento, clave Unica de registro de poblacion, pasaporte o cualquier otro
documento o identificacion oficial vigente expedida para tal fin.

MEDIOS PARA LA ACREDITACION DE LA IDENTIDAD
Y PERSONALIDAD DEL REPRESENTANTE

ARTICULO 79. Cuando el titular ejerza sus derechos ARCO a través de su representante, este deberd acreditar
la identidad del titular y su identidad y personalidad presentando ante el responsable lo siguiente:
. Copia simple de la identificacion oficial vigente;
. Identificacion oficial vigente del representante, y
lll.  Instrumento publico; carta poder simple firmada ante dos testigos, a la que debera anexarse
copia simple de las identificaciones oficiales de quienes intervengan, en la suscripcién del
mismo, o declaracién en comparecencia personal del titular.
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ACREDITACION DE MENORES DE EDAD CUANDO
SUS PADRES EJERCEN LA PATRIA POTESTAD

ARTICULO 80. Cuando el titular sea un menor de edad y sus padres sean los que ejerzan la patria potestad y
los que pretendan ejercer los derechos ARCO de este, ademds de acreditar la identidad del menor, se debera
acreditar la identidad y representacion de los padres mediante los siguientes documentos:

I. Acta de nacimiento del menor de edad, y

. Documento de identificacion oficial vigente del padre o de la madre que pretenda ejercer
el derecho.

ACREDITACION DE MENORES DE EDAD CUANDO UNA
PERSONA DISTINTA A SUS PADRES EJERCE LA PATRIA POTESTAD

ARTICULO 81. Cuando el titular sea un menor de edad y su patria potestad la ejerce una persona distinta a los
padres y esta sea quien presente la solicitud para el ejercicio de los derechos ARCO, ademas de acreditar la identidad
del menor se deberd acreditar la identidad y representacion de la persona mediante los siguientes documentos:

I Acta de nacimiento del menor de edad;

Il.  Documento legal que acredite la posesion de la patria potestad, y

. Documento de identificacion oficial vigente de quien ejerce la patria potestad.

ACREDITACION DE MENORES DE EDAD CUANDO SON REPRESENTADOS POR UN TUTOR

ARTICULO 82. Cuando el titular sea un menor de edad y la solicitud para el ejercicio de los derechos ARCO a
presente su tutor, ademas de acreditar la identidad del menor, el tutor deberd acreditar su identidad y representacion
mediante los siguientes documentos;

I Acta de nacimiento del menor de edad;

. Documento legal que acredite la tutela, y

. Documento de identificacion oficial vigente del tutor.

ACREDITACION DE PERSONAS EN ESTADO DE INTERDICCION
O INCAPACIDAD DECLARADA POR LEY O POR AUTORIDAD JUDICIAL

ARTICULO 83. Cuando el titular sea una persona en estado de interdiccién o incapacidad declarada por Ley o
por la autoridad judicial, ademas de acreditar la identidad de la persona, su representante deberé acreditar su
identidad y representacion mediante los siguientes documentos:

I Instrumento legal de designacion del tutor, y

. Documento de identificacion oficial vigente del tutor.

ACREDITACION DE LAS PERSONAS VINCULADAS A FALLECIDOS

ARTICULO 84. En términos del articulo 47 tltimo pérrafo de la Ley de Datos y su correlativo en los presentes
Lineamientos, la persona que acredite tener un interés juridico debera presentar ante el responsable los siguientes
documentos:
. Acta de defuncion del titular;
. Documentos que acrediten el interés juridico de quien pretende ejercer el derecho, y
. Documento de identificacion oficial vigente de quien solicita el ejercicio de los derechos
ARCO.
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SOLICITUD PARA EL EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 85. En la solicitud para el gjercicio de los derechos ARCO, el responsable no podra imponer o solicitar
mayores requerimientos informativos a los previstos en el articulo SO de la Ley de Datos y, en atencién al caso
concreto, deberd ir acompafiada de copia simple de los documentos previstos en los presentes Lineamientos.
Ademas de lo sefialado en el parrafo anterior, el responsable debera observar lo siguiente:

I Cuando se trate de una solicitud para el ejercicio de acceso a datos personales, el titular
podra acompafiar a esta, en su caso, el medio magnético, electronico o el mecanismo a
través del cual requiere la reproduccion de estos, el cual también podra entregarse una vez
que el titular sea notificado sobre la procedencia del ejercicio del derecho solicitado, de
conformidad con lo previsto en el articulo SO, parrafo segundo de la Ley de Datos;

. Cuando el titular no pueda cubrir los costos de reproduccién y/o envio de sus datos perso-
nales en virtud de su situacion socioeconémica, debera manifestar tal circunstancia en su
solicitud a efecto de que la Unidad de Transparencia del responsable determine lo conducente
conforme a lo previsto en el articulo 48 parrafo cuarto de la Ley de Datos;

Il Tratandose de solicitudes de rectificacion de datos personales, el titular, ademas de indicar
lo sefialado en el articulo SO de la Ley de Datos, podra aportar la documentacion que
sustente la modificacién solicitada, y

IV.  Enlas solicitudes para el ejercicio de los derechos ARCO, el titular podra aportar las pruebas
que estime pertinentes para acreditar la procedencia de su solicitud, las cuales deberan
acompanarse a la misma desde el momento de su presentacion.

En caso de que el titular o, en su caso, su representante acuda personalmente a las instalaciones del responsable a
presentar una solicitud para el ejercicio de los derechos ARCO, sus personas servidoras publicas deberan orientarlos sobre
la localizacién de la Unidad de Transparencia.

ASISTENCIA DE LA UNIDAD DE TRANSPARENCIA

ARTICULO 86. La Unidad de Transparencia del responsable deberé auxiliar y orientar al titular en la elaboracién
de las solicitudes para el ejercicio de sus derechos ARCO, en todo momento, y en especial en aquellos casos en
que el titular no sepa leer ni escribir, asi como informar sobre la obligacién del titular de acreditar su identidad y, en
su caso, la identidad y personalidad de su representante.

Para el caso de las personas con discapacidad, la Unidad de Transparencia del responsable garantizara la atencién de cada
uno de los titulares, de acuerdo con su situacion particular, y facilitar en todo momento la informacion que estos requieren
para el ejercicio de sus derechos ARCO.

ORIENTACION A LOS TITULARES
EN MATERIA DE PROTECCION DE DATOS PERSONALES

ARTICULO 87. Adicionalmente a lo establecido por el articulo 76, fraccidn | de la Ley de Datos, el responsable
por medio de la Unidad de Transparencia debera contar con medios de comunicacién funcionales y eficientes para
ofientar a los titulares en materia de proteccion de datos y en su caso atender dudas y quejas, los cuales deberan
ser de facil acceso y con la mayor cobertura posible; considerando el perfil de los titulares y la forma en que se
mantiene contacto o comunicacion directa o cotidiana con ellos, asi como estar, en todo momento, habilitado.
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MEDIDAS ESPECIALES PARA PERSONAS CON CAPACIDADES
DIFERENTES Y HABLANTES DE LENGUA INDIGENA

ARTICULO 88. El responsable garantizaré que las personas con algtin tipo de discapacidad o hablantes de lengua
indigena, puedan ejercer, en igualdad de circunstancias, sus derechos ARCO, para lo cual deberd promover acuerdos
con instituciones publicas especializadas que pudieran auxiliarle en la recepcion y entrega de las respuestas a
solicitudes para el ejercicio de los derechos ARCO vy las resoluciones a los recursos de revision que se presenten
en lengua indigena, braille o cualquier formato que se requiera en funcion de las diferentes capacidades del titular,
en forma mas eficiente.
Sin perjuicio de lo anterior, el responsable podra adoptar las siguientes medidas:
I Contar con equipos de computo con tecnologfa adaptada, escritura braille y lectores de
texto;
. Reservar lugares de estacionamiento para personas con discapacidad;
lll.  Contar con intérpretes oficiales de lenguas indigenas;
IV.  Facilitar la utilizacién del lenguaje de sefias o cualquier otro medio o modo de
comunicacion;
V. Brindar las facilidades para el acceso de perros guias o animales de apoyo;
VI.  Apoyar en la lectura de documentos;
VII.  Contar con rampas para personas con discapacidad, o
VIII.  Cualquier otra medida fisica o tecnoldgica que ayude a las personas con discapacidad y/o
hablantes de lengua indigena a ejercer de manera eficiente sus derechos ARCO.

En ningtin caso, las personas referidas en el presente articulo seran objeto de discriminacion en el ejercicio de sus derechos.

ACUSE DE RECIBIDO

ARTICULO 89. El responsable deberé dar tramite a toda solicitud para el ejercicio de los derechos ARCO y
entregar el acuse de recibido que corresponda.

El responsable debera registrar las solicitudes para el ejercicio de los derechos ARCO que se presenten mediante escrito
libre en el sistema electrénico habilitado para tal efecto por el Instituto, conforme a la normativa que resulte aplicable.
En caso de que la solicitud para el ejercicio de los derechos ARCO en escrito libre se presente directamente ante una
unidad administrativa distinta a la Unidad de Transparencia, la unidad administrativa debera remitir la solicitud a la Unidad
de Transparencia a mas tardar al dia siguiente de su presentacion.

Para tal efecto, la solicitud para el ejercicio de los derechos ARCO se entendera por recibida en la fecha en que fue
presentada en la unidad administrativa del responsable, lo anterior, de conformidad con lo previsto y para los efectos
del articulo 49 de la Ley de Datos.

PREVENCION AL TITULAR

ARTICULO 90. En el caso de que la informacién proporcionada por el titular en su solicitud para el ejercicio de
los derechos ARCO sea insuficiente para atenderla por no satisfacer alguno de los requisitos previstos en el articulo
50 de la Ley de Datos, o bien, no se acompaiie copia simple de los documentos a que se refieren los presentes
Lineamientos y el Responsable no cuente con elementos para subsanarla, debera prevenir al titular, por una sola
vez y dentro de los cinco dias habiles contados a partir del dfa siguiente al que recibi¢ la solicitud, para que aporte
los elementos o documentos necesarios para dar tramite a la misma.

El titular contara con un plazo de diez dias habiles para atender la prevencion, contados a pattir del dia siguiente
al de la notificacion.

La prevencion tendra el efecto de interrumpir el plazo que tiene el responsable para dar respuesta a la solicitud
para el ejercicio de los derechos ARCO, por lo que el cdmputo de dicho plazo se reanudara al dia siguiente del
desahogo de la prevencion por parte del titular.
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Transcurrido el plazo sin que el titular haya desahogado la prevencion, se tendra por no presentada la solicitud para
el ejercicio de los derechos ARCO.

TURNO DE LAS SOLICITUDES PARA EL EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 91. La Unidad de Transparencia del responsable debera tumar las solicitudes para el ejercicio de los
derechos ARCO admitidas, de conformidad con la Ley de Datos y los presentes Lineamientos, a la o las unidades
administrativas que conforme a sus atribuciones, facultades, competencias o funciones puedan o deban poseer
los datos personales sobre los que versen las solicitudes, en atencidn a la normativa que les resulte aplicables.

REPRODUCCION Y CERTIFICACION DE DATOS PERSONALES

ARTICULO 92. La informacién ser4 entregada sin costo, cuando implique la entrega de hasta sesenta hojas
simples. La certificacién de documentos y su costo, se regira por lo dispuesto en los articulos 48 de la Ley de Datos
y demas legislacion al efecto aplicable.

RESPUESTA DEL RESPONSABLE Y PLAZO PARA EMITIRLA

ARTICULO 93. En la respuesta a una solicitud para el ejercicio de los derechos ARCO, el responsable deber
sefialar:

I. Los costos de reproduccidn, certificacion y/o envié de los datos personales o de las cons-
tancias que acrediten el ejercicio efectivo de los derechos ARCO que, en su caso,
correspondan;

. El plazo que tiene el titular para realizar el pago correspondiente, el cual no podra ser menor
de tres dias habiles contados a partir del dia siguiente de que se notifique la respuesta a
que se hace referencia en el presente articulo; ademas de sefialar que una vez que el titular
0, en su caso, su representante realice el pago deberd remitir copia del recibo correspon-
diente, con la identificacion del nimero de folio de la solicitud para el ejercicio de los derechos
ARCO que corresponda, a mas tardar al dia siguiente de realizarse el pago y a través del
medio que sefiald para oir y recibir notificaciones, o bien, presentar personalmente copia
ante la Unidad de Transparencia del responsable, y

lll.  Elderecho que le asiste al titular para interponer un recurso de revision ante el Instituto, en
caso de inconformidad por la respuesta recibida.

La respuesta adoptada por el responsable podra ser notificada al titular en su Unidad de Transparencia o en las oficinas
que tenga habilitadas para tal efecto, previa acreditacion de su identidad y, en su caso, de la identidad y personalidad de
su representante de manera presencial, por la plataforma nacional o por correo certificado en caso que se hubiere pre-
sentado presencialmente en las oficinas del sujeto obligado y exista constancia de la acreditacion de la titularidad de los
datos, no procedera la notificacion a través de representante para estos Ultimos medios.

PLAZO PARA HACER EFECTIVO LOS DERECHOS ARCO

ARTICULO 94. En caso de resultar procedente el ejercicio de los derechos ARCO, el responsable debera hacerlo
efectivo en un plazo no mayor a diez dias habiles contados a partir del dia siguiente en que se hubiere notificado
la respuesta del titular.

Previo a hacer efectivo el ejercicio de los derechos ARCO, el responsable deberd acreditar la identidad del titular y, en su
caso, la identidad y personalidad con la que actuie su representante de conformidad con lo dispuesto el articulo 47 de la
Ley de Datos y los presentes Lineamientos, asi como verificar la realizacion del pago de los costos de reproduccion, envio
o certificacion que, en su caso, se hubiere establecido.
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La acreditacion de la identidad del titular y, en su caso, la identidad y personalidad del representante a que se refiere el
parrafo anterior, se deberd llevar a cabo mediante la presentacion de los documentos originales que correspondan, siempre
y cuando el titular o su representante se presenten en la Unidad de Transparencia del responsable para levantar una
constancia de tal situacion, la respuesta a su solicitud para el ejercicio de los derechos ARCO podira ser notificada a través
de los medios electrénicos que determine el titular.

ACCESO A DATOS PERSONALES

ARTICULO 95. La obligacién de acceso de los datos personales se daré por cumplida cuando el responsable
ponga a disposicidn del titular, previa acreditacion de su identidad y, en su caso, la identidad y personalidad de su
representante, los datos personales a través de consulta directa, en el sitio donde se encuentren, o mediante la
expedicion de copias simples, copia certificadas, medios magnéticos, dpticos, sonoros, visuales u holografico, o
cualquier otra tecnologia que determine el titular, dentro del plazo de quince dias habiles a que se refiere el articulo
49 de la Ley de Datos y de conformidad con lo dispuesto en dicho ordenamiento y los presentes Lineamientos.

RECTIFICACION DE DATOS PERSONALES

ARTICULO 96. La obligacion de rectificar los datos personales se dard por cumplida cuando el responsable
notifique al titular, previa acreditacion de su identidad y, en su caso, la identidad y personalidad de su representante,
una constancia que acredite la rectificacion solicitada, dentro del plazo de quince dias habiles a que se refiere el
articulo 49 de la Ley de Datos y de conformidad con lo dispuesto en dicho ordenamiento y los presentes
Lineamientos.

Enla constancia a que se refiere el parrafo anterior del presente articulo, el responsable debera sefialar, al menos, el nombre
completo del titular, los datos personales rectificados, asi como la fecha a partir de la cual fueron rectificados los datos
personales en sus registros, archivos, sistemas de informacion, expedientes, bases de datos o documentos en su
posesion.

CANCELACION DE DATOS PERSONALES

ARTICULO 97. La obligacion de cancelar los datos personales se dara por cumplida cuando el responsable
notifique al titular, previa acreditacion de su identidad y, en su caso la identidad y personalidad de su representante,
una constancia que sefiale:

I Los documentos, bases de datos personales, archivos, regis- tros, expedientes, y/o sistemas
de tratamiento donde se en- cuentren los datos personales objeto de cancelacion;

. El periodo de bloqueo de los datos personales, en su caso;

Il Las medidas de seguridad de caracter administrativo, fisico, y técnico implementadas durante
el periodo de bloqueo, en su caso, y

IV.  Las politicas, métodos y técnicas utilizadas para la su- presion definitiva de los datos per-
sonales, de tal manera que la probabilidad de recuperarlos o reutilizarlos sea minima.

El responsable debera notificar al titular la constancia a que se refiere el parrafo anterior de los presentes Linea-
mientos dentro del plazo de quince dias habiles establecido en el articulo 49 de la Ley de Datos y de conformidad
con lo dispuesto en dicho ordenamiento y los presentes Lineamientos.

OPOSICION DE DATOS PERSONALES

ARTICULO 98. La obligacion de cesar el tratamiento de los datos personales se dara por cumplida cuando el
responsable notifique al titular, previa acreditacion de su identidad y, en su caso, la identidad y personalidad de su
representante, una constancia que sefale dicha situacion dentro del plazo de quince dias habiles a que se refiere
el articulo 49 de la Ley de Datos y de conformidad con lo dispuesto en dicho ordenamiento y los presentes
Lineamientos.
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ENVIO DE DATOS PERSONALES O CONSTANCIAS POR CORREO CERTIFICADO

ARTICULO 99. Solo proceder el envio por correo certificado de los datos personales o de las constancias del
ejercicio efectivo de los derechos ARCO, cuando la solicitud sea presentada personalmente por el titular ante el
responsable, no medie representacion alguna del titular, y no se trate de menores de edad o de datos personales
de fallecidos.

ENVIO DE DATOS PERSONALES O CONSTANCIAS POR MEDIOS ELECTRONICOS

ARTICULO 100. Sélo proceders el envio por medios electrénicos de los datos personales o de las constancias
que acrediten el ejercicio efectivo de los derechos ARCO, cuando el titular hubiere acreditado fehacientemente su
identidad vy, en su caso, la identidad y personalidad de su representante mediante cualquier mecanismo de los
términos previstos en la Ley de Datos y los presentes Lineamientos.

La Unidad de Transparencia del responsable debera dejar constancia de la acreditacion del titular y, en su caso, de su
representante, a que se refiere el parrafo anterior.

DISPONIBILIDAD DE LOS DATOS PERSONALES O CONSTANCIAS
QUE ACREDITEN EL EJERCICIO EFECTIVO DE LOS DERECHOS

ARTICULO 101. La Unidad de Transparencia del responsable debera tener a disposicion del titular y, en su caso,
de su representante los datos personales en el medio de reproduccidn solicitado y/o las constancias que acrediten
el ejercicio efectivo de los derechos ARCO durante un plazo méximo de sesenta dias, contados a partir del dia
siguiente en que se hubiere notificado la respuesta de procedencia al titular.

Transcurrido el plazo a que se refiere el parrafo anterior, el responsable debera dar por concluida la atencion a la solicitud
para el ejercicio de los derechos ARCO y proceder a la destruccion del material en el que se reprodujeron los datos per-
sonales o de las constancias que acrediten el ejercicio efectivo de los derechos ARCO.

Lo anterior, sin perjuicio del derecho que le asiste al titular de presentar una nueva solicitud de derechos ARCO ante el
responsable.

CAUSALES DE IMPROCEDENCIA DE EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 102. Cuando el responsable niegue el ejercicio de los derechos ARCO por actualizarse alguno de los
requisitos o supuestos previstos en el articulo SO de la Ley de Datos, la respuesta debera constar en una resolucion
de su Comité de Transparencia que confirme la improcedencia del ejercicio de los derechos ARCO.

INCOMPETENCIA NOTORIA Y PARCIAL DEL RESPONSABLE

ARTICULO 103. Cuando la Unidad de Transparencia del responsable determine la notoria incompetencia de
este para atender la solicitud para el ejercicio de los derechos ARCO, debera comunicar tal situacion al titular dentro
del plazo de tres dias habiles a que se refiere el articulo S1, primer parrafo de la Ley de Datos, y en su caso, orientarlo
con el responsable competente, sin que sea necesario una resolucién del Comité de Transparencia que confirme
la notoria incompetencia.

Si el responsable es competente para atender parcialmente la solicitud para el ejercicio de los derechos ARCO debera
dar respuesta en el ambito de su respectiva competencia, dentro del plazo de quince dias habiles a que se refiere el articulo
49 de la Ley de Datos y de conformidad con dicho ordenamiento y los presentes Lineamientos.

INEXISTENCIA DE LOS DATOS PERSONALES

ARTICULO 104. La resolucién del Comité de Transparencia a que se refiere el articulo 51 segundo pérrafo de la
Ley de Datos debera contar con los elementos minimos que permitan al titular tener la certeza de que se utilizd
un criterio de busqueda exhaustivo; asi como sefialar las circunstancias de tiempo, modo y lugar que generaron la
inexistencia en cuestion y la unidad administrativa competente de contar con los mismos.
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RECONDUCCION DE LA SOLICITUD PARA EL EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 105. En términos de los previsto en el articulo 51 tiltimo pénafo de la Ley de Datos, en caso de que
el Responsable advierta que la solicitud para el ejercicio de los derechos ARCO corresponde a un derecho diferente
de los previstos en la Ley de Datos y los presentes Lineamientos, debera reconducir la via haciéndolo del conoci-
miento al titular dentro de los tres dias habiles siguientes a la presentacion de la solicitud, sin menoscabo de los
requisitos, y los plazos establecidos en la via correcta conforme a la normativa que resulte aplicable.

TRAMITES ESPECIFICOS

ARTICULO 1086. El responsable podré establecer los plazos y los procedimientos internos que considere conve-
nientes para recibir, gestionar y dar respuesta a las solicitudes para el ejercicio de los derechos ARCO, pero debera
observar en todo momento los requisitos, condiciones, plazos y términos previstos en la Ley de Datos y los presentes
Lineamientos.

NEGATIVA PARA LA TRAMITACION DE SOLICITUDES PARA EL EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 107. Cuando alguna unidad administrativa del responsable se negare a colaborar con la Unidad de
Transparencia en la atencién de las solicitudes para el ejercicio de los derechos ARCO, esta dara aviso al superior
jerdrquico para que le ordene realizar sin demora las acciones conducentes.

INCONFORMIDAD DEL TITULAR POR LA RESPUESTA RECIBIDA O FALTA DE ESTA

ARTICULO 108. En términos del articulo 53 de la Ley de Datos, el titular y, en su caso, su representante, podrén
presentar un recurso de revision ante el Instituto por la respuesta recibida o falta de respuesta del responsable, de
conformidad con lo establecido en la Ley de Datos y los presentes Lineamientos.

CUMPLIMIENTO DE LAS OBLIGACIONES PARA EL EJERCICIO DE LOS DERECHOS ARCO

ARTICULO 109. La carga de la prueba para acreditar el cumplimento de las obligaciones previstas en el presente
capitulo, recaerd, en todo momento, en el responsable.

OBJETO DE LA PORTABILIDAD DE LOS DATOS PERSONALES

ARTICULO T10. La portabilidad de datos personales tiene por objeto que el titular solicite:

Una copia de sus datos personales que hubiere facilitado directamente al responsable, en un formato estructurado
y comunmente utilizado, que le permita seguir utilizandolos y, en su caso, entregarlos a otro responsable para su
reutilizacién y aprovechamiento en un nuevo tratamiento, sin que lo impida el responsable al que el titular hubiere
facilitado los datos personales, y

La transmision de sus datos personales a un responsable receptor, siempre y cuando sea técnicamente posible, el titular
hubiere facilitado directamente sus datos personales al responsable transmisor y el tratamiento de éstos se base en su
consentimiento o en la suscripcion de un contrato.

Lo anterior, mediante los lineamientos y pardmetros para determinar los supuestos en los que se esta en presencia de
un formato estructurado y comuinmente utilizado, asi como las normas técnicas, modalidades y procedimientos para la
transferencia de datos personales que emita el Sistema Nacional.
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TITULO

CUARTO

RELACION DEL RESPONSABLE
Y ENCARGADO

CAPITULO UNICO

DEL ENCARGADO
OBLIGACION GENERAL DEL ENCARGADO

ARTICULO 111. En términos de lo previsto en los articulos 3, fraccion XV y 55 de la Ley de Datos, el encargado
es la persona fisica o juridica, publica o privada, ajena a la organizacion del responsable que sola o conjuntamente
con otras que tratara datos personales a nombre y por cuenta del responsable, sin modificar las finalidades o decidir
sobre el alcance y contenido del tratamiento, sus actuaciones estaran limitadas a los términos fijados por el
responsable.

El responsable y el encargado compartiran responsabilidad por las vulneraciones de seguridad ocurridas en el tratamiento
de datos personales que efecttie el encargado a nombre y por cuenta del responsable.

FORMALIZACION DE LA PRESTACION DE SERVICIOS DEL ENCARGADO

ARTICULO 112. Ademas de clausulas generales sefialadas en el articulo 56 de la Ley de Datos para la prestacién
de los servicios del encargado, el responsable debera prever en el contrato o instrumento juridico por el que se
formalice la prestacion de servicios del encargado, las siguientes obligaciones:

l. Permitir al Instituto o al responsable realizar verificaciones en el lugar o establecimiento
donde lleva a cabo el tratamiento de los datos personales;

Il.  Colaborar con el Instituto en las investigaciones previas y verificaciones que lleve a cabo en
términos de lo dispuesto en la Ley de Datos y los presentes Lineamientos, y proporcionar
la informacion y documentacion que se estime necesaria para tal efecto, y

. Generar, actualizar y conservar la documentacion necesaria que le permita acreditar el
cumplimiento de sus obligaciones.
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SUBCONTRATACION DE SERVICIOS QUE IMPLIQUEN
EL TRATAMIENTO DE DATOS PERSONALES

ARTICULO T113. De acuerdo con lo previsto en el articulo 57 de la Ley de Datos, en el contrato o cualquier ins-
trumento juridico que susctriba el encargado con el subcontratado se deberan prever, al menos, las cldusulas generales
y obligaciones a las que se refieren los articulos 58 de la Ley de Datos y 112 de los presentes Lineamientos.

PROVEEDORES DE SERVICIOS DE COMPUTO EN LA NUBE Y OTRAS MATERIAS

ARTICULO 114. Los proveedores de servicios de cémputo en la nube y otras materias a que se refieren los arti-
culos 3, fraccion VI, 57y S8 de la Ley de Datos, para efectos de dicho ordenamiento y los presentes Lineamientos
tendran el caracter de encargados.

En caso de que, en la contratacion de servicios de cdmputo en la nube y otras materias, el Responsable tenga la posibilidad
de convenir con el proveedor las condiciones y los términos de este tipo de servicios que impliquen un tratamiento de
los datos personales, en el contrato o instrumento juridico que suscriban se deberan prever, al menos, las clausulas ge-
nerales a que se refiere el articulo S8 de la Ley de Datos y los presentes Lineamientos, lo anterior, no exime al responsable
de observar lo previsto en los articulos 57 y S8 de la Ley de Datos y los presentes Lineamientos.

En caso de que el responsable se adhiera a los servicios de cdmputo en la nube y otras materias mediante condiciones
o clausulas generales de contratacion, deberd cumplir con lo dispuesto en los articulos sefialados en el parrafo anterior
del presente articulo.

INCUMPLIMIENTO DE LAS OBLIGACIONES DEL ENCARGADO

ARTICULO T15. En caso de que el encargado y subcontratado incumplan las obligaciones contraidas con el
responsable y decidan y determinen, por si mismos, los fines, medios y demas cuestiones relacionadas con el
tratamiento de los datos personales, asumiran el caracter del responsable de conformidad con la normativa que
les resulte aplicables en funcién de su naturaleza publica o privada.
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TITULO

QUINTO

TRANSFERENCIAS DE
DATOS PERSONALES

CAPITULO UNICO

DE LOS REQUERIMIENTOS PARA LA REALIZACION DE
TRANSFERENCIAS NACIONALES Y/0 INTERNACIONALES

CONDICIONES GENERALES DE LAS TRANSFERENCIAS DE DATOS PERSONALES

ARTICULO 116. Toda transferencia de datos personales sea nacional o interacional, se encuentra sujeta al
consentimiento de su titular, salvo las excepciones previstas en los articulos 16, fraccion Il y 59 de la Ley de Datos
y sin perjuicio de lo dispuesto en el articulo 60 del mismo ordenamiento, la cual debera ser informada al titular en
el aviso de privacidad, con el efecto de limitar el tratamiento de los datos personales transferidos a las finalidades
que la justifiquen.

El responsable transferente debera comunicar al destinatario o receptor de los datos personales el aviso de privacidad,
conforme al cual se obligd a tratar los datos personales frente al titular.

MEDIOS PARA SOLICITAR EL CONSENTIMIENTO EXPRESO DEL TITULAR
PARA LA TRANSFERENCIA DE SUS DATOS PERSONALES

ARTICULO 117. Cuando la transferencia de datos personales requiera del consentimiento expreso del titular, el
responsable podra establecer cualquier medio que le permita obtener esta modalidad del consentimiento de
manera previa a la transferencia de sus datos personales, siempre y cuando el medio habilitado sea de facil acceso
y con la mayor cobertura posible, en consideracion del perfil de los titulares y la forma en que mantienen contacto
cotidiano comun con el titular.

En todos los casos en lo que se traten datos personales sensibles se deberd obtener el consentimiento expreso y por
escrito del titular para su tratamiento, salvo en los casos de excepcidn previstos en el articulo 16 de la Ley de Datos.
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TRANSFERENCIAS NACIONALES DE DATOS PERSONALES

ARTICULO 118. Cuando la transferencia sea nacional, el receptor de los datos personales asumird el caracter de
responsable conforme a la legislacion que en esta materia le resulte aplicable a su naturaleza juridica, publica o
privada, y debera tratar los datos personales con apego a lo dispuesto en dicha legislacién y a lo convenido en el
aviso de privacidad que le serd comunicado por el responsable transferente.
En la suscripcion de clausulas contractuales, convenios de colaboracion o cualquier otro instrumento juridico que
se utilice para la formalizacion de la transferencia, este debera contener de manera enunciativa mas no limitativa,
lo siguiente:
I. Los datos del responsable transferente y del responsable receptor (nombre completo de la
persona servidora publica, cargo, drea de adscripcion, domicilio institucional, correo electrd-
nico, teléfono);

. Objeto del Convenio;

. Compromisos del responsable y del receptor;
IV. Las personas responsables de la operacién, seguimiento y administracion de la
informacidn;

V.  Medidas de Seguridad;

VI.  Vulnerabilidad de la informacion;

VII.  Informacién confidencial y/o acceso restringido a la informacion;
VIII.  Vigencia;

IX.  Terminacion de la relacion;

X.  Supresion de la informacion, y

XI.  Responsabilidad (aplicable a toda persona que use, sustraiga, divulgue, oculte, altere, mutile,
destruya o inutilice, total o parcialmente y de manera indebida los datos personales que se
encuentren bajo su custodia o a los cuales tengan acceso o conocimiento con motivo de
su empleo, cargo o comision).

TRANSFERENCIAS INTERNACIONALES DE DATOS PERSONALES

ARTICULO T19. El responsable sélo podra transferir datos fuera del territorio nacional, cuando el receptor o
destinatario se obligue a proteger los datos personales conforme a los principios, deberes y demas obligaciones
similares o equiparables a las previstas en la Ley de Datos y deméas normativa aplicable en la materia, asi como a
los términos previstos en el aviso de privacidad que le sera comunicado por el responsable transferente.

SOLICITUD DE OPINIONES SOBRE TRANSFERENCIAS
INTERNACIONALES DE DATOS PERSONALES

ARTICULO 120.Encasodeconsiderarlonecesario, elresponsablepodrasolicitar la opinién del Instituto respecto
aquellas transferencias internacionales de los datos personales que pretenda efectuar en cumplimiento de lo
dispuesto en la Ley de Datos y los presentes Lineamientos de acuerdo con lo siguiente:

. El responsable deberd presentar su solicitud directamente en el domicilio del Instituto, o
bien, a través de cualquier otro medio que se habilite para tal efecto;

Il.  La solicitud debera describir las generalidades y particularidades de la transferencia inter-
nacional de datos personales que se pretende efectuar, con especial énfasis en las finalidades
que motivan la transferencia; el o los destinatarios de los datos personales que, en su caso,
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VII.

VIl

se pretenda transferir; el fundamento legal que, en su caso, obligue al Responsable a transferir;
los datos personales que se pretendan transferir; las categorias de titulares involucrados; la
tecnologia o medios utilizados para, en su caso, efectuar la transferencia; las medidas de
seguridad aplicables; las cldusulas contractuales, convenios de colaboracién o cualquier otro
instrumento juridico que se suscriba con el destinatario o receptor, en caso de que resulte
exigible, asi como cualquier otra informacion relevante para el caso concreto;

La solicitud debera ir acompaiiada de aquellos docu- mentos que el responsable considere
conveniente hacer del conocimiento del Instituto;

Si el Instituto considera que no cuenta con la suficiente informacién para emitir su opinion
técnica, deberd requerir al responsable, por una sola ocasion y en un plazo que no podra
exceder de cinco dias habiles contados a partir del dia siguien- te de la presentacion de la
solicitud, la informacién adicional que considere pertinente;

El responsable contard con un plazo maximo de diez dias habiles, contados a partir del dia
siguiente de la recepcion del requerimiento de informacién adicional, para proporcionar
mayores elementos al Instituto con el apercibimiento de que en caso de no cumplir se
tendra por no presentada su consulta;

El requerimiento de informacidn adicional tendra el efecto de interrumpir el plazo que tiene
el Instituto para emitir su opinidn técnica, por lo que comenzara a computarse a partir del
dia siguiente de su desahogo;

El Instituto debera emitir la opinion técnica que co- rresponda en un plazo que no podra
exceder de quince dias, contados a partir del dia siguiente a la recepcion de la consuilta, el
cual no podrad ampliarse, y

Si el Instituto no emite su opinién técnica en el plazo sefialado en la fraccion anterior del
presente articulo, se enten- dera que su opinion no es favorable respecto a la transferencia
internacional de datos personales que se pretenda efectuar.

CUMPLIMIENTO DE LAS OBLIGACIONES EN MATERIA
DE TRANSFERENCIAS DE DATOS PERSONALES

ARTICULO 121. La carga de la prueba para acreditar el cumplimento de las obligaciones previstas en el presente
Capitulo, recaera, en todo momento, en el responsable.
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TITULO
SEXTO

ACCIONES PREVENTIVAS
EN MATERIA DE PROTECCION
DE DATOS PERSONALES

CAPITULO UNICO

DE LOS ESQUEMAS DE MEJORES PRACTICAS, EVALUACIONES
DE IMPACTO DE LA PROTECCION DE DATOS PERSONALES
Y OFICIAL DE PROTECCION DE DATOS PERSONALES

PARAMETROS DE LOS ESQUEMAS DE MEJORES PRACTICAS

ARTICULO 122. En los parametros de esquemas de mejores practicas a que se refiere el articulo 66 de la Ley
de Datos, el Instituto debera definir, de manera enunciativa mas no limitativa, los alcances, objetivos, caracteristicas
y conformacion del sistema de mejores practicas en materia de proteccién de datos personales, el cual incluira el
modelo de certificacion, asi como los requisitos minimos que deben satisfacer estos esquemas para su evaluacion,
validacion o reconocimiento del Instituto o inscripcion en el registro correspondiente.

EVALUACIONES DE IMPACTO EN LA PROTECCION DE DATOS PERSONALES

ARTICULO 123. Enlaelaboracién, presentacionyvaloraciondelasevaluaciones de impacto en la proteccion de
datos personales, asi como en la emision de las recomendaciones no vinculantes, el responsable y el Instituto,
seglin corresponda, debera observar lo dispuesto en las disposiciones que para tal efecto emita el Sistema
Nacional.

Para efectos de los presentes Lineamientos, el responsable estara en presencia de un tratamiento intensivo o re-
levante de datos personales en la presencia de los factores a que se refiere el articulo 68 de la Ley de Datos.
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DESIGNACION DEL OFICIAL DE PROTECCION DE DATOS PERSONALES

ARTICULO 124. Para aquellos responsables que en el ejercicio de sus funciones sustantivas lleven a cabo tra-
tamientos relevantes o intensivos de datos personales a que se refieren los articulos 67y, en su caso, 68 de la Ley
de Datos, podran designar a un oficial de proteccion de datos personales, el cual formara parte de la Unidad de
Transparencia.

La persona designada como oficial de proteccién de datos debera contar con la jerarquia o posicién dentro de la
organizacion del responsable que le permita implementar politicas transversales en esta materia.

El oficial de proteccion de datos personales deberd ser designado en atencién a sus conocimientos, cualidades
profesionales, experiencia en la materia, y, en su caso, a la o las certificaciones con que cuente en materia de
proteccién de datos personales.

FUNCIONES DEL OFICIAL DE PROTECCION DE DATOS PERSONALES

ARTICULO 125. El oficial de proteccién de datos personales tendré las siguientes atribuciones:

I Asesorar al Comité de Transparencia respecto a los temas que sean sometidos a su consideracion
en materia de proteccion de datos personales;

. Proponer al Comité de Transparencia politicas, programas, acciones y demas actividades que
correspondan para el cumplimiento de la Ley de Datos y los presentes Lineamientos;

lll.  Implementar politicas, programas, acciones y demas actividades que correspondan para el cum-
plimiento de la Ley de Datos y los presentes Lineamientos, previa autorizacion del Comité de
Transparencia;

IV.  Brindar asesoria permanentemente a las dreas adscritas al responsable en materia de proteccion
de datos personales, y
V. Las demas que determine el responsable y la normativa que resulte aplicable.
Lo anterior, sin perjuicio de lo sefialado en el articulo 76 parrafo segundo de la Ley de Datos.
Los sujetos obligados deberan respaldar al oficial de proteccion de datos personales en todas sus acciones y de-
cisiones en funcion de sus atribuciones, siempre y cuando no sean contrarias a la Ley de Datos y sean en funcién
de cumplir con los principios, deberes y obligaciones en materia de datos personales.

FUNCIONES DEL ENLACE
ARTICULO 126. La persona servidora pUblica designada como Enlace por el Titular del sujeto obligado tendré
entre sus obligaciones, las siguientes:

I. Coordinar a los responsables de sistemas de datos personales al interior del sujeto obligado
para el cumplimiento de la Ley de Datos, los Lineamientos y demds normativa aplicable;

Il.  Supervisar que los responsables mantengan actualizadalainscripcidndelossistemasbajosu-
responsabilidad en el registro electronico creado por el Instituto;

Il Coordinar las acciones de capacitacion del personal al interior del sujeto obligado en materia
de proteccion de datos personales, y

IV.  Remitir el informe anual a que hace referencia la fraccion Xl del articulo 23 de la Ley de
Datos.

V. Atender las verificaciones previstas en el articulo 112 de la Ley de Datos, mediante los canales
de comunicacion que el Instituto determine para ello.
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TITULO

SEPTIMO

MEDIOS DE IMPUGNACION

CAPITULO1

DE LAS DISPOSICIONES COMUNES A LOS RECURSOS DE REVISION
PRINCIPIOS RECTORES

ARTICULO 127. En la sustanciacién de los recursos de revision, el Instituto deberd dar cumplimiento a los requi-
sitos de fundamentacion y motivacion, asi como regirse por los siguientes principios:

I Legalidad: actuara al margen de lo que estrictamente le estd permitido por la Ley de Datos,
de tal manera que no realice conductas contrarias a sus atribuciones expresamente
conferidas;

Il.  Certeza juridica: dara a conocer a las partes, de manera previa, con claridad y seguridad, las

reglas, requisitos y procedimientos a que se encuentra sujeta su actuacion en la toma de
cualquier decision;

lll.  Independencia: emitira decisiones en estricto apego a la normativa que le resulta aplicable,
sin tener que acatar a someterse a indicaciones, instrucciones, sugerencias, intereses,
presiones o insinuaciones de terceros;

IV.  Imparcialidad: se abstendra de cualquier influencia de terceros y/o de las partes en las deci-
siones, procesos y procedimientos sometidos a su potestad, o bien, de juicios o valoraciones
subjetivas;

V. Eficacia: actuara conforme a una cultura de servicio orientada al logro de sus resultados, mediante
el uso responsable y claro de los recursos publicos y la obtencion del mayor resultado con
el esfuerzo realizado;

VI.  Objetividad: realizara sus funciones por las razones sefialadas en la legislacion que le resulte
aplicable y no por valoraciones subjetivas;

VIl. Profesionalismo: actuara de manera responsable y seria, de tal manera que el ejercicio de
sus funciones se cumpla con eficiencia, y
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VIIl. Transparencia: su actuacion, en el ejercicio de sus funciones publicas, se hara del conoci-
miento publico en atencidn a la interpretacion mas amplia y extensiva del derecho a la
proteccién de datos personales.

ACREDITACION DE LA IDENTIDAD Y PERSONALIDAD DEL REPRESENTANTE

ARTICULO 128. Cuando el titular interponga un recurso de revision, ante el Instituto, a través de su representante,
ambos deberan acreditar su identidad y la personalidad de este Ultimo conforme lo dispuesto en los articulos 84
y 85 de la Ley de Datos.

ACREDITACION DE MENORES DE EDAD CUANDO
SUS PADRES EJERCEN LA PATRIA POTESTAD

ARTICULO 129. Cuando el titular sea menor de edad y su padre o madre sean los que ejerzan la patria potestad
y los que presenten el recurso de revision, ademas de acreditar la identidad del menor, se debera acreditar la
identidad del padre o la madre que interpone el recurso mediante los siguientes documentos.

I Acta de nacimiento del menor de edad, y
. Documento de identificacién oficial vigente del padre o de la madre de quien interpone el
recurso de revision.

Para efectos del presente capitulo, la identidad de las y los menores de edad se podré acreditar mediante su acta
de nacimiento, clave Unica de registro de poblacién, credenciales expedidas por instituciones educativas o institu-
ciones de seguridad social, pasaporte, entre otros documentos utilizados para tal fin.

ACREDITACION DE MENORES DE EDAD CUANDO UNA PERSONA
DISTINTA A SUS PADRES EJERCE LA PATRIA POTESTAD

ARTICULO 130. Cuando el titular sea menor de edad y su patria potestad la ejerza una persona distinta al padre
o la madre y esta es quien presenta el recurso de revisidn, debera acreditar la identidad del menor y su identidad
y representacion mediante los siguientes documentos:

I. Acta de nacimiento del menor de edad;

Il. Documento legal que acredite el ejercicio de la patria potestad, y

Ill. Documento de identificacion oficial vigente de quien ejerce la patria potestad.

ACREDITACION DE MENORES DE EDAD CUANDO UN TUTOR EJERCE LA PATRIA POTESTAD

ARTICULO 131. Cuando el titular sea menor de edad y el recurso de revision, lo presente su tutor o tutora, este
deberd acreditar la identidad de la o el menor y su identidad y representacion mediante los siguientes
documentos:

I Acta de nacimiento del menor de edad;

. Documento legal que acredite el ejercicio de la tutela, y

. Documentodeidentificacidnoficialdelapersonatutora.
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ACREDITACION DE PERSONAS EN ESTADO DE INTERDICCION
O INCAPACIDAD DECLARADA POR LEY

ARTICULO 132. Cuando &l o la titular sea una persona en estado de interdiccién o incapacidad declarada por
Ley o por autoridad judicial, su tutor o tutora deberd acreditar la identidad del titular y su identidad y representacion
mediante los siguientes documentos:
I Documento de identificacion oficial vigente de la persona en estado de interdiccion o
incapacidad;
. Instrumento legal de designacién de la persona tutora, y

. Documento de identificacion oficial vigente de la persona tutora.

Para efectos del presente capitulo, la identidad de personas en estado de interdiccion o incapacidad declarada por
ley se podra acreditar mediante su acta de nacimiento, clave tnica de registro de poblacion, pasaporte o cualquier
otro documento o identificacion expedida para tal fin.

RECURSO DE REVISION DE PERSONAS VINCULADAS A FALLECIDOS

ARTICULO 133. En términos del articulo 86 de la Ley de Datos, la interposicion de un recurso de revision de
datos personales concemientes a una persona fallecida, podra realizarla la persona que acredite su identidad en los términos
previstos en los articulos 84 y 85 de la Ley de Datos y tener un interés legitimo o juridico a través del documento respectivo,
asi como el acta de defuncion de la persona fallecida.

Para efectos de la Ley de Datos y los presentes Lineamientos, se entendera que una persona fisica tiene interés legftimo
cuando, sin tener un derecho subjetivo se ve afectada en su esfera juridica por su situacion subjetiva y particular y por
razones de hecho o de derecho. Para lo cual, debera acreditar la existencia de una norma constitucional en lo que se
establezca o tutele algtin interés difuso o beneficio de una colectividad determinada; el acto reclamado transgreda ese
interés difuso ya sea de manera individual o colectiva, asi como la pertenencia a esa colectividad.

Se entendera por interés legitimo aquel interés personal, individual o colectivo, competente, actual, real y juridicamente
relevante, que puede traducirse en un beneficio a favor del peticionario derivado de una afectacion a su esfera
juridica en sentido amplio, que puede ser de indole econdmica, profesional, de salud, o de cualquier otra.

Para efectos de la Ley de Datos y los presentes Lineamientos, se entendera por interés juridico aquel que tiene una
persona fisica que, con motivo del fallecimiento del titular, pretende ejercer los derechos ARCO de este, para el recono-
cimiento de derechos sucesorios, en consideracion a la relacion de parentesco por consanguinidad o afinidad que haya
tenido con la persona titular, el cual se acreditara en términos de las disposiciones legales aplicables.

Pueden alegarlo, de manera enunciativa més no limitativa, las personas albaceas, herederas, legatarias, familiares
en linea recta sin limitacion de grado y en linea colateral hasta el cuarto grado, lo que se le acreditarad con copia
simple del documento delegatorio pasado ante la fe del notario publico o suscrito ante dos testigos.

En el supuesto de que la persona titular sea menor de edad, el interés juridico se acreditara con la copia del acta
de defuncidn, asi como la identificacion del menor y de quien ejercia la patria potestad y/o tutela.

En el supuesto de que la persona titular sea alguien en estado de interdiccién o incapacidad declarada por la Ley,
el interés juridico se acreditara con la copia del acta de defuncion, la identificacion de la persona fallecida y de
quien ejercia la tutela, asi como el instrumento legal de designacion del tutor.

La persona que demuestre tener un interés juridico o legitimo, el heredero o el albacea de la persona fallecida,
deberd acreditar su identidad y representacién mediante lo siguiente:

I Documento donde acredite tener un interés legitimo o juridico;
Il.  Acta de defuncion de la persona fallecida, y
. Documento de identificacion oficial vigente de la persona recurrente.
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MEDIOS DE PRESENTACION DEL RECURSO DE REVISION

ARTICULO 134. De acuerdo con lo dispuesto en el articulo 82 de la Ley de Datos, el Instituto deberd recibir los
recursos de revision a través de cualquiera de los siguientes medios:

I. Por escrito libre o en el formato aprobado por este presentado en su domicilio;

. Por medio de la Unidad de Transparencia del responsable cuya respuesta es objetivo del
recurso de revision.

Il Por correo electrdnico o la plataforma nacional, o bien, a través de cualquier otro sistema
electronico que para tal efecto se autorice;

IV.  Por correo certificado con acuse de recibo, o

V. Cualquier otro medio que determine.

Se presumird que la persona titular acepta que las notificaciones le sean efectuadas por el mismo conducto que
presentd su escrito, salvo que acredite haber sefialado uno distinto para recibir notificaciones.

El Instituto debera prever mecanismos accesibles para que las personas con discapacidad, asi como hablantes de
una lengua indigena puedan interponer recursos de revision de manera enunciativa mas no limitativa, contar con
lugares de estacionamiento para personas con discapacidad; la asistencia de intérpretes oficiales de lengua indigena;
las facilidades para el acceso de perros guia o animales de apoyo, o el apoyo en la lectura de documentos.

TIPOS DE PRUEBAS Y REGLAS PARA SU OFRECIMIENTO

ARTICULO 135. En la sustanciacion del recurso de revisién, la persona titular, el responsable y/o el tercero inte-
resado podran ofrecer las pruebas sefaladas en el articulo 98 de la Ley de Datos.

En el caso de ofrecer la prueba pericial, se debera sefalar el nombre completo, y especialidad en la ciencia o arte
del perito, asi como exhibir el interrogatorio que debera desahogar este, o bien, los puntos sobre los que versara el
peritaje.

Los peritos propuestos deberan acreditar que cuentan con titulo profesional, arte o industria, siempre y cuando la
profesion o el arte estuvieren legalmente reglamentados. En caso contrario o cuando la profesion o arte de que se
trate, pese a estar reglamentada, no contara con peritos en el lugar, se podrd nombrar a cualquier persona entendida
sin que sea necesario que cuente con un titulo.

El costo del perito estara a cargo de la parte que lo propone.

En el caso de ofrecer la prueba testimonial, se debera sefalar el nombre completo y el medio de notificacion de
los testigos para efectos de ser llamados a testificar, para lo cual debera precisar expresamente si se requiere que
el Instituto realice la citacidn correspondiente o, en su caso, el compromiso del oferente para presentar a los testigos
en la diligencia correspondiente.

El ofrecimiento de la documental publica y privada, de inspeccion, de imagenes fotograficas, paginas electrdnicas,
escritos y demas elementos aportados por la ciencia y tecnologfa, la presuncional legal, humana y todas aquellas
que no sean contrarias a derecho, no requerira de formalidades especiales.

Afalta de disposicion expresa en el ofrecimiento, admisién, desahogo y valoracidn de pruebas se aplicard de manera
supletoria las disposiciones previstas en el Cédigo de Procedimientos Civiles para el Distrito Federal.

ADMISION DE PRUEBAS

ARTICULO 136. Para determinar la admisién de la prueba testimonial y pericial, el Instituto deber observar lo
dispuesto en el numeral anterior de los presentes Lineamientos.

En el caso de la prueba pericial, el Instituto debera dar vista a la contraparte para que manifieste si acepta al perito
sefialado por la parte promovente, el Instituto debera sefalar dia y hora para que el perito acepte y proteste el cargo
y, en su caso, el dia para que el perito lleve a cabo el peritaje correspondiente, previo a la audiencia de desahogo
de pruebas.
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En caso de que la contraparte no acepte el perito ofrecido por la parte promoverte, el Instituto deberd nombrar un
tercer perito, dentro de los tres dias hdbiles siguientes contados a partir de conocer la negativa de la contraparte,
sefialando dia y hora para que el perito acepte y proteste el cargo y, en su caso, el dia para que el perito lleve a
cabo el peritaje correspondiente, previo a la audiencia de desahogo de pruebas cuyo costo correrd a cargo de las
partes.

Cuando ambas partes en el recurso de revision hubieren ofrecido la prueba pericial, el Instituto debera dar vista a
ambas partes para que, en un plazo maximo de tres dias, contados a partir del dia siguiente de la notificacion,
manifiesten la designacion de un unico perito. En este supuesto, el Instituto debera citar al perito lleve a cabo el
peritaje correspondiente, previo a la audiencia de desahogo de pruebas.

REGLAS PARA LA AUDIENCIA DE DESAHOGO DE PRUEBAS

ARTICULO 137. En la audiencia de desahogo de pruebas que, en su caso, se efectlie durante la sustanciacion
del recurso de revision, el Instituto debera observar lo siguiente:

I Con respecto a la prueba testimonial, se tendra la mas alta facultad para hacer a las y los
testigos y a las partes las preguntas que estime conducentes, asi como para cerciorarse de
la idoneidad de los mismos testigos. El interrogatorio se deberd realizar de manera verbal y
directamente por las partes o sus representantes al testigo. Las personas servidoras publicas
o quienes lo hayan sido, solo serdn llamadas a declarar cuando el Instituto lo juzgue indis-
pensable para la resolucién del recurso de revision, y

. Para el desahogo de la prueba pericial, se debera verificar que obre en constancias el dic-
tamen rendido por el perito.

El desahogo de la documental publica y privada; de inspeccidn; de imagenes fotogréficas, paginas electronicas, escritos
y demds documentos aportados por la ciencia y la tecnologia; la presuncion legal y humana y todas aquellas pruebas que
no sean contrarias a derecho no requerird de formalidades especiales por la propia naturaleza de las mismas.

VALORACION DE LAS PRUEBAS

ARTICULO 138. El Instituto gozara de la mas amplia libertad para hacer el andlisis de las pruebas rendidas durante
la sustanciacion del recurso de revision y debera determinar el valor de las mismas conforme a lo siguiente:

I. Los documentos publicos haran prueba plena de los derechos legalmente emitidos por la
autoridad. Si estos contienen declaraciones de verdad o manifestaciones de hechos parti-
culares, solo haran prueba plena respecto a que tales declaraciones o manifestaciones se
realizaron ante la autoridad, pero no prueban la verdad de lo declarado o manifestado;

. El documento privado se valorard como prueba respecto de los hechos mencionados en
él y relacionados con la parte que lo ofrece;

. El reconocimiento o inspeccién hara prueba plena cuando se refiera a puntos que no re-
quieren conocimientos técnicos especiales;

IV.  La prueba pericial quedard a la prudente apreciacion del Instituto, con independencia de
que la ciencia, arte o industria se encuentre o no reglamentada;

V. La prueba testimonial quedara al prudente arbitrio del Instituto;

VI.  Las fotografias, informacion generada o comunicada que conste en medios electrdnicos,
Opticos o en cualquier otra tecnologia y de otras cualesquiera aportadas por los descubri-
mientos de la ciencia quedara al prudente arbitrio del Instituto;

VIl. Las presunciones legales que no admitan prueba en contrario tendran pleno valor
probatorio;

VIIl. Las demas presunciones legales tendran el mismo valor, mientras no sean destruidas, y

IX.  Las presunciones restantes quedan al prudente arbitrio del Instituto.
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Tratandose de la fraccidn VI del presente articulo, las fotografias de personas, lugares, papeles, documentos y objetos
de cualquier especie deberan contener la certificacién correspondiente que acredite el lugar, tiempo y circunstancias
en que fueron tomadas y que corresponden a lo representado en ellas para que constituyan prueba plena. En
cualquier otro caso, su valor probatorio queda al prudente arbitrio del Instituto.

Respecto a la informacion generada o comunicada que conste en medios electrénicos, 6pticos o en cualquier otra
tecnologfa, se emitira primordialmente la fiabilidad del método en que haya sido generada, comunicada, recibida
o archivada y, en su caso, si es posible atribuir a las personas obligadas el contenido de la informacidn relativa y ser
accesible para ulterior consulta.

Cuando la Ley requiera que un documento sea conservado y presentado en su forma original, ese requisito quedara
satisfecho si se acredita que la informacién generada, comunicada, recibida o archivada por medios electrénicos,
dpticos o de cualquier otra tecnologia, se ha mantenido integra e inalterada a partir del momento en que se generd
por primera vez en su forma definitiva y esta pueda ser accesible para su ulterior consulta.

SOLICITUD DE INFORMES O DOCUMENTOS

ARTICULO 139. Durante la sustanciacién del recurso, el Instituto podré llevar a cabo diligencias para mejor
proveer, con el objeto de allegarse de mayores elementos de conviccion que le permitan valorar los puntos con-
trovertidos objeto del medio de impugnacién, como puede ser solicitud de informacién o documentos, siempre
preservando la confidencialidad respectiva sobre la informacion a la que tenga acceso.

En caso de que resulte necesario, el Instituto determinara la celebracion de audiencias con las partes o Unicamente
con el sujeto obligado durante la sustanciacion del recurso de revisién, mismas que pueden ser de oficio o,

a solicitud de parte.

CAPITULOII

DE LA SUSTANCIACION

DEL RECURSO DE REVISION
CAUSALES DE PROCEDENCIA

ARTICULO 140. La persona titular o su representante podran interponer un recurso de revisién cuando se ac-
tualice alguna de las causales previstas en el articulo 90 de la Ley de Datos.

ESCRITO DEL RECURSO DE REVISION

ARTICULO 141. Tratandose del articulo 92, fraccién Il de la Ley de Datos, en caso de que la persona titular no
sefale de manera expresa su domicilio o cualquier otro medio para oir y recibir notificaciones, se presumira que acepta
que las notificaciones le sean efectuadas por el mismo medio a través del cual presentd su recurso de revision o a través
de los estrados del Instituto.

En su escrito de recurso de revision, la persona titular podra exhibir copia de su solicitud para el ejercicio de los derechos
ARCO que presentd ante el responsable y los documentos anexos a la misma con su correspondiente acuse de revision,
asi como las pruebas y demés elementos que considere procedentes someter a consideracion de Instituto.

PRESENTACION DE RECURSO DE REVISION ANTE LA UNIDAD
DE TRANSPARENCIA DE RESPONSABLE

ARTICULO 142. Cuando la persona titular o su representante presenten el recurso de revisién ante la Unidad de
Transparencia del responsable que conocié de la solicitud para el ejercicio de los derechos ARCO, esta debera
remitir el recurso de revision al Instituto a mas tardar al dia siguiente de haberlo recibido.
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En caso de que el recurso de revision se presente mediante escrito fisico, la Unidad de Transparencia del responsable
deberd remitirlo a través de correo postal o mediante oficio.

RECEPCION Y TURNO DEL RECURSO DE REVISION

ARTICULO 143. Interpuesto un recurso de revision ante el Instituto, o bien, recibido por la Unidad de Transparencia
del responsable que conoci6 de la solicitud para el ejercicio de los derechos ARCO, la Comisionada Presidenta o
el Comisionado Presidente del Instituto debera turnarlo a la Comisionada o al Comisionado Ponente que corresponda
en estricto orden cronolégico y por orden alfabético conforme al primer apellido de las y los Comisionados, a mas
tardar al dia siguiente de su recepcion.

Para efectos del presente Capitulo, las funciones conferidas a la Comisionada o al Comisionado Ponente podran
ser realizadas por las personas servidoras publicas que cuenten con facultades conforme a la normativa que al
efecto emita el Pleno del Instituto y que resulte vigente al momento de la sustanciacion del recurso de revision.

MOMENTO DE ACREDITACION DE LA IDENTIDAD DEL TITULAR

ARTICULO 144. El Instituto deber4 acreditar la identidad de la persona titular y, en su caso, la identidad y perso-
nalidad de su representante al momento de interponer el recurso de revision, para lo cual la persona titular podra
enviar copia simple de su identificacidn oficial vigente a través de medios electrénicos.

ACUERDO DE ADMISION, PREVENCION O DESECHAMIENTO
ARTICULO 145. Recibido el recurso de revisién, las Comisionadas o los Comisionados Ponentes deberan:
I Integrar un expediente del recurso de revision;

. Emitir un acuerdo fundado y motivado que corresponda conforme a lo dispuesto en el
Capitulo |, Titulo Noveno de la Ley de Datos, y

lll.  Realizar estudio y andlisis del recurso de revision con las pruebas y demds elementos
manifestados y presentados por la persona titular.

La Comisionada o el Comisionado Ponente debera emitir el acuerdo a que se refiere la fraccion Il del presente articulo
en el plazo que se establece, contados a partir del dia siguiente de recibir el recurso de revision, el cual debera ser notificado
a la persona titular, Responsable y, en su caso, tercero interesado dentro de los tres dias habiles siguientes.

ACUERDO DE PREVENCION AL TITULAR
ARTICULO 146. El acuerdo de prevencion se emitira en aquellos casos en que el escrito de interposicion del
recurso de revision no cumpla con alguno de los requisitos previstos en el articulo 93 de la Ley de Datos y la Co-
misionada o el Comisionado Ponente no cuenta con elementos para subsanarlos.
En este caso, el acuerdo de prevencion debera requerir a la persona titular, por una sola ocasion, la informacion necesaria
para subsanar las omisiones de su escrito de recurso de revision con el apercibimiento de que, en caso de no cumplir
con el requerimiento, en un plazo maximo de cinco dias habiles contados a partir del dia siguiente al de la notificacion
del acuerdo, se desechara el recurso de revision de conformidad con el articulo 100 de la Ley de Datos.
ACUERDO DE ADMISION DEL RECURSO DE REVISION
ARTICULO 147. Ademas de lo previsto en el articulo 98, fraccién I, de la Ley de Datos, en el acuerdo de admisién
del recurso de revision, la Comisionada o el Comisionado Ponente debera promover la conciliacion entre la persona
titular y el responsable, asi como poner a disposicion de estos el expediente respectivo del recurso de revision para
que en un plazo maximo de siete dias habiles contados a partir de la notificacion de dicho acuerdo:

I Manifiesten por cualquier medio su voluntad de conciliar;

. Senalen lo que a su derecho convengan;

lll.  Ofrezcan las pruebas que consideren pertinentes en términos de los dispuesto en el articulo

98, fraccion lll, de la Ley y los presentes Lineamientos, y
IV.  Presenten alegatos.
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En caso de existir persona tercera interesada, debera acreditar su identidad y su cardcter como tal, alegar lo que a
su derecho convenga y aportar las pruebas que estime pertinentes en el plazo sefialado en el primer parrafo del
presente articulo.

La persona titular, Responsable y/o personas autorizadas podran consultar los expedientes de los recursos de revision
en horarios y durante todos los dias habiles del afio que determine el Instituto.

ETAPA DE CONCILIACION

ARTICULO 148. La Comisionada o el Comisionado Ponente debera promover, privilegiar y buscar la conciliacion
entre la persona titular y responsable. La etapa de conciliacion solo serd posible cuando la persona titular y el
responsable acuerden someterse a dicho procedimiento, la cual, de acuerdo con el articulo 94 de la Ley de Datos,
podra celebrarse por cualquiera de los siguientes medios:

I Presencialmente;

Il.  Por medios remotos o locales de comunicacién electronica, o

lll.  Cualquier otro medio que determine la Comisionada o el Comisionado Ponente.

En cualquiera de los medios sefalados en las fracciones anteriores del presente articulo, la Comisionada o bien el
Comisionado Ponente deberan dejar constancia de la existencia de la conciliacién para efectos de acreditacion.
En la etapa de conciliacién deberan observarse los principios de voluntariedad, confidencialidad, neutralidad, im-
parcialidad, equidad, flexibilidad y economia.

CONCILIACION EN RECURSOS DE REVISION DE MENORES DE EDAD

ARTICULO 149. De conformidad con el articulo 95, fraccion |, de la Ley de Datos y el articulo anterior, la conci-
liacién no sera procedente cuando la persona titular sea menor de edad y se hubiere vulnerado alguno de los
derechos contemplados en la Ley de los Derechos de Nifias, Nifios y Adolescentes de la Ciudad de México vinculados
en la Ley, salvo que la o el menor cuente con representacion legal debidamente acreditada.

AUDIENCIA DE CONCILIACION

ARTICULO 150. Aceptada la conciliacién por la persona titular y el responsable, en términos del articulo 95 de
la Ley de Datos, la Comisionada o el Comisionado Ponente debera emitir un acuerdo a través del cual sefale el
lugar o medio, dia y hora para la celebracion de la audiencia de conciliacién y solicitara a estos, los elementos de
conviccion que consideren pertinentes presentar durante el desarrollo de la audiencia, en un plazo maximo de
cinco dias, contados a partir del dia siguiente que tenga conocimiento de que la persona titular y el responsable
acepten someterse a la etapa de conciliacion.

La audiencia de conciliacion debera realizarse en un plazo maximo de diez dias habiles siguientes en que la Co-
misionada o el Comisionado Ponente recibieron la manifestacion de voluntad de la persona titular y responsable
para conciliar.

La audiencia de conciliacion podra llevarse a cabo con la persona representante del titular, siempre y cuando, la
persona titular haya manifestado su voluntad para tales efectos.

AUSENCIA DE ALGUNA DE LAS PARTES A LA AUDIENCIA
DE CONCILIACION CON JUSTIFICACION

ARTICULO 151. De acuerdo con el articulo 95, fraccién i, de la Ley de Datos, si la persona titular o el responsable
no acuden a la audiencia de conciliacion y justifican su ausencia dentro de los tres dias, contados a partir del dia
siguiente de la fecha sefialada para la celebracion de la audiencia de conciliacion, seran convocados por la Comi-
sionada o el Comisionado Ponente a una segunda audiencia en el plazo de cinco dias, contados a pattir del dia
siguiente de la recepcion de su justificacion.

En caso de que la titular o el responsable no acudan a esta segunda audiencia, y no lo justifique, la Comisionada
o el Comisionado Ponente debera continuar con la siguiente etapa de sustanciacion del procedimiento del recurso
de revisién conforme lo dispuesto en la Ley de Datos y los presentes Lineamientos.
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ACTA DE LA AUDIENCIA DE CONCILIACION
ARTICULO 152. De conformidad con lo sefialado en el articulo 95, fraccién II, de la Ley de Datos, de toda audiencia
de conciliacién deberd levantar el acta respectiva, el cual debera constar, al menos, lo siguiente:

I. El niimero de expediente del recurso de revision;

Il.  Ellugar, fechay hora de celebracion de la audiencia de conciliacion;

lll.  Los fundamentos legales para llevar a cabo la audiencia;
IV.  El nombre completo del titular o su representante, ambos debidamente acreditados;

V. La denominacién del responsable y la persona servidora publica que haya designado como
su representante, este ultimo debidamente acreditado;

VI.  El nombre o los nombres de las personas servidoras puiblicas del Instituto que asistieron a
la audiencia de conciliacién;

VII. Lamanifestaciéndelavoluntaddeltitularyresponsable de dirimir sus controversias mediante
la celebracion de un acuerdo de conciliacion;

VIII.  La narracion circunstanciada de los hechos ocurridos durante la audiencia de conciliacién;
IX.  Los acuerdos adoptados por las partes, en su caso;
X.  El plazo para el cumplimiento de los acuerdos, en su caso, y

XI. Elnombre y firma del conciliador, personas servidoras puiblicas designados por la Comisionada
o el Comisionado Ponente, titular o su representante, representante del responsable y de
todas aquellas personas que intervinieron en la audiencia de conciliacién.

En caso de que el titular o su representante o el representante del responsable no firmen el acta se hara constar
tal negativa, cuestion que no debera afectar la validez de la misma ni el caracter vinculante de los acuerdos adop-
tados, en su caso.

Cuando la audiencia de conciliacion se realice por medios remotos, el conciliador debera hacer del conocimiento
del titular y responsable que la misma sera grabada por el medio que a juicio del conciliador considere conveniente
para el unico efecto de acreditar la existencia de esta.

ACUERDO DE CONCILIACION

ARTICULO 153. En términos de los articulos 94 y 95, fraccién V, de la Ley de Datos, si el titular y el responsable
llegan a un acuerdo en la etapa de conciliacion, este deberd constar por escrito en el acta de la audiencia de
conciliacién y tendra efectos vinculantes.

CUMPLIMIENTO DEL ACUERDO DE CONCILIACION

ARTICULO 154. El responsable debera cumplir el acuerdo de conciliacién en el plazo establecido en el acta, el
cual se definird en funcién del derecho ARCO a ejercer y de la complejidad técnica, operativa o demas cuestiones
involucradas para hacer efectivo el derecho que se trate.

Para tal efecto, el responsable debera hacer del conocimiento de la Comisionada o el Comisionado Ponente el
cumplimiento del acuerdo a que se refiere el parrafo anterior del presente articulo a mas tardar al dia siguiente de
que concluya el plazo fijado para cumplir el acuerdo de conciliacion.

En caso de que el responsable no informe sobre el cumplimiento del acuerdo de conciliacion en el plazo establecido
en el parrafo anterior, se tendrad por incumplido y se reanudara la sustanciacion del recurso de revision.

EFECTO DEL CUMPLIMIENTO DEL ACUERDO DE CONCILIACION

ARTICULO 155. Cuando el responsable cumpla con el acuerdo de conciliacién, la Comisionada o el Comisionado
Ponente, debera emitir un acuerdo del cumplimiento, dentro de los tres dias habiles siguientes contados a partir
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del dia siguiente de la recepcion de la notificacion del responsable sobre el cumplimiento del acuerdo de
conciliacién.

El cumplimiento del acuerdo de conciliacidon dara por concluida la sustanciacién del recurso de revisién y la Comi-
sionada o el Comisionado Ponente debera someter a consideracion del pleno del Instituto el proyecto de resolucion
en la que se proponga el sobreseimiento del recurso de revision, en términos de lo dispuesto en el articulo 101,
fraccion IV, de la Ley de Datos. En caso contrario, la Comisionada o el Comisionado debera reanudar el
procedimiento.

ACUERDO DE ADMISION O DESECHAMIENTO DE PRUEBAS

ARTICULO 156. Si el titular o responsable no hubieren manifestado su voluntad para conciliar, o bien, en la
audiencia de conciliacion no llegan a un acuerdo, se debera dar por concluida la etapa de conciliacion y la Comi-
sionada o el Comisionado debera dictar un acuerdo de admisién o desechamiento de las pruebas que en su caso
hubieren ofrecido, el cual sefalara lugar y hora para el desahogo de aquellas pruebas que por su propia naturaleza
requieren ser desahogadas en audiencia, y, en su caso, citar a las personas sefaladas como testigos.

El acuerdo a que se refiere el parrafo anterior debera ser emitido en un plazo de tres dias habiles contados a partir
del dia siguiente de la conclusion de la etapa de conciliacion, o bien, del plazo que tiene el titular y el responsable
para manifestar su voluntad de conciliar.

Para la admision de las pruebas ofrecidas por el titular, responsable, y, su caso, tercero interesado, la Comisionada
o el Comisionado debera observar lo dispuesto en el numeral 136 de los presentes Lineamientos.

PRUEBAS SUPERVENIENTES
ARTICULO 157. Una vez emitido el acuerdo a que se refiere el articulo anterior de los presentes Lineamientos,
la Comisionada o el Comisionado solo admitira pruebas supervenientes.

AUDIENCIA DE DESAHOGO DE PRUEBAS

ARTICULO 158. En la audiencia de desahogo de pruebas a que se refiere el numeral 136 de los presentes Li-
neamientos y la valoracién de las mismas, la Comisionada o el Comisionado deberd observar lo dispuesto en el
numeral 137 de este ordenamiento.

AMPLIACION DEL PLAZO DE RECURSO DE REVISION

ARTICULO 159. Cuando la Comisionada o el Comisionado determine ampliar el plazo a que se refiere el articulo
96 de la Ley de Datos, debera emitir un acuerdo que funde y motive la causa de la ampliacion de dicho plazo
dentro de los treinta dias habiles que tiene el Instituto para resolver el recurso de revision, el cual deberd ser noti-
ficado al titular, Responsable y, en su caso, tercero interesado.

RESOLUCION DEL RECURSO DE REVISION

ARTICULO 160. El Instituto en sus resoluciones establecerd los plazos y términos para su cumplimiento y los
procedimientos para asegurar su ejecucion, los cuales no podran exceder de diez dias habiles para el acceso,
rectificacién, cancelacion u oposicién al tratamiento de los datos personales. Excepcionalmente, el Instituto, previa
fundamentacion y motivacion, podra ampliar estos plazos cuando el asunto asi lo requiera.

Ante la falta de resolucidn por parte del Instituto se entendera confirmada la respuesta del responsable.
MANIFESTACION DEL DESISTIMIENTO

ARTICULO 161. Para el caso de que el titular se desista del recurso de revision debera manifestar su voluntad
de manera expresa, clara e inequivoca de no continuar con la sustanciacion y resolucion del mismo conforme a lo
siguiente:
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I Cuando se hubiere presentado por escrito ante el Instituto, el desistimiento debera promo-
verse por escrito con la firma autdgrafa del titular;

. Cuando el recurso de revisidn hubiere sido presentado por correo electronico, el desistimiento
deberd de ser presentado a través de la misma cuenta de correo por la cual se presento,
de alguna de las cuentas de correo electrénico autorizadas para recibir notificacion;

. Cuando la presentacion del recurso de revision se hubiere efectuado a través del sistema
electronico autorizadas para recibir notificaciones, o

IV.  Cuando eltitular comparezca personalmente ante el Instituto, con independencia del medio
a través del cual hubiere presentado el recurso de revision.

En caso de que la manifestacion de su voluntad no se advierta clara e inequivoca, la Comisionada o el Comisionado
podra requerir al titular que precise su intencion de no continuar con la sustanciacién y resolucion del mismo.

MEDIOS DE IMPUGNACION DE LAS RESOLUCIONES

ARTICULO 162. De conformidad con el articulo 104 de la Ley de Datos, las resoluciones del Instituto seran
vinculantes, definitivas e inatacables para el responsable.

El titular podra impugnar dichas resoluciones en segunda instancia ante el Instituto Nacional de Transparencia,
Acceso a la Informacién y Proteccién de Datos Personales y posteriormente ante el Poder Judicial de la Federacion
mediante el juicio de amparo, de conformidad con la normativa aplicable en la materia.

CAPITULO III

DEL CUMPLIMIENTO DE LAS RESOLUCIONES RECAIDAS
A LOS RECURSOS DE REVISION

PLAZO DE CUMPLIMIENTO Y PRORROGA DE LAS RESOLUCIONES
DE LOS RECURSOS DE REVISION

ARTICULO 163. El responsable, a través de la Unidad de Transparencia, dara estricto cumplimiento a las reso-
luciones del Instituto.

Excepcionalmente, en consideracion de las circunstancias especiales del caso, el responsable podra solicitar al
Instituto, de manera fundada y motivada, una ampliacién del plazo para el cumplimiento de la resolucion.

Dicha solicitud debera presentarse, a mas tardar, dentro de los primeros tres dias habiles del plazo otorgado para
el cumplimiento, a efecto de que el Instituto resuelva sobre la procedencia de la misma dentro de los cinco dias
habiles siguientes, durante este periodo, se suspendera el plazo que tiene el responsable para dar cumplimiento a
la resolucidn, el cual se reanudara a partir del dia siguiente a aquel que el Instituto le notifique su determinacion.

RENDICION DE INFORME DE CUMPLIMIENTO ]
DE LAS RESOLUCIONES DE LOS RECURSOS DE REVISION

ARTICULO 164. Transcurrido el plazo sefialado en el articulo anterior, el responsable deberd informar al Instituto sobre
el cumplimiento de la resolucion.

El Instituto, a través de la unidad administrativa competente conforme a su Reglamento Interior vigente, debera
verificar de oficio el cumplimiento de la resolucion del recurso de revision y, a mas tardar al dia siguiente de recibir
el informe, dar vista al titular para que, dentro de los cinco dias habiles siguientes manifieste lo que a su derecho
convenga.
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Si dentro del plazo sefialado el titular manifiesta que el cumplimiento no corresponde a lo ordenado por el Instituto,
deberd expresar las causas especificas por las cuales asi lo considera.

PROCEDIMIENTO DE VERIFICACION DEL CUMPLIMIENTO
DE LAS RESOLUCIONES DE LOS RECURSOS DE REVISION

ARTICULO 165. El Instituto, a través de la Comisionada o el Comisionado Ponente deberd pronunciarse, en un plazo
no mayor a cinco dias habiles contados a partir del dia siguiente de la recepcion de las manifestaciones del titular, sobre
todas las causas que este manifieste, asi como del resultado de la verificacién que hubiere realizado.

Si el Instituto, a través de la Comisionada o el Comisionado Ponente considera que se dio cumplimiento a la resolucién
debera emitir un acuerdo de cumplimiento y ordenar el archivo del expediente.

En caso contrario, el Instituto debera:

I. Emitir un acuerdo de incumplimiento;

. Notificar al superior jerarquico de la persona servidora puiblica encargado de dar cumplimiento,
para que en un plazo no mayor a cinco dias habiles contados a partir del dia siguien- te que
surta efectos la notificacion, se dé cumplimiento a la re- solucion bajo el apercibimiento
que de no demostrar que dio la orden, se le impondra una medida de apremio en los tér-
minos sefialados en la Ley de Datos y los presentes Lineamientos, ade- mas de que incurtira
en las mismas responsabilidades adminis- trativas de la persona servidora publica, y

. Determinar las medidas de apremio que deberan im- ponerse a las acciones procedentes
que deberan aplicarse, de conformidad con lo sefialado en el siguiente titulo de los pre-
sentes Lineamientos.
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TITULO

OCTAVO

FACULTAD DE VERIFICACION
DEL INSTITUTO

CAPITULO UNICO

DE LAS DISPOSICIONES GENERALES
DEL PROCEDIMIENTO DE VERIFICACION

FACULTAD DE VIGILANCIA Y VERIFICACION

ARTICULO 166. De conformidad con lo previsto en el articulo 111 de la Ley de Datos, el Instituto, a través de las
unidades administrativas competentes conforme a su normativa intermna vigente, tendra la atribucion de vigilar y
verificar el cumplimiento de las disposiciones contenidas en dicho ordenamiento y los presentes Lineamientos

FE PUBLICA

ARTICULO 167. En el ejercicio de las funciones de investigacion y verificacion, el personal del Instituto estara
dotado de fe publica para constar la veracidad de los hechos con relacion a las actuaciones a que se refiere el
presente procedimiento.

PRINCIPIOS RECTORES

ARTICULO 168. Las investigaciones previas y el procedimiento de verificacién deberdn desarrollarse bajo los
principios de legalidad, certeza juridica, independencia, imparcialidad, eficacia, objetividad, profesionalismo y trans-
parencia que rigen la actuacion del Instituto, las que deberdn cumplir con los requisitos de fundamentacion y
motivacion.
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DEBER DE CONFIDENCIALIDAD

ARTICULO 169. De conformidad con lo previsto en el articulo 111, segundo parrafo de la Ley de Datos, en el
ejercicio de las funciones de investigacion, vigilancia y verificacion, el personal del Instituto estara obligado a guardar
confidencialidad sobre la informacidn a la que tengan acceso en virtud del procedimiento de verificacion corres-
pondiente y estaran sujetos a sanciones y procedimientos administrativos.

CONSTANCIA DE LAS ACTUACIONES

ARTICULO 170. Las actuaciones que lleve a cabo el personal del Instituto durante la sustanciacion de las inves-
tigaciones previas o, en su caso, del procedimiento de verificacion, deberan hacerse constar en el expediente en
que se tramita.

NOTIFICACIONES

ARTICULO 171. Durante la realizacién de investigaciones previas, asi como el desarrollo del procedimiento de
verificacion, las notificaciones, citatorios, emplazamientos, requerimientos, solicitud de informes o documentos y
resoluciones definitivas podran realizarse:

I Personalmente con quien deba enterarse la diligencia en el domicilio del interesado;
. Mediante oficio entregado por mensajeria o correo certificado con acuse de recibido;

lll. A través de medios de comunicacion electrénica o cualquier otro medio, cuando asi lo
hubiere aceptado expresa- mente el interesado y siempre que pueda comprobarse feha-
cientemente la recepcion de las mismas;

IV.  Por edictos, cuando se desconozca el domicilio del in- teresado o en el caso de que la
persona a quien deba notificar- se haya desaparecido o no tenga domicilio fijo, o

V. Por estrados, fijandose durante quince dias habiles el documento que se pretenda notificar,
en un sitio abierto al pu- blico ubicado en las oficinas del Instituto.

Tratandose de denuncias presentadas a través del sistema electrénico habilitado por este Instituto o cualquier otro
medio que para tal fin establezca, se entendera que el promovente acepta que las notificaciones le sean efectuadas
por dichos sistemas o mediante otros medios electrdnicos generados por estos, salvo que sefiale expresamente
un medio distinto para tales efectos.

NOTIFICACIONES PERSONALES

ARTICULO 172. De conformidad con lo previsto en la fraccién | del numeral anterior de los presentes Lineamientos,
las notificaciones personales se llevaran a cabo de la siguiente manera:

L. Se haran en el domicilio del interesado o en el tlltimo domici- lio del que se tenga constancia
de la persona a quien se deba notificar. En todo caso, la persona servidora puiblica del Insti-
tuto debera cerciorarse del domicilio y debera entregar el do- cumento original del acto que
se notifique, asi como sefalar la fecha y hora en que la notificacion se efecttia, asi como
recabar nombre y firma de la persona con quien se entienda la diligen- cia. Si este se niega,
se hard constar en el acta de notificacion sin que ello afecte su validez;

. Las notificaciones personales se entenderan con la persona que deba ser notificada o su
representante; a falta de ambos se dejard citatorio en el domicilio sefialado para que el
interesado espere a una hora fija del dia siguiente;

lll.  Sila persona a quien hubiera que notificarse no aten- diere el citatorio, se realizara por
instructivo que se fijara en un lugar visible del domicilio;
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VL

VIL.

VIIL

De las diligencias en que se conste el citatorio y la noti- ficacidn, la persona servidora puiblica
tomara razén por escrito;

En el caso de los responsables, las notificaciones se podran realizar, en todos los casos, por
oficio o por correo elec- trdnico, en cuyo caso no sera necesario tomar razén por escrito ni
levantar acta de notificacidn; sin embargo, debera recabar- se el acuse de recibido corres-
pondiente en el que se plasme el nombre del responsable, la fecha, hora y firma o rdbrica
de con quien se entendid la diligencia;

Las notificaciones surtiran sus efectos el dia en que hubieren sido realizadas. Los plazos
empezaran a correr a par- tir del dia siguiente a aquel en que haya surtido sus efectos la
notificacion;

Se entendera como fecha de notificacién por mensa- jeria o correo certificado la que conste
en el acuse de recibido, y

Toda notificacion debera efectuarse dentro del plazo méaximo de diez dias, contados a partir
de la fecha de emision de la resolucion o acto que se notifique.

IMPROCEDENCIA DEL PROCEDIMIENTO DE VERIFICACION Y LAS INVESTIGACIONES PREVIAS

ARTICULO 173. De conformidad con el articulo 112 de la Ley de Datos, las investigaciones previas y el procedi-
miento de verificacion no procederan en aquellos supuestos de procedencia del recurso de revision.

PRESENTACION DE LA DENUNCIA

ARTICULO 174. La presentacién de las denuncias ante el instituto podré realizarse a través de los siguientes

medios:

Por escrito libre: a través de documento presentado de manera personal o mediante correo
certificado en el domicilio del instituto, o

Por medios electrdnicos: a través de correo electrénico, o bien, mediante el sistema elec-
trénico que para tal efecto esta- blezca el Instituto.
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TITULO
NOVENO

DE LAS INVESTIGACIONES PREVIAS |
Y DEL PROCEDIMIENTO DE VERIFICACION
POR DENUNCIA'Y OFICIO

CAPITULO1

ARTICULO 175. Previo a dar inicio al procedimiento de verificacién, la Comisionada o Comisionado Ponente,
desarrollara investigaciones con el fin de contar con elementos suficientes a efecto de dilucidar sobre los hechos
que presuntamente podrian constituir un incumplimiento a la Ley de Datos.

Las investigaciones previas podran iniciar:

I De oficio: Cuando el Instituto cuente con indicios que hagan presumir, de manera fundada
y motivada, la existencia de viola- ciones a la Ley de Datos y a los presentes
Lineamientos;

Il. A peticion de parte: Cuando un tercero presente un escrito, en el que se considere tener
conocimiento de presun- tos incumplimientos a las obligaciones previstas en la Ley de
Datos y en los Lineamientos, y

Ill. A peticion de la persona titular: Cuando el titular pre- sente una denuncia, en la que se
considere que ha sido afec- tado por actos del responsable que puedan ser contrarios a lo
dispuesto por la Ley de Datos y los Lineamientos.

ARTICULO 176. De conformidad con lo previsto en la fraccion Il y IIl del numeral anterior, la presentacion de
escritos y denuncias ante el Instituto podra realizarse conforme a los supuestos establecidos en el articulo 174 de
los presentes Lineamientos.

ARTICULO 177. El Instituto recibiré los escritos y denuncias en dias y horas hébiles.
Las denuncias recibidas en horas y dias inhdbiles se tendran por presentadas el dia habil siguiente al de su
recepcion.
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ARTICULO 178. La denuncia a que hace referencia las fracciones Il y lll del articulo 175 de los presentes Linea-
mientos, no deberdn contener mayores requisitos que los previstos en el articulo 113 de la Ley de Datos.
Si las denuncias se presentaron por escrito o medios electrdnicos, se debera observar lo siguiente:

I Si el escrito o la denuncia se presenté por esctito, esta debera contener la firma autdgrafa
del denunciante, a menos que no sepa o no pueda firmar, en cuyo caso se imprimira su
huella digital, o

Il.  Si el escrito o la denuncia se present6 por medios elec- tronicos, esta debera incluir el
documento digitalizado que con- tenga la firma autdgrafa, o bien, la firma electrénica avanzada
del denunciante o del instrumento que lo sustituya, por lo que el Instituto deberd comprobar
la identidad del denunciante.

ARTICULO 179. Al inicio de la investigacion previa ya sea de oficio o por denuncia presentada ante el Instituto,
la Comisionada o Comisionado Presidente, con el apoyo de la Secretaria Técnica, les asignard un niimero de ex-
pediente para su identificacion; posteriormente lo turnara a la Comisionada o al Comisionado Ponente, quien debera
de acusar de recibido de la denuncia.

ARTICULO 180. Derivado del estudio y andlisis de la descripcién de los hechos manifestados en la denuncia,
asi como a partir de la informacion y elementos presentados por el denunciante, la Comisionada o el Comisionado
Ponente podra:

I. Reconducir la denuncia, en un plazo no mayor a cinco dias habiles contados a partir de que
se tuvo por presentada la de- nuncia, si se ubica en alguno de los supuestos de procedencia
de los recursos de revision establecidos en la Ley de Datos;

. Orientar sobre las instancias legales a las que puede acudir en defensa de sus derechos,
en caso de no resultar com- petente el Instituto, en un plazo no mayor a diez dias habiles
contados a partir de que se tuvo por presentada la denuncia, o

. Prevenir, en un plazo no mayor a cinco dias habiles contados a partir de que se tuvo por
presentada la denuncia, en caso de que la denuncia no sea clara, o bien, no cumpla con
los requisitos que sefala el articulo 113 de la Ley de Datos. En un término igual el denunciante
debe cumplir con la preven- cion ordenada a fin de que a partir de la notificacion respectiva,
cumpla con la prevencién ordenada. En caso de que no se die- ra contestacion a la preven-
cion o, si existe contestacion, pero esta no cumple con los extremos de la misma, se
desechard la denuncia.

ARTICULO 181. Cumplidos los requisitos que la denuncia debe contener, la Comisionada o el Comisionado
Ponente debera emitir un acuerdo que inicie la investigacion previa, en el cudl establecera los asuntos sobre los
que se realiza el andlisis y estudio durante dicha investigacion. Este acuerdo debera notificarse al denunciante y al
responsable.

Del mismo modo debera formalizarse el comienzo de una investigacion previa iniciada de oficio.

Con la emisién de dicho acuerdo, la Comisionada o el Comisionado Ponente podra:

I Expedir requerimientos de informacion dirigido al responsa- ble, al encargado o a cualquier
tercero, solicitando que se pro- porcione la informacién y documentacion que se estime
opor- tuna;

. Que se manifieste respecto de los hechos vertidos en la denuncia, y

. Que aporte la informacién y documentacion que acre- dite su dicho, dentro de un plazo

maximo de cinco dias habiles contados a partir de que surta efectos la notificacién de dicho
requerimiento.
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ARTICULO 182. Conforme a lo previsto en el numeral anterior, las respuestas a los requerimientos formulados
por la Comisionada o el Comisionado Ponente deberdn contener, por lo menos, lo siguiente:

I El nombre completo y cargo la persona servidora publica que promueve, asi como la de-
nominacién de la unidad adminis- trativa y del responsable al que se encuentra adscrito.
En caso de actuar en representacion de alguna persona moral, con el caracter de encargado
o de tercero, debera adjuntarse el docu- mento, en original o copia certificada, que acredite
su identi- dad y personalidad;

Il.  El medio para recibir notificaciones, y

lll.  Las documentales que acrediten su dicho, asi como la precision de cualquier informacion
que considere necesaria para la atencidn del requerimiento formulado.

ARTICULO 183. Cuando se cuente con informacién suficiente proporcionada por las partes conforme a lo que
establece de la Ley de Datos y los presentes Lineamientos, la Comisionada o el Comisionado Ponente debera
realizar el andlisis y estudio de cada asunto.

Si existiera informacion que no sea del todo clara o precisa, la Comisionada o el Comisionado Ponente podra requerir
nuevamente al denunciante, al responsable denunciado, al encargado o a cualquier tercero que proporcione la
informacidn solicitada, dentro de un plazo maximo de cinco dias habiles contados a patrtir de que surta efectos la
notificacion del requerimiento respectivo.

En caso de considerar necesario, la Comisionada o el Comisionado Ponente podra dar vista al denunciante o
promovente del escrito para que manifieste lo que a su derecho convenga y, en su caso, aporte informacién y
documentacion adicional, respecto de la respuesta proporcionada por el responsable denunciado, el encargado o
cualquier tercero, dentro de un plazo maximo de cinco dias habiles contados a partir de que surta efectos la noti-
ficacion correspondiente.

ARTICULO 184. Una vez concluida la investigacion previa, la Comisionada o el Comisionado Ponente emitira un
acuerdo de:
I. Determinacion: Cuando, de manera fundada y motivada, no cuente con elementos su-
ficientes para acreditar actos u omi- siones que presuntamente constituyan un incumplimiento
a lo establecido por la Ley de Datos y los presentes Lineamientos; o

Il.  Inicio de procedimiento de verificacion: Cuando, de manera fundada y motivada, se
presuma que el responsable incurrié en acciones u omisiones que constituyen un probable
incumplimiento a la Ley de Datos y los presentes Lineamientos.

El acuerdo de inicio de verificacion dictado por la Comisionada o el Comisionado Ponente, constituye una orden
escrita que funda y motiva la procedencia de la actuacion, y tiene por objeto establecer las bases para requerir al
responsable la documentacion e informacidn necesaria vinculada con la presunta violacion y/o realizar verificaciones
a las oficinas o instalaciones del responsable, o en su caso, en el lugar donde estén ubicadas las bases de datos
personales respectivas.

Dicho acuerdo de inicio de verificacion se debera notificar a la unidad administrativa competente del Instituto
conforme a la normatividad interna en un plazo no mayor a tres dias habiles contados a partir de su emision.

El procedimiento de verificacion se llevara a cabo en coadyuvancia con la unidad administrativa competente del
Instituto conforme a la normatividad interna y vigente por ser el drea técnica y especializada.

ARTICULO 185. El acuerdo de inicio del procedimiento de verificacion se deberd notificar personalmente al
responsable para tal efecto y, en los casos en que el procedimiento hubiera iniciado por medio de una denuncia,
también se debera notificar al denunciante en el medio que, para el caso concreto, hubiera designado.

ARTICULO 186. Las investigaciones previas tendran una duracion méxima de cincuenta dias habiles, contados
a partir de la fecha en que se hubiere dictado el acuerdo de inicio respectivo.
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Las investigaciones previas se tendran por concluidas en la fecha en que se emita el acuerdo de determinacion o,
en su caso, el acuerdo de inicio del procedimiento de verificacidn respectivo a que se refiere el articulo 187 de los
presentes Lineamientos.

Una vez remitido el oficio en el que se notifica el acuerdo de determinacion, se debera remitir en copia simple o
electrénica el expediente formado con motivo de la investigacion previa.

CAPITULON

ARTICULO 187. El procedimiento de verificacién se podrd iniciar:

I De oficio cuando el Instituto, a través de la Unidad Adminis- trativa competente, cuente con
indicios que hagan presumir, de manera fundada y motivada, la existencia de violaciones a
la Ley de Datos y los presentes Lineamientos, o

Il.  Derivado de una investigacion previa.

ARTICULO 188. La unidad administrativa competente iniciar el procedimiento de verificacion con la notificacion
al responsable de la orden de verificacion, el requerimiento de informacion y el oficio de comisién del personal
verificador.

El procedimiento de verificacion se realizard a través del SIVER, salvo en los casos que, por situaciones ajenas al
Instituto no se pueda realizar por dicha via.

ARTICULO 189. El procedimiento de verificacion se sustanciara de la siguiente manera:

Requerimientos de informacion: El Instituto podra emitir los oficios correspondientes dirigidos al responsable o a
cualquier tercero para que, en un plazo maximo de cinco dias habiles, contados a partir del dia siguiente a que
surta efectos la notificacion, realice lo siguiente:

I. Presente las pruebas que considere pertinentes sobre el trata- miento que brinda a los datos
personales, y

Il.  Manifieste lo que a su derecho convenga respecto de los hechos materia de la verificacion
y el procedimiento instau- rado en su contra.

lll.  Notifique nombre, cargo y correo institucional de la persona que designard como enlace
responsable de atender la verificacion.

Excepcionalmente, el Instituto podra otorgar un plazo adicional de maximo cinco dias habiles para la entrega de la
informacidn requerida, previa fundamentacion y motivacion del responsable.

El personal habilitado como verificador, asi como su Jefe de Grupo adscrito a la unidad administrativa competente
del Instituto encargados de la misma, podran realizar aquéllas que sean necesarias en las oficinas o instalaciones
del responsable o, en su caso, en el lugar donde estén ubicadas las bases, los sistemas de datos personales o
donde se realice el tratamiento de los datos personales objeto del procedimiento de verificacion.

El responsable no podra negar el acceso a la documentacion solicitada, los sistemas de datos personales o donde
se realice el tratamiento de estos con motivo de un procedimiento de verificacion, ni podra invocar la reserva o la
confidencialidad de la informacién.

ARTICULO 190. Las visitas de verificacion que lleve a cabo el personal del Instituto habilitado como verificador,
se deberan realizar conforme a lo siguiente:

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO
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I Podran presentarse en las oficinas o instalaciones del respon- sable o, en su caso, en el lugar
donde estén ubicadas las bases, los sistemas de datos personales respectivas o donde se reali- ce
el tratamiento de los datos personales objeto del procedi- miento de verificacion, con el oficio
de comision y la orden de verificacion debidamente fundados y motivados, documentos que
estaran firmados por la persona Titular de la unidad admi- nistrativa competente del Instituto o
encargado de la misma'y en los que debera precisar el domicilio del responsable o el lugar donde
deba de practicarse, asi como el objeto y alcance de la misma;

. Las personas verificadoras tendrdn acceso a las ins- talaciones del responsable y podra
solicitar la informacién y documentacidn que estimen necesaria para llevar a cabo la veri-
ficacion. Al iniciar, el personal verificador del Instituto que desarrolle las diligencias debera
exhibir la credencial institu- cional vigente con fotografia expedida por el Instituto, que lo
acredite para desempefiar dicha funcidn, asi como dejar un ejemplar en original de la orden
de verificacion y del oficio de comision con quien se entienda la verificacion, y

Ill.  Lavisita de verificacion concluira con el levantamien- to del acta correspondiente, en la que
quedara constancia de las actuaciones practicadas durante esta visita. Dicha acta se levantara
en presencia de dos testigos propuestos por la perso- na con quien se hubiera entendido
la diligencia o por quien la practique si aquélla se hubiera negado a proponerlos.

Tratandose de la fraccion Il del presente articulo, el acta se debera emitir por duplicado y ser firmada por el personal
del Instituto y por la persona con quien se hubiere entendido la diligencia, quien podra formular observaciones en
el acto de la verificacion y manifestar lo que a su derecho convenga en relacion con los hechos contenidos en ella,
o bien, por escrito dentro del término de los cinco dias habiles siguientes a la fecha en que se hubiera realizado la
verificacion en cuestion.

En caso de que el verificado se niegue a firmar el acta, se hara constar expresamente dicha circunstancia en la
misma. La negativa no afectara la validez de las actuaciones o de la propia acta.

La firma del enlace del sujeto obligado verificado supondra sélo la recepcién de la misma; se entregara a este uno
de los originales del acta de verificacion, incorporandose el otro a las actuaciones.

ARTICULO 191. En el acta de visita de verificacion a que se refiere la fraccién Ill del articulo anterior del presente
procedimiento, se hara constar:

I La denominacidén del responsable;

. La hora, dia, mes y afio en que se inicie y concluya la verificacion;

lll.  Los datos que identifiquen plenamente el domicilio, tales como calle, nimero, colonia, alcaldia,
codigo postal y en- tidad federativa en que se encuentre ubicado el lugar donde se practique la
verificacion, asi como niimero telefénico u otra forma de comunicacion disponible con el enlace;

IV.  Elnumeroy fecha del oficio de comision y la orden de verificacion que la motivo;

V. El nombre completo y cargo de la persona con quien se entendid la verificacion, asi como
copia del documento que acredite su identidad;

VI.  Elnombre completo y domicilio de las personas que fungieron como testigos, asi como copia
del documento que acredite su identidad;

VII.  Los datos relativos a la actuacion;

VIII. La declaracion del verificado, si quisiera hacerla, y

IX.  Elnombre y firma de quienes intervinieron en la verifi- cacidn, incluyendo los que la hubieran
llevado a cabo. Si se ne- gara a firmar el verificado, su representante legal o la persona con
quien se entendio la verificacion; ello no afectara la validez del acta, el personal verificador
deberd asentar la razon relativa.
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ARTICULO 192. De conformidad con el articulo 114 de Ia Ley de Datos, la unidad administrativa competente y
la Comisionada o el Comisionado Ponente del Instituto podran ordenar medidas cautelares si del desahogo de la
verificacion advierte un dafio inminente o irreparable en materia de proteccién de datos personales, siempre y
cuando no impidan el cumplimiento de las funciones ni el aseguramiento de bases o los sistemas de datos per-
sonales de los responsables.

ARTICULO 193. Las medidas cautelares, que refieren el articulo anterior, solo podréan tener una finalidad correctiva
y seran temporales hasta entonces los responsables lleven a cabo las recomendaciones hechas por el Instituto.

ARTICULO 194. E titular podra solicitar al Instituto la aplicacién de medidas cautelares cuando considere que
el presunto incumplimiento del responsable a las disposiciones previstas en la Ley de Datos y los presentes Linea-
mientos le causa un dafio inminente o irreparable a su derecho a la proteccion de datos personales.

Para tal efecto, el Instituto a través de la unidad administrativa competente, deberd considerar los elementos
ofrecidos por el titular, en su caso, asi como aquéllos que tenga conocimiento durante la sustanciacion del proce-
dimiento de verificacion para determinar la procedencia de la solicitud del titular.

ARTICULO 195. La aplicacién de medidas cautelares serd improcedente cuando:
I Tengan por efecto dejar sin materia el procedimiento de ve- rificacion;

. Eximan al responsable del cumplimiento de las obli- gaciones previstas en la Ley de Datos
y en los presentes Linea- mientos, o

Il Impidan el cumplimiento de las atribuciones y funcio- nes de los responsables, conferidas
por la normativa que les re- sulte aplicable o impliquen el aseguramiento de sus bases y/o
sistemas de datos personales.

ARTICULO 196. Las medidas cautelares que puede ordenar el Instituto podrén consistir en lo siguiente:

I. El cese inmediato del tratamiento de los actos o las activida- des que estén ocasionando
o puedan ocasionar un dafio inmi- nente o irreparable en materia de proteccién de datos
personales;

. La realizacién de actos o acciones cuya omisién hayan causado o puedan causar un dafio
inminente o irreparable en materia de proteccion de datos personales;

Ill.  El bloqueo de los datos personales en posesion del responsable y cuyo tratamiento este
provocando o pueda pro- vocar un daiio inminente o irreparable a sus titulares, y

IV.  Cualquier otra medida, de accion o de omision que el Instituto considere pertinente dirigida
a proteger el derecho a la proteccion de los datos personales de los titulares.

ARTICULO 197. Si durante el procedimiento de verificacién el Instituto advierte nuevos elementos que pudieran
modificar la medida cautelar previamente impuesta, este debera notificar al responsable, al menos; con veinticuatro
horas de anticipacion, la modificacién a que haya lugar, asi como fundar y motivar su actuacion.

ARTICULO 198. El procedimiento de verificacién concluiré con la resolucién que emita el Pleno del Instituto, en
la cual se estableceran las medidas que debera adoptar el responsable en el plazo que la misma determine.

Para lo previsto en el presente articulo, la unidad administrativa competente del Instituto emitird un dictamen, el cual
enviard a la Comisionada o al Comisionado Ponente para la elaboracién de la resolucion que se someterd a Pleno.

Con la emision del dictamen, la unidad administrativa competente del Instituto concluye el procedimiento de
verificacion a su cargo.

La resolucidn sera notificada de manera directa, mediante oficio, al responsable y al denunciante, a través del medio
de contacto que hubieran proporcionado para tal efecto.
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ARTICULO 199. La documentacién derivada de las verificaciones o auditorias, asf como los Informes de Resul-
tados y de Denuncia, deberan clasificarse y desclasificarse en los términos de la Ley de Transparencia, Acceso a
la Informacidn Publica y Rendicidn de Cuentas de la Ciudad de México, las leyes especificas y demas disposiciones
juridicas que resulten aplicables.

ARTICULO 200. El procedimiento de verificacion deberé tener una duracién méxima de cincuenta dias habiles,
contados a partir de la fecha en que se haya notificado el acuerdo de inicio respectivo, el cual no podra ser
prorrogable.

Las resoluciones dictadas por el Instituto en el procedimiento de verificacion de conformidad con los supuestos
previstos en las fracciones |, Il y lll del articulo 112 de la Ley de Datos seran vinculantes, definitivas e inatacables
para los responsables, los titulares podran impugnar dichas resoluciones ante el Poder Judicial de la Federacion
mediante juicio de amparo.

ARTICULO 201. Las resoluciones dictadas por el Instituto en el procedimiento de verificacién de conformidad
con los supuestos previstos en las fracciones |, Il y Il del articulo 112 de la Ley de Datos seran vinculantes, definitivas
e inatacables para los responsables, los titulares podran impugnar dichas resoluciones ante el Poder Judicial de la
Federacién mediante juicio de amparo.

CAPITULO III

ARTICULO 202. El responsable, a través del Comité de Transparencia, dara estricto cumplimiento a las resolu-
ciones del Instituto recaidas a los procedimientos de verificacion.

Excepcionalmente, considerando las circunstancias especiales del caso, el responsable podra solicitar al Instituto,
de manera fundada y motivada, una ampliacion del plazo para el cumplimiento de las resoluciones a que se refiere
el parrafo anterior del presente articulo.

Dicha solicitud debera presentarse, a mas tardar, dentro de los primeros tres dias habiles del plazo otorgado al
responsable para el cumplimiento de la resolucion, a efecto de que el Instituto resuelva sobre la procedencia de
esta dentro de los cinco dias habiles siguientes.

RENDICION DE INFORME DE CUMPLIMIENTO DE LAS RESOLUCIONES
DE LOS PROCEDIMIENTOS DE VERIFICACION

ARTICULO 203. Transcurrido el plazo sefialado en el articulo anterior, el responsable deberé entregar un informe
al Instituto a través del cual sefiale las acciones y gestiones realizadas para dar cumplimiento a la resolucién derivada
de un procedimiento de verificacion, acompaiando la documentacién que acredite sus manifestaciones y
declaraciones.

PROCEDIMIENTO DE VERIFICACION DEL CUMPLIMIENTO

ARTICULO 204. El Instituto, a través de la Secretaria Técnica, debera pronunciarse, en un plazo no mayor a
quince dias habiles contados a partir del dia siguiente a aquél en que se hubiere tenido por presentado el informe
de cumplimiento a que se refiere el articulo anterior de los presentes Lineamientos, sobre el cumplimiento de la
resolucion.

La Comisionada o el Comisionado Ponente remitira a la unidad administrativa competente el informe de cumplimiento
del responsable verificado, para emitir el seguimiento correspondiente, en el que se determine la observancia o
inobservancia de las recomendaciones realizadas en el procedimiento de verificacién conforme a lo instruido en
la resolucion.
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La unidad administrativa competente remitird a la Comisionada o el Comisionado Ponente el seguimiento del
procedimiento de verificacion en un plazo no mayor a cinco dias habiles posteriores a la notificacién del informe
de cumplimiento.

Si en el seguimiento se considera que el responsable dio cumplimiento a la resolucion recaida en un procedimiento
de verificacion, la Comisionada o el Comisionado Ponente debera emitir un acuerdo de cumplimiento y ordenar
el archivo del expediente.

En caso contrario, el Instituto debera:

I. Emitir un acuerdo de incumplimiento;

. Notificar al superior jerdrquico de la persona servidora puiblica encargado de dar cumplimiento,
para que en un plazo no mayor a diez dias habiles contados a partir del dia siguiente que
surta efectos la notificacion, se dé cumplimiento a la resolucion bajo el apercibimiento que
de no demostrar que dio la orden, se le impondrad una medida de apremio en los términos
sefalados en la Ley de Datos y los presentes Lineamientos, ade- mas de que incurrird en
las mismas responsabilidades adminis- trativas de la persona servidora publica inferior, y

. Determinar las medidas de apremio que deberan im- ponerse o las acciones procedentes
que deberan aplicarse, de conformidad con lo sefialado en el siguiente Titulo de los pre-
sentes Lineamientos.

ﬁ i n" INSTITUTO DE TRANSPARENCIA, ACCESO A LA INFORMACION PUBLICA, PROTECCION

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO




COMPENDIO DE LINEAMIENTOS EN MATERIA DE PROTECCION DE DATOS PERSONALES DE LA CIUDAD DE MEXICO

TITULO

DECIMO

MEDIDAS DE APREMIO Y
RESPONSABILIDADES

CAPITULO UNICO

MEDIDAS DE APREMIO Y SANCIONES

TIPOS DE MEDIDAS DE APREMIO

ARTICULO 205. De conformidad con lo previsto en el articulo 117 de la Ley de Datos, el Instituto podra imponer
como medidas de apremio para asegurar el cumplimiento de sus resoluciones, la amonestacién publica y la multa,
equivalente a la cantidad de ciento cincuenta hasta mil quinientas veces el valor diario de la Unidad de Medida y
Actualizacion.

Para la determinacion y la ejecucién de las medidas de apremio a que se refiere el parrafo anterior, el Instituto,
ademas de observar lo dispuesto en el Titulo Décimo Primero, Capitulo | de la Ley de Datos, deberd cumplir con
las disposiciones establecidas en los presentes Lineamientos.

AREA ENCARGADA DE CALIFICAR LA GRAVEDAD DE LAS FALTAS
E IMPONER LAS MEDIDAS DE APREMIO
ARTICULO 206. De conformidad con el articulo 119 de la Ley de Datos, las medidas de apremio deberan ser

calificadas e impuestas por el Pleno del Instituto, con el apoyo de las dreas técnicas que se determinen conforme
a la normativa interna.

CALIFICACION DE LA GRAVEDAD DE LAS FALTAS
Y PROPUESTA DE LAS MEDIDAS DE APREMIO

ARTICULO 207. Para calificar la gravedad de las faltas y proponer la medida de apremio que corresponda, el
area técnica que determine el Pleno del Instituto debera tomar en cuenta los siguientes supuestos:

I El incumplimiento de las resoluciones recaidas a los recursos de revision emitidas por el Pleno
del Instituto, a que se refieren tanto la Ley de Datos como los presentes Lineamientos, o;

. Elincumplimiento de las resoluciones derivadas del procedimiento de verificacién a que se
refieren tanto la Ley de Datos como los presentes Lineamientos.
Las dreas técnicas que determine el Pleno del Instituto deberdn someter a consideracion del mismo, el proyecto

ﬁ i nl INSTITUTO DE TRANSPARENCIA, ACCESO A LA INFORMACION PUBLICA, PROTECCION

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO

69



COMPENDIO DE LINEAMIENTOS EN MATERIA DE PROTECCION DE DATOS PERSONALES DE LA CIUDAD DE MEXICO

de calificacion de la gravedad de las faltas, para que este determine la imposicién de la medida de apremio que
corresponda.

Cuando se trate de incumplimiento de las determinaciones establecidas por las y los Comisionados del Instituto,
ocurridas durante la sustanciacion de un recurso de revision, la calificacion de la gravedad de la falta, asi como la
medida de apremio a imponer, seran propuestas por la Comisionada o el Comisionado que tenga turnado el recurso
en la resolucion que corresponda, misma que serd aprobada en el Pleno del Instituto.

AREAS ENCARGADAS DE DETERMINAR E IMPONER LAS MEDIDAS DE APREMIO

ARTICULO 208. El Pleno del Instituto seré el encargado de determinar e imponer las medidas de apremio a
que se refiere la Ley de Datos y los presentes Lineamientos.

AREA ENCARGADA DE NOTIFICAR, GESTIONAR Y EN SU CASO,
EJECUTAR LAS MEDIDAS DE APREMIO

ARTICULO 209. La Secretaria Técnica del Instituto, a través de las dreas que se determinen conforme a la
normativa interna, sera el drea encargada de notificar, gestionar y, en su caso, ejecutar las medidas de apremio
impuestas por el Instituto.

IMPOSICION Y EJECUCION DE LAS AMONESTACIONES
PUBLICAS A PERSONAS SERVIDORAS PUBLICAS

ARTICULO 210. En términos de lo previsto en el articulo 124 de la Ley de Datos, la Secretaria Técnica del Pleno, solicitara
al superior jerarquico inmediato del infractor que se haga efectiva la amonestacion puiblica de que se trate.

IMPOSICION Y EJECUCION DE LAS AMONESTACIONES PUBLICAS
A PARTIDOS POLITICOS

ARTICULO 211. Cuando se trate de partidos politicos, la Secretaria Técnica del Pleno, a través de las areas que
se determinen conforme a la normativa interna, requerira al Instituto Electoral de la Ciudad de México, la ejecucidn
de la amonestacién publica impuesta.

SEGUIMIENTO DE LA EJECUCION DE LA MULTA

ARTICULO 212. La Secretaria Técnica del Pleno, a través de las 4reas que se determinen conforme a la normativa
interna, debera gestionar y dar seguimiento a la ejecucion de la multa por lo que solicitard a la Secretaria de Ad-
ministracion y Finanzas que proceda a su cobro, mediante oficio que contenga, al menos, el monto total de la multa
impuesta, el domicilio del infractor, la fecha de su notificacién y demas datos que resulten relevantes para la ejecucion
de la misma.

No sera impedimento para la Secretaria de Administracion y Finanzas ejecutar una multa impuesta a personas
servidoras publicas adscritos a dicha entidad.

REGISTRO DE LAS MEDIDAS DE APREMIO Y SANCIONES

ARTICULO 213. Las medidas de apremio a que se refiere la Ley de Datos y los presentes Lineamientos deberan
inscribirse en un registro de medidas de apremio y sanciones conforme a las atribuciones de las dreas encargadas
de calificar la gravedad de las faltas, asi como de la notificacién y ejecucion de las medidas de apremio previstas
en la Ley de Transparencia, Acceso a la Informacion Publica y Rendicion de Cuentas de la Ciudad de México.

DENUNCIAS PENALES

ARTICULO 214. En caso de que el cumplimiento de las determinaciones del Instituto implique la presunta co-
mision de un delito, este debera denunciar los hechos ante la autoridad competente.
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SANCIONES DE CARACTER ECONOMICO

ARTICULO 215. Las sanciones de caracter econdmico no podran ser cubiertas con recursos publicos sino con
los recursos de las personas servidoras publicas acreedores a dichas sanciones.

CRITERIOS PARA LA DETERMINACION DE MEDIDAS DE APREMIO

ARTICULO 216. De conformidad con lo previsto en el articulo 121 de la Ley de Datos, para calificar las medidas
de apremio el Instituto debera considerar:

I La gravedad de la falta del responsable considerando:

a)  El daiio causado: el perjuicio, menoscabo o agravio a los principios generales o
bases constitucionales reconocidos en el articulo 16, segundo parrafo de la Constitucion
Politica de los Estados Unidos Mexicanos, asi como la afectacion a los principios,
objetivos y obligaciones previstas en la Ley de Datos y los presentes Lineamientos;

b) Los indicios de intencionalidad: los elementos subjetivos que permiten indivi-
dualizar el grado de responsabilidad, entendidos como el aspecto volitivo en la reali-
zacioén de la conducta antijuridica.Para determinar lo anterior, debera considerarse si
existié contuma- cia total para dar cumplimiento a las disposiciones en la materia o,
en su caso, se acredité estar en vi as de cumplimiento a las mismas;

c)  La duracion del incumplimiento: el periodo que persistié el incumplimiento, y

d) La afectacion al ejercicio de las atribuciones del Instituto: el obstaculo que
representa el incumplimiento al ejercicio de las atribuciones de éste conferidas en el
articulo 6, apartado A de la Constitucion Politica de los Estados Unidos Mexicanos,
asi como en la Ley de Datos y los presentes Lineamientos.

Il.  Lacondicion econémica del infractor: las dreas encargadas de calificar la gravedad de
las faltas podran reque- rir al infractor, a las autoridades competentes, asi como a las insti-
tuciones financieras la informacién y documentacion necesaria para determinar la condicién
econdmica del infractor. Sin perjuicio de lo anterior, deberan utilizarse los elementos que
se tengan a disposicion o las evidencias que obren en registros puiblicos, paginas de Internet
8oficiales, medios de informacion o cualesquier otra que permita cuantificar la multa.

. Lareincidencia: el que habiendo incurrido en una in- fraccion que hubiere sido sancionada,
cometa otra del mismo tipo o naturaleza. La reincidencia deberd ser considerada como
agravante, por lo que siempre deberan consultarse los antece- dentes del infractor.

REGLAS GENERALES DE LA NOTIFICACION DE LAS MEDIDAS DE APREMIO

ARTICULO 217. La notificacién que contenga la imposicion de la medida de apremio debera realizarse en un
plazo méximo de quince dias habiles, contados a partir de la notificacion correspondiente, y contener el texto integro
del acto, asi como el fundamento legal en que se apoye con la indicacion del medio de impugnacion que proceda
contra la misma, el érgano ante el cual hubiera de presentarse y el plazo para su interposicion.

Las diligencias o actuaciones para llevar a cabo la notificacion de la imposicion de medidas de apremio se efectuardn
conforme al horario y dias habiles del Instituto.

Las diligencias o actuaciones que inicien en hora habil y terminen en hora inhabil se tendran por legalmente prac-
ticadas; y las que se lleven a cabo fuera del horario de labores del Instituto se tendran por realizadas a primera hora
del dia habil siguiente.

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO
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MEDIOS PARA NOTIFICAR LAS MEDIDAS DE APREMIO
ARTICULO 218. La notificacion de las medidas de apremio podré realizarse:

I. Via electrdnica;
. Mediante oficio entregado por mensajero o correo certificado con acuse de recibo, o

lll.  Personalmente con quien deba entenderse la diligen- cia en el domicilio del responsable
de cumplir con la determi- nacion del Instituto.

Las notificaciones personales a que se refiere la fraccion lil del presente articulo, deberan practicarse de conformidad
con lo previsto en el articulo 36 de la Ley Federal de Procedimiento Administrativo, de aplicacion supletoria a los
mecanismos de notificacion y ejecucion de las medidas de apremio.

TRANSITORIOS

PRIMERO

SEGUNDO

TERCERO

CUARTO

QUINTO

Quedan abrogados los Lineamientos Generales sobre Proteccién de Datos Personales en Posesion
de Sujetos Obligados de la Ciudad de México.

Los asuntos presentados previo a la entrada en vigor de los presentes Lineamientos se tramitaran
y resolveran conforme a lo establecido en los Lineamientos Generales sobre Proteccion de Datos
Personales en Posesion de Sujetos Obligados.

Los presentes Lineamientos entraran en vigor al dia siguiente de su publicacion en la Gaceta Oficial
de la Ciudad de México.

El Titular de cada sujeto obligado designara a su enlace de datos personales y debera notificarlo al
Instituto para su registro conforme a los presentes Lineamientos.

Los sujetos obligados contaran con ciento veinte dias habiles a partir de la entrada en vigor de los
presentes Lineamientos para realizar las adecuaciones necesarias que permitan atender los reque-
rimientos referidos en los presentes Lineamientos.
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Formato de Aviso de Privacidad Integral.

[Anotar el nombre del sujeto obligado y siglas (si corresponde)] través de la [Anotar nombre
de unidad administrativa Responsable del sistema] con domicilio en [Anotar el domicilio del
Responsable] es el/la Responsable del tratamiento de los datos personales que nos proporcione,
los cuales seran protegidos en el sistema de datos personales [Anotar el nombre del sistema de
datos personales] con fundamento en [Anotar el fundamento legal especifico, el cual faculta
al Responsable para llevar a cabo el tratamiento].

Los datos personales que recabemos seran utilizados con la finalidad [Anotar la finalidad y usos
previstos del sistema de datos personales, distinguiendo aquellos que requieren
consentimiento]. Los datos personales seran/podran ser transferidos a [En caso de realizar
transferencias, mencionar a quien y la finalidad].

Para las finalidades antes sefialadas se solicitaran los siguientes datos personales [Anotar los
tipos de datos personales contenidos en el sistema de datos personales, identificando
aquellos que son sensibles] los cuales tendran un ciclo de vida de [Anotar el ciclo de vida de
vigencia documental].

Usted podra manifestar la negativa al tratamiento de sus datos personales y ejercer sus derechos
de acceso, rectificacion, cancelacion u oposicién, de sus datos personales (derechos ARCO), asi
como la revocacion del consentimiento directamente ante la Unidad de Transparencia de [Anotar
el Nombre del sujeto obligado], ubicada en [Anotar el domicilio de la Unidad de
Transparencia] con numero telefénico [Anotar el numero telefonico de la Unidad de
Transparencia], en el correo electronico [Anotar el correo electrénico de la Unidad de
Transparencia del sujeto obligado], a través de la Plataforma Nacional de Transparencia
(http://www.plataformadetransparencia.org.mx/), o bien mediante el nimero de TEL INFO 55 5636
4636.

Si desea conocer el procedimiento para el ejercicio de estos derechos puede acudir a la Unidad de
Transparencia, enviar un correo electronico a la direccién antes sefialada o comunicarse al TEL-
INFO (55 56364636).

El presente aviso de privacidad puede sufrir modificaciones, cambios o actualizaciones derivadas
de nuevos requerimientos legales, de nuestras propias necesidades por los tramites y servicios que
ofrecemos, de nuestras practicas de privacidad o por otras causas. Por lo anterior, nos
comprometemos a informarle sobre los cambios que pueda sufrir el presente a través de [Anotar
los medios].

Ultima fecha de actualizacion: [Agregar fecha de su tltima actualizacion].

[NOTA: El contenido del presente formato refiere a los criterios minimos establecidos en la
normatividad aplicable en la materia, en ese sentido, el responsable podra considerar la informacion
adicional que estime necesaria para transparentar el tratamiento de los datos personales.]
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Formato de Aviso de Privacidad SIMPLIFICADO.

[Anotar el Nombre del sujeto obligado y siglas (si corresponde)] a través de la [Anotar
nombre de unidad administrativa responsable del sistema] es el/la Responsable del
tratamiento de los datos personales que nos proporcione, los cuales seran protegidos en
el sistema de datos personales [Anotar el nombre del sistema de datos personales].

Los datos personales que recabemos seran utilizados con la finalidad [Anotar la finalidad
y usos previstos del sistema de datos personales, distinguiendo aquellos que
requieren consentimiento]. Y seran/podran ser transferidos a [En caso de realizar
transferencias, mencionar a quien y la finalidad].

Usted podra manifestar la negativa al tratamiento de sus datos personales directamente
ante la Unidad de Transparencia de [Anotar el nombre del sujeto obligado], ubicada en
[Anotar el domicilio de la Unidad de Transparencia del sujeto obligado] con nimero
telefonico [Anotar el nimero telefénico] y correo [Anotar el correo de la Unidad de
Transparencia del sujeto obligado].

Para conocer el Aviso de Privacidad Integral puede acudir directamente a la Unidad de
Transparencia o ingresar a la pagina [agregar liga electrénica].

Fecha de dltima actualizacion: [Agregar fecha de su ultima actualizacion].

[NOTA: EIl contenido del pr te formato refiere a los criterios minimos establecidos en la
normatividad aplicable en la materia, en ese sentido, el responsable podra considerar la informacion
adicional que estime necesaria para transparentar el tratamiento de los datos personales.]
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Formato de Acuerdo por el que se [Identificaciéon del Acuerdo: Creacién,
Modificacién o Supresion]

Formato de Acuerdo de Creacion
[NOMBRE DEL SUJETO OBLIGADO]
[Nombre y cargo de la persona Titular del sujeto obligado o de quien tiene
atribuciones para publicar en GOCDMX] con fundamento en [anotar el fundamento
legal que faculta para realizar publicaciones en Gaceta y/o actos juridicos].
CONSIDERANDO
[... Anotar toda la justificacion normativa que den pie a la creacién del sistema]

Por los anteriores considerandos se emite el presente:

ACUERDO POR EL QUE SE CREA EL SISTEMA DE DATOS PERSONALES [NOMBRE
DEL SISTEMA DE DATOS PERSONALES]

[PUNTOS DE ACUERDO].
UNICO/PRIMERO. Se crea el sistema de datos personales [Anotar nombre del sistema],
para quedar como se establece a continuacion:

A) Finalidad o finalidades y usos previstos: [Describir la finalidad o finalidades que dan
sustento al tratamiento de datos personales, asi como la descripcion de los usos previstos].

B) Normativa aplicable: [Normativa que faculta al sujeto obligado a recabar los datos
personales de].

C) Transferencias: [Enlistar aquellas entidades a las que se realizaran/puedan transferir
datos personales].

D) Personas fisicas o grupos de personas sobre las que se recaben o traten datos
personales: [Indicar el colectivo de personales de los que se dara tratamiento].
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E) Estructura Basica del Sistema de Datos Personales y la descripcién de los tipos de datos
incluidos:

Datos Identificativos:

Datos electrénicos:

Datos académicos:

[... Otras categorias de datos personales, entre ellos, especificar si tratan Datos
especialmente protegidos]

Modo de tratamiento: [Indicar si este es fisico, automatizado o mixto]
F) Instancias Responsables del tratamiento del sistema de datos personales:

La Responsable del tratamiento del sistema de datos personales es [Nombre del sujeto
obligado] a través de [Nombre de la Unidad Administrativa Responsable].

Usuarios: [cargos de las personas que daran tratamiento a Datos Personales]

Encargados: [Citar la denominacion de los encargados en caso de que aplique
(Encargado: Persona fisica o moral que sea adjudicado mediante los procesos de
contratacion correspondientes)]

G) Areas ante las que podran ejercerse los derechos de acceso, rectificacion, cancelacion
y oposicién (ARCO) y procedimiento a través del cual se podran ejercer los derechos
ARCO:

El titular de los datos personales, podra ejercer sus derechos de acceso, rectificacion,
cancelaciéon u oposicién, de sus datos personales (derechos ARCO), asi como la
revocacion del consentimiento como lo establece la normativa, directamente ante la Unidad
de Transparencia de [Anotar el nombre del sujeto obligado], ubicada en [Anotar el domicilio
de la Unidad de Transparencia] con numero telefonico [Anotar el nimero telefonico de la
Unidad de Transparencia], en el correo electrénico [Anotar el correo electrénico de la
Unidad de Transparencia del sujeto obligado], a través de la Plataforma Nacional de
Transparencia (http://www.plataformadetransparencia.org.mx/), o bien mediante el nimero
de TEL INFO 55 5636 4636.

H) Nivel de seguridad y mecanismos de proteccion:
Nivel de seguridad aplicable: [Indicar el nivel de seguridad, si es Basico, Medio o Alto].
Medidas de Seqguridad: [Indicar si son Administrativas, Fisicas y/o Técnicasl.
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TRANSITORIOS

PRIMERO. Publiguese el presente acuerdo a través de un Aviso en la Gaceta Oficial de la
Ciudad de México.

SEGUNDO. Se instruye al Responsable del Sistema de Datos Personales, para que realice
la inscripcion del sistema de datos personales [NOMBRE DEL SISTEMA DE DATOS
PERSONALES], en el Registro Electronico de Sistemas de Datos Personales a cargo del
Instituto de Transparencia, Acceso a la Informacion Publica, Proteccion de Datos
Personales y Rendicion de Cuentas de la Ciudad de México, en términos de lo que
establecen los articulos 38 de la Ley de Datos local y 73 de los Lineamientos de Datos local.

TERCERO. Se instruye al Enlace en materia de Datos Personales para que notifique al
Instituto de Transparencia, Acceso a la Informacion Publica, Protecciéon de Datos
Personales y Rendicion de Cuentas de la Ciudad de México, la publicacion del presente
Acuerdo de Creacion del sistema de datos personales [NOMBRE DEL SISTEMA DE
DATOS PERSONALES] de conformidad con el articulo 68 de los Lineamientos de Datos
local; asi como el nivel de seguridad aplicable de conformidad con lo establecido en el
articulo 25 ultimo parrafo de la Ley de Datos local, dentro de los diez dias habiles siguientes
a su publicacion en la Gaceta Oficial de la Ciudad de México, para los efectos legales y
administrativos a que haya lugar.

CUARTO. ElI presente Acuerdo entrard en vigor, una vez publicado el Aviso
correspondiente en la Gaceta Oficial de la Ciudad de México.

Ciudad de México, a XX de XX de 202X.
(Firma)
[NOMBRE Y CARGO DE LA PERSONA QUE PUBLICA EN GOCDMX]

[NOTA: EI contenido del presente formato refiere a los criterios minimos establecidos en la
normatividad aplicable en la materia, en ese sentido, el responsable podra considerar la informacion
adicional que estime necesaria para transparentar el tratamiento de los datos personales.]
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Formato Acuerdo de Modificacion
NOMBRE DEL SUJETO OBLIGADO
[Nombre y cargo de la persona Titular del sujeto obligado o de quien tiene
atribuciones para publicar en GOCDMX] con fundamento en [anotar el fundamento
legal que faculta para realizar publicaciones en Gaceta y/o actos juridicos].

CONSIDERANDO

[... Anotar toda la justificacion normativa que den pie a la modificacién del sistema,
asi mismo, anotar los antecedentes del sistema]

Por los anteriores considerandos se emite el presente:
ACUERDO POR EL QUE SE MODIFICA EL SISTEMA DE DATOS PERSONALES
[Anotar el nombre del sistema de datos personales].

UNICO/PRIMERO. Se modifica el sistema de datos personales [Anotar nombre del sistema]
en los siguientes rubros:

(NOTA: Se sugiere unicamente, agregar la informacion de los apartados del sistema de
datos personales que sufriran cambios, por lo que se deberan considerar los siguientes
rubros).

A) Denominacion

B) Finalidad o finalidades y usos previstos:

C) Normativa aplicable:

D) Transferencias:

E) Personas fisicas o grupos de personas sobre las que se recaben o traten
datos personales:
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i INSTITUTO DE TRANSPARENCIA, ACCESO A LA INFORMACION PUBLICA, PROTECCION
DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO

F) Estructura Basica del Sistema de Datos Personales y la descripcion de los
tipos de datos incluidos:

G) Instancias Responsables del tratamiento del sistema de datos personales:
Usuarios:
Encargados:

H). Nivel de seguridad y mecanismos de proteccion aplicables:

TRANSITORIOS

PRIMERO. Publiquese el presente acuerdo a través de un Aviso en la Gaceta Oficial de la
Ciudad de México.

SEGUNDO. Se instruye al Responsable del Sistema de Datos Personales en términos del
articulo 2 fraccion XIV del Lineamientos Generales de Datos local, para que realice la
Modificacion del sistema de datos personales [NOMBRE DEL SISTEMA DE DATOS
PERSONALES], en el Registro de Sistemas de Datos Personales a cargo del Instituto de
Transparencia, Acceso a la Informacién Publica, Proteccion de Datos Personales y
Rendicién de Cuentas de la Ciudad de México, en términos del articulo 38 de la Ley de
Datos local y 73 de los Lineamientos de Datos local.

TERCERO. Se instruye al Enlace de Datos Personales para que notifique al Instituto de
Transparencia, Acceso a la Informacién Publica, Proteccion de Datos Personales y
Rendicién de Cuentas de la Ciudad de México la publicacion del presente Acuerdo de
Modificacion del sistema de datos personales [NOMBRE DEL SISTEMA DE DATOS
PERSONALES] de conformidad con el articulo 69 de los Lineamientos de Datos local; asi
como el nivel de seguridad aplicable de en términos del articulo 25 ultimo parrafo de la Ley
de Datos local (EN EL CASO DE SER APLICABLE), dentro de los diez dias hébiles
siguientes a su publicacion en la Gaceta Oficial de la Ciudad de México, para los efectos
legales y administrativos a que haya lugar.

CUARTO. El presente Acuerdo entrard en vigor, una vez publicado el Aviso
correspondiente en la Gaceta Oficial de la Ciudad de México.
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H INSTITUTO DE TRANSPARENCIA, ACCESO A LA INFORMACION PUBLICA, PROTECCION
DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO
Ciudad de México, a XX de XX de 202X.
(Firma)

[NOMBRE Y CARGO DE LA PERSONA QUE PUBLICA EN GOCDMX]

[NOTA: El contenido del presente formato refiere a los criterios minimos establecidos en la
normatividad aplicable en la materia, en ese sentido, el responsable podra considerar la informacion
adicional que estime necesaria para transparentar el tratamiento de los datos personales.]
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METITUTO DE TRANSPARERCLA, ACCESD A LA IRFOREACION PUBLC A PROTECCION
DE DATOE PERFONALES ¥ REMMCION DE CUEMTAS DE La CRIDAD DE NEXICO

Formala Acusrde de Supresion
MOMBRE DEL JUJETCO DBLIGADO]

[Mombre y carga de la persona Titular del sujeto obligade o de quien tiene
atribucionss para puldicar en GOCDMX] con furdamenlo en [anddar o fundameantio
lagal quse Taculta para realizar puldicacionss en Gacela yie acios juridicos].

CONSIDERANDD

[-.. Anotar toda la justificacién normativa que den pie a la supresidn del sistema, asi
g, anotar ks anscedenbes del sialema]

Par les arferiares carsicorandes e emite & prosente:

ACUERDD FOR EL QUE 3E 3UFRIME EL 3ISTEMA DE DATO3 PERSOMNALES (Anciar
&l nambre del aisbema de dabas parsonales)

UMICOPRIMERD. Sc supime al siskema de detas pesonsles [Anctar &l nambre del
sistema de datos personales] que cotenla [anctar nombre del drea responsabde del
sigbama]l v que achialmente S8 encuanira aclivo an el Regieino Elesindnico de Sislemses de
Dales Pearsonake adrainislrads por el Inalilulo de Transpamncia, SAccet 8 18 [nfarmacian
Fibica, Prolecsion de Dales Personales v Rendicidn de Cuartas de la Cludad de Maxiss,
an wrhud de que [citar el motiva de |la supresidn, considerando:

+ Las atribuciones del responsable
+  Que ya ng @ lleve s caba la finalidad del siatema
+ Qe el cicle de vida haya concluida)

En e=a senlido se adviers qure Ies datas camenides en cdicha sisicma [Describir el destino
de los dates parsanales protegides en el sistema).

TRAMIITORKIS

PRIMERDG. Pukliquese el presente acuerda a fravés de ur Avisz en la Gaceta Ofizial de da
Ciudad e Méxjeo,

SEGUNDO. 3& inslruye al Erlace oo Dalos Perscnales para que netdigue al Insibo de
Transparancia, Accesa a o fomacidn Pobliza. Proleccidn pe Dams Posanakis v
Rendoifn de Cuentas e la Gisdad da Méweo In publicacién del presenke Acuesda de
Supresian del [NOMBRE DEL SISTEMA DE DATOS PERSONALES] de cortarmidad cen
al aticule 37 faccion | de la Ley da Dales ocal, v 71 de ez Lireamienles de Dales local
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i METITUTD DE TRANSPARERCLA, ACCESD A L& INFORNATION PUBLICA, PROTECZION
OE DATOS PERSOMGLES ¥ REMMMOOM OE DUENTAS OE LA CRIDAD OFE REEKICO

denira oo los dier dias hdbiles sipuicres a su publicRcidn en la Gaceta Oficial e | Ciodad
dr Méxioa.

TERCERD. 34 inzlraye al Responzanle del Sislema da Dales Fereonaks an lérmines dal
arliculo 2 fraccaon X0 y 73 de los LUneamienbos de Dales local, para que urd yez nediicado
al Instihne de Transparencia. Accase a A Infarmaczidn Poalica, Prateceidn oo Dales
Perspnales v Rendoifn de Cuenls de la Ciudad de Bidsice ol proseate Acucrde de
Suprasidn del sistema de daies perscnales [WOMBRE DEL SISTEMA DE DATOS
FERBONALES], proceda a la cancekaciin de inscripsiin an el Ragislro de Sislemsas de
Dales Peraonales.

CUARTO. El prosente Acuerde onfrard on wigar una wer pablicRds ol Awiso
carespondcnbe, en la Gaool Oicial ca [z Ciudad de Méxoco.

Ciudad de Mexicn, a #% de XX de 202K

(Firma)

[MOMBRE ¥ CARGO DE LA PERSONA QUE POBLICA EN GOCONX]

NOTA: & comdoaldo ool prescor MMIHSMMES oFdveoldos oo Ja
sarmuhvidad aplicatds un e mubanu, wo san icka, wi' ek h e irafarmmcidn
Arihnm que RtiTTe NECEEWTE DATE L nsusEnbur sl raturmisaia o fo dulon perranses |

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO
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INSTITUTO OE THARNSPARENCEA, ACCESD A& LS IMFONMAC ION PUBLICE, PHCTECCRR
DE DATOS PERSDMALES ¥ RENDICHIN DE CUEKTAS DE L& CIUDAD DE MEXICD

Formate Avisd de Publicacion en Gacela Oficial de la Ciudad de México
NOMEBRE DEL 3UJETD OBELIGADQ

[Hombre de |a persona titular o de quien realiza la publicacidn], con fundamerc an
[Fundammenta legal que faculla para realizar la publicacion en Gacela).

CONSIDERANDD
{fustficacidn que mativd la realfzacikdn del Awviso. So surghore fomar en cuants alguna
de fas sigwlentes consideraciomes: shietiva ded Sujeto Obligada, fa facwltad oel Sufato
Wnijpadie, conferide an dng normeive, gue de scuerdd 4 Tes HWpaciomes Qe
eafabtece fo Ley de Profeccidn de Dales Porsofsles e Posesion de Swelod
Nripadios o fa Craded de Méxice ¥ en apego & fos Princpios rectores eslablecidog
on s articuia 9 w algdn Acwerdo o documanta prowks qua maotive 3 Pubfcacion.]

Foar o aabanior, fe lenido a bian expadr al siguienls;

AWISD MEDIAMTE EL CUAL SE INFORMA LA [CREACION, MODMFICACION O
SUPRESION] DEL SISTEMA DE DATOS PERSOMALES [NOMBRE DEL SISTEMA DE
DATOS PERSOMALES)

I.'.lrIDIJ.'FHIl'IERD. -5e da g conclai al enlace elecronice Gal Acuards por al qua 28
[identificacidn del acusrde: creacidn, modificacion o auprasion] ol sistama da datas
rorsaraks [nombre del sisterna de datos persomales], mue cebenta nombre del drea
responsabla).

El bazlo inbagro del dacumanto en cila 28 ensuantra gubicado para consulla en ba sigusnba
girecidn eclrdnica:

[Incluir Link del Acwserdo respectiva)

La perscha rasponsasle del unckemamiars ¥ parmaneicia de la pagina ekclidnica s
[Ares acroldgica). da [Nombre deld Sujetoe Dbligada], [Algian dale de contacia]

TRANSITORIOS
PRIMERD. Puilicuess en la Gacela DMicial de la Jiudad da Mesico,

SEGUNDG. El arasente Asise ertrard an viqee al dia squienhe ge su publiceodn an la
Gaook Oficial de la Cudad de Méxioa.
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i BETITUTO OE TRAMSPARERCLS, ACCERD & L& INFORNACION FUBLICA, PROTECCION
OE DATOS PERSORNALES ¥ RENHNOORN OE CUENTAS OE LA CRIDAD OE REEIED

Ciudad de Méwea, a KX de )X ded 200060
[Nombre del Sujeto Obligado]

[Mormibee de la perscna Tilular del Sujele Obligade o de |a Peracna Responaable de
realizar Publicaciones €n Gacetal

[Firma]

HOTA: £ confoaddo ool prescofr fomado rofders @ Jos oafonies anmmos ﬂl:hﬁ'dl#dtll- oA la
wumuhvidan aplicatds un Iy mrafria, an esm ssmtida, s hi
JCIoNa QU 05T NECESANa BT AaNSAAeNEr of Tatamiveio Oc A5 Tafs porsonms.)
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LINEAMIENTOS PARA LA REALIZACION DE
VERIFICACIONES Y AUDITORIAS EN CUMPLIMIENTO
DE LOS ARTICULOS 112, FRACCION IVY 116
DE LA LEY DE PROTECCION DE DATOS PERSONALES
EN POSESION DE SUJETOS 0BLIGADOS
DE LA CIUDAD DE MEXICO.
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CAPITULO 1

DEL AMBITO DE APLICACION Y DEFINICIONES

1

Los presentes Lineamientos tienen por objeto establecer las bases para que el Instituto de Trans-
parencia, Acceso a la Informacién Publica, Proteccion de Datos Personales y Rendicién de Cuentas
de la Ciudad de México disponga de los medios para ejercer la atribucion de vigilar y verificar el
cumplimiento de los principios y las disposiciones contenidas en la Ley de Proteccion de Datos
Personales en Posesion de Sujetos Obligados de la Ciudad de México y demas ordenamientos
que deriven de esta.

Para los efectos de los presentes Lineamientos, se entiende por:

VL

VII.

VIl

Auditora o auditor: La persona servidora puiblica del Instituto que se encuentra sefialada
en la orden de Auditoria para su realizacion;

Auditoria: Actividad realizada por el Instituto a peticion voluntaria de los sujetos obligados
de la Ciudad de México, con el objeto de verificar la adaptacion, adecuacion y eficacia de
los controles, medidas y mecanismos implementados para el cumplimiento de las dispo-
siciones previstas en la Ley de Proteccién de Datos Personales en posesién de Sujetos
Obligados de la Ciudad de México, y demas normativa que resulte aplicable;

Cédula: Documento en el que se registran los datos referentes al andlisis, comprobacion
y conclusidn sobre los conceptos revisados durante la verificacion o auditoria. Las Cédulas
de trabajo se clasifican en:

a) Cédulas sumarias: Contienen la integracion de un grupo homogéneo de datos
e informacién que conforman el concepto a revisar, hacen referencia a las cédulas
analiticas e indican la conclusién general sobre el concepto revisado.

b) Cédulas analiticas: Contienen datos e informacion detallada del concepto revisado
y los procedimientos de verificacion o auditoria aplicados;
Datos personales: Cualquier informacion concerniente a una persona fisica identificada
o identificable. Se considera que una persona fisica es identificable cuando su identidad
pueda determinarse directa o indirectamente a través de cualquier informacién como
puede ser nombre, nimero de identificacion, datos de localizacion, identificador en linea
0 uno o varios elementos de la identidad fisica, fisioldgica, genética, psiquica, patrimonial,
econodmica, cultural o social de la persona;
Denuncia: Documento que contiene los hechos que presume incumplimientos a la Ley
de Proteccion de Datos Personales en Posesidn de Sujetos Obligados de la Ciudad de
Meéxico; el cual, puede ser presentado por cualquier persona ante el Instituto, o dirigido a
la contralorfa, 6rgano interno de control o equivalente, con la descripcion precisa de los
actos u omisiones que, a su consideracion, vulneran la adecuada aplicacion de la Ley y
que pueden constituir una posible responsabilidad;
Dias: Son todos los dias habiles sefalados por el Instituto de Transparencia, Acceso a la
Informacién Publica, Proteccion de Datos Personales y Rendicion de Cuentas de la Ciudad
de México;
Direccion de Datos Personales: La Direccién de Datos Personales del Instituto de
Transparencia, Acceso a la Informacion Publica, Proteccion de Datos Personales y Rendicion
de Cuentas de la Ciudad de México;
Enlace: Persona servidora puiblica que fungird como enlace entre el sujeto obligado y el
Instituto para atender los asuntos relativos a la Ley en la materia;
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XI.
Xil.

Xii.

XIV.

XV.

XVI.

XVII.

XVIiL.

XIX.

XX.

XXI.

XXII.

XX

Instituto o INFO: Instituto de Transparencia, Acceso a la Informacién Publica, Proteccion
de Datos Personales y Rendicién de Cuentas de la Ciudad de México;

Informe de observaciones: Documento a través del cual se presentan al sujeto obligado,
verificado o auditado, las cédulas que contienen las recomendaciones que incluyan aquellas
acciones que permitan dar solucion a las situaciones determinadas, consistentes en el
planteamiento claro y preciso de la problematica detectada, del origen de esta y de las
recomendaciones para su solucion;

Informe de resultados: Documento que contiene la informacion de la verificacion;

Informe de seguimiento: Documento que se presenta al sujeto obligado verificado o auditado
que contendra el estatus de cumplimiento, la descripcion de la observacion; las recomendaciones
planteadas y las acciones realizadas, asi como el nombre, cargo y firma de las personas verifi-
cadoras o auditoras responsables de coordinar y supervisar el seguimiento;

Jefa o jefe de Grupo: La persona responsable encargada de coordinar, asi como vigilar
las actividades determinadas para alcanzar el objetivo de las verificaciones y auditorias, asi
como su realizacion en tiempo y forma;

Ley de Datos local: Ley de Proteccién de Datos Personales en Posesion de Sujetos
Obligados de la Ciudad de México;

Ley de Transparencia: Ley de Transparencia, Acceso a la Informacién Publica y Rendicion
de Cuentas de la Ciudad de México;

Lineamientos de Verificacion y Auditoria: Lineamientos para la Realizacion de Verificaciones
y Auditorias en Cumplimiento de los Articulos 112, Fraccion IV y 116 de la Ley de Proteccion de
Datos Personales en Posesion de Sujetos Obligados de La Ciudad de México;
Lineamientos de Datos: Lineamientos de Proteccion de Datos Personales en Posesion
de Sujetos Obligados de la Ciudad de México;

Orden de verificacion o auditoria: Mandamiento escrito emitido por el titular de la
Direccion de Datos Personales, en el que se funda y motiva la procedencia de la actuacion
por parte del Instituto, la cual tiene por objeto requerir al sujeto obligado la documentacion
e informacién necesaria para el desahogo de la verificacién o auditoria, ya sea de manera
virtual, en la oficinas o instalaciones del responsable, o en su caso, en el lugar donde estén
ubicadas las bases de datos personales o sistemas de datos personales respectivos;

Organo interno de control: A los 6rganos internos de control de los sujetos obligados
0 sus instancias equivalentes;

Programa(s) Anual(es): Programa Anual de Verificaciones, que hace referencia el articulo
N2, fraccion 1V, de la Ley de Datos local;

Responsable o sujeto obligado: Cualquier autoridad, entidad, érgano y organismo de
los poderes ejecutivo, legislativo y judicial, 6rganos auténomos, partidos politicos, fideico-
misos y fondos publicos de la Ciudad de México, que decida y determine finalidad, fines,
medios, medidas de seguridad y demds cuestiones relacionadas con el tratamiento de
datos personales;

Responsable de seguridad: Persona a la que el responsable del sistema de datos
personales designa para coordinar y controlar las medidas de seguridad aplicables;

Responsable del sistema de datos personales: Persona servidora publica que decide
sobre el tratamiento de los datos personales, su finalidad, la proteccién y las medidas de
seguridad de estos;
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XXIV. Sistema de Verificaciones (SIVER): La plataforma informatica mediante la cual se
realizaran las verificaciones previstas en el articulo 112 y las auditorias establecidas en el
articulo 116, ambos de la Ley de Datos local;

XXV. Titular: La persona fisica a quien corresponden los datos personales;

XXVI. Verificacion: Actividad realizada por el Instituto con el objeto de vigilar y verificar el
cumplimiento de los principios, el tratamiento de los datos personales y la gestion de los
sistemas de datos personales en posesion del responsable, para tal efecto el Instituto
presentara un programa anual de verificacion; y

XXVII. Verificadora o verificador: Persona servidora publica del Instituto que se encuentre
sefialada en la orden de verificacion para su realizacion.

Los responsables a través de sus enlaces, en el ambito de sus respectivas atribuciones, instruiran
las medidas y las acciones necesarias para facilitar a las personas verificadoras o auditoras el
acceso a las instalaciones, documentos y demas informacion necesaria para llevar a cabo las
verificaciones y auditorias.

Las personas servidoras publicas de los sujetos obligados deberan proporcionar, en los términos
y plazos que les sean solicitados, los informes, documentos y, en general, los datos necesarios,
asi como coordinar la cooperacidn técnica para realizar las verificaciones y auditorias.

Corresponde al Instituto y a la Direccion de Datos Personales aplicar, en el dmbito de sus respectivas
atribuciones, las presentes disposiciones.

CAPITULO II

DE LAS GENERALIDADES DE LAS VERIFICACIONES Y AUDITORIAS

S.

Las verificaciones, iniciadas con motivo de la disposicién prevista por la fraccion IV de la Ley de
Datos local, tendran como objetivo comprobar el cumplimiento de los principios, el tratamiento
de los datos personales y la gestion de los sistemas de datos personales en posesion del respon-
sable; para tal efecto, el Instituto presentara un programa anual de verificacion. La auditoria tendra
como objeto, verificar la adaptacion, adecuacion y eficacia de los controles, medidas y mecanismos
implementados para el cumplimiento de las disposiciones previstas en la Ley de Datos local y
demas normativa que resulte aplicable.

El programa anual de verificaciones servird como base para la planeacion de las verificaciones,
estara enfocado primordialmente a prevenir y reforzar los controles para la adecuada proteccion
y el tratamiento de los datos personales en el sujeto obligado.

Lo anterior no sera aplicable a las auditorias, debido a que estas se realizardn a peticién de los
sujetos obligados de la Ciudad de México.

La persona designada como enlace de verificacion o auditoria debera permitir el acceso a las instala-
ciones, atender las solicitudes de documentacion o de informacién. Estas solicitudes se requeriran
mediante oficio para que se permita el acceso o la proporcione en un plazo no mayor de cinco dias.
Si en la ejecucion de la verificacion o auditoria se detectan hallazgos de posible transgresion de
los principios establecidos en la Ley de Datos local o de un inadecuado tratamiento de datos
personales, a juicio del grupo de personas verificadoras o auditoras, se ordenaran medidas cau-
telares que deberan ser adoptadas por el responsable. Estas medidas solo podrén tener fines
correctivos y serdn temporales hasta que el responsable lleve a cabo las recomendaciones hechas
por el Instituto.
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10.

La imposicion de las medidas cautelares se hard conforme a lo previsto en los Lineamientos
emitidos por el Instituto en materia de proteccidn de datos personales.

La documentacién derivada de las verificaciones o auditorias, asi como los informes de resultados,
deberan clasificarse y desclasificarse en los términos de la Ley de Transparencia, las leyes espe-
cificas y demas disposiciones juridicas que resulten aplicables.

La jefa o el jefe de grupo se apegaran a las presentes disposiciones, quienes, a su vez, revisaran
que las actividades de las personas verificadoras y auditoras se ajusten a las mismas.
Las jefas o los jefes de grupo serdn las personas verificadoras o auditoras responsables. En tal
sentido, en las drdenes de verificaciones o auditorias que se realicen, debera sefalarse expresa-
mente quien sera la persona responsable en la orden respectiva.

El equipo de verificacion o auditoria se integrara de la siguiente manera: personal comisionado,
con la indicacidn de la persona designada como jefa o jefe de grupo.

CAPITULO NI

DE LA PROGRAMACION DE LAS VERIFICACIONES.

n

12.

La Direccion de Datos Personales elaborara un programa anual de verificacion, en el cual se de-
tallaran los puntos a verificar. Este programa se presentara a la Comisionada Presidenta o al Co-
misionado Presidente del Instituto, durante el primer trimestre de cada afio.

El programa anual contendra:

I. Nuimero de verificaciones a realizar incluyendo el seguimiento de observaciones;

. Sujetos obligados y puntos a verificar, que en su caso determine la Direccion de Datos
Personales, de manera enunciativa mas no limitativa, y

. Periodos estimados de realizacion.

V. La valoracion del nivel de cumplimiento derivado del seguimiento de los procedimientos
de verificacion.

Durante la ejecucion del programa anual se podra, a peticion de la Direccion de Datos Personales,
adicionar, cancelar o reprogramar las verificaciones, previa autorizacion del Pleno.

La Direccion de Datos Personales elaborard y enviara su proyecto de La Direccion de Datos Per-
sonales elaborard y enviara su proyecto de programa anual de verificaciones en el término antes men-
cionado a la Comisionada Presidenta o al Comisionado Presidente del Instituto, para que, por su conducto,
se presente a consideracion del Pleno para su discusion y aprobacion.

El programa anual vigente debera ser concluido, a mas tardar, durante el primer trimestre del aflo

inmediato siguiente.

CAPITULO IV

DE LA PRACTICA DE LA VERIFICACION O AUDITORIA

13.

La practica de la verificacion o auditoria se llevara a cabo mediante mandamiento escrito o electrénico
por medio de la plataforma SIVER. Este mandamiento emitido por la Direccion de Datos Personales,
denominado orden de verificacién u orden de auditoria debera contener:

I. Nombre del responsable del sujeto obligado verificado o auditado;

DE DATOS PERSONALES Y RENDICION DE CUENTAS DE LA CIUDAD DE MEXICO

ﬁ i n" INSTITUTO DE TRANSPARENCIA, ACCESO A LA INFORMACION PUBLICA, PROTECCION




COMPENDIO DE LINEAMIENTOS EN MATERIA DE PROTECCION DE DATOS PERSONALES DE LA CIUDAD DE MEXICO

4.

1.

16.

17.

18.

19.

. Nombre del sujeto obligado verificado o auditado;

L. Nombre delaunidadadministrativaqueesresponsable del tratamiento de datos personales
y/0 de la base de datos personales a la que se practicara la verificacion o auditoria;

V. Fundamento juridico;

V. Nombre de las personas verificadoras o auditoras que la practicaran con mencidn explicita
de las personas responsables de coordinar y supervisar su ejecucion, y,

VI.  Objeto de la verificacién o auditoria y periodo que se revisara.

Se privilegiara el uso de los medios digitales para la realizacion de las verificaciones y auditorias.
Por lo que, la plataforma SIVER sera la herramienta mediante la cual se notificaran las actuaciones de
ambos procedimientos y, en caso de que la situacion lo amerite y bajo previa notificacion, se utilizara
el correo electrénico institucional como medio alternativo de comunicacion.

Cuando el inicio de la verificacidn o auditoria se realice de manera fisica, la orden correspondiente
se entregara por cualquier persona del equipo designado. La notificacion se deberd hacer ante la
oficina del responsable del sujeto obligado, identificandose para su entrega con la credencial
institucional vigente con fotografia que lo acredite para desempefiar dicha funcién y deberan obtener
el acuse de recibo correspondiente.

La ejecucion de la verificacion o auditoria deberd tener una duracién maxima de cincuenta dias,
contados a partir de la fecha de la entrega de la orden correspondiente y hasta la entrega del
informe de resultados de la verificacion con la respectiva resolucion del Pleno del Instituto.En el caso
de las auditorias, dicho plazo podra ampliarse hasta por un periodo igual.

El responsable del sujeto obligado y/o la persona designada como enlace, debera proporcionar de
manera oportuna y veraz los informes, documentos y, en general, toda aquella informacion necesaria
para la realizacidn de la verificacién o auditoria en los plazos en que le sean solicitados, mismos
que no deberan exceder de cinco dias.

En caso de que existan circunstancias que impidan al sujeto obligado proporcionar la informacién en
el plazo inicialmente concedido, se podra otorgar un plazo adicional maximo de cinco dias, previa solicitud
por escrito emitido por la persona titular del sujeto obligado o a través de la persona designada como
enlace.

Si durante la ejecucién de la verificacion o auditoria, se requiere ampliar, reducir o sustituir al
personal verificador, asi como modificar el periodo a revisar, se hara del conocimiento del respon-
sable del sujeto obligado, mediante oficio suscrito por la persona titular de la Direccién de Datos Personales
que emitié la orden de verificacién o auditoria, 0 en su caso por quien lo supla en su ausencia.

El personal que practique la verificacion o la auditoria deberan cumplir con lo siguiente:
I. Elaborar el programa de trabajo que describa las actividades a desarrollar;

. Determinar el universo, alcance o muestra y procedimientos que se aplicaran en la ejecucion
en la verificacion; registrar en cédulas, el trabajo desarrollado y las conclusiones alcanzadas,
las cuales en conjunto con la documentacion proporcionada por el sujeto obligado o por
la persona servidora publica con quien se entienda la verificacion o la auditorfa, formaran
parte de los papeles de trabajo; y, recabar la documentacion que acrediten los hallazgos,
las observaciones determinadas y que sustenten la atencidn de las recomendaciones.

Los resultados que determinen las presuntas irregularidades o los incumplimientos normativos
se haran constar en el informe de observaciones, las cuales contendran:
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20.

I La descripcién de las observaciones;
. Las disposiciones legales y normativas incumplidas;
L. Las recomendaciones para contribuir a la solucion de los hechos determinados;

V. El nombre, cargo y firma de la persona servidora publica designada como enlace responsable
de atender las observaciones planteadas y de las personas verificadoras o auditoras res-
ponsables de coordinar y de supervisar la ejecucion, y

V. La fecha de firma'y del compromiso para solventar las observaciones.

La presentacién de las observaciones se llevara a cabo en reunién ante la persona responsable
del sujeto obligado, o en su caso, la persona servidora publica designada como enlace para la
atencion de la verificacion o auditoria, mismas que se formalizaran con la firma del informe de
observaciones por parte del enlace.

Cuando la persona servidora puiblica designada como enlace se niegue a firmar las referidas cé-
dulas, las personas verificadoras o auditoras deberan elaborar un acta circunstanciada de hechos
en la que se hara constar que se le dio a conocer el contenido del informe de observaciones y se
asentara su negativa a firmarlas, esta ultima circunstancia no invalidara el acto ni impedirad que
surtan sus efectos.

El acta circunstanciada de hechos contendra lo siguiente:
I. Lugar, fecha y hora de inicio del levantamiento del acta.

. Nombre, cargo e identificacion de las personas verificadoras o auditoras que intervienen.
L. Nombre, cargo e identificacion de la persona designada como enlace.

V. Nombre, cargo e identificacion de las personas que participaran como testigos quienes
podran ser designadas por el enlace y en caso de que se niegue a designarlas o que los
testigos no quieran firmar sera por las personas verificadoras o auditoras actuantes.

V. Descripcion de los hechos.
VI.  Fechay hora de conclusion.

Dicha acta sera firmada por las personas que intervinieron en el acto y se debera entregar un
ejemplar a la persona designada como enlace. En caso de que se negaran a firmar se hara constar
en el acta sin que esta circunstancia afecte el valor probatorio del documento y se informara al
Pleno del Instituto para los efectos conducentes.

El sujeto obligado verificado contard con un plazo de cuarenta y cinco dias, contados a partir del
dia siguiente en que fue suscrito en el informe de observaciones, para solventar las
observaciones.

La Direccion de Datos Personales remitird a la Secretaria Técnica del Instituto, los siguientes do-
cumentos: el proyecto de acuerdo por el que se aprueba el informe de resultados y las observaciones
derivadas de la verificacidn, el informe de resultados de la verificacidn y el informe de observaciones
firmadas en original por el enlace, para ser sometidos a consideracion del Pleno del Instituto.

Elinforme de resultados determinado en la verificacién o auditoria se dard a conocer al responsable
del sujeto obligado, a través del acuerdo que para tal efecto apruebe el Pleno del Instituto. El in-
forme de resultados se notificard mediante SIVER. Este informe debera contener: los antecedentes
de la verificacién o auditoria; el objeto y periodo revisado; los resultados de los trabajos desarrollados;
la conclusidn y el respectivo informe de observaciones.

Cuando la verificacion o auditoria no permita determinar observacion alguna, el informe se comu-
nicara dentro del plazo establecido para realizar la verificacion.
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Posterior a la firma del informe de observaciones se podran realizar reuniones y asesorias espe-
cializadas para atender las observaciones que deriven de la verificacion o auditoria realizadas por
la Direccion de Datos Personales.

CAPITULO V

DEL SEGUIMIENTO DE LAS OBSERVACIONES DETERMINADAS
EN LAS VERIFICACIONES O AUDITORIAS

21.

21.bis

21 ter.

La persona responsable del sujeto obligado, a través de la persona designada como enlace, remitira
a la Direccidn de Datos Personales, dentro de los cuarenta y cinco dias posteriores a la firma del
informe de observaciones, la documentacién que compruebe las acciones realizadas para su
atencion. Cuando resulte insuficiente la informacién que presente el sujeto obligado para solventar
las observaciones, la Direccién de Datos Personales debera solicitar su atencion a través de re-
querimientos de informacidn, en los que el responsable, a través del enlace, deberd remitir las
evidencias que permitan advertir las acciones realizadas para solventar las recomendaciones
emitidas con motivo de los procedimientos de verificacion o auditoria.

En caso de que existan circunstancias administrativas comprobables que originen un retraso en
las acciones de cumplimiento dentro del plazo inicialmente concedido, la Direccidn de Datos Personales,
podra otorgar un plazo adicional maximo de quince dias, previa solicitud por escrito y emitido por la
persona titular del sujeto obligado y remitido a través de la persona designada como enlace.

La valoracién que realice la Direccion de Datos Personales para otorgar el plazo adicional se realizara
con base en las acciones que, a la conclusion de los cuarenta y cinco dias, el responsable haya llevado
a cabo e informado y se encuentren en un estatus de publicacion y, consecuente actualizacion.

Una vez revisada la documentacién remitida por el responsable del sujeto obligado o la persona
designada como enlace, el resultado final se hara constar en el informe de seguimiento, el cual serd
notificado, mediante oficio remitido a través de la plataforma SIVER y en el que se hara constar la
conclusién de la verificacidn o auditorfa.

Llegado el plazo de conclusién del programa anual, la Direccién de Datos Personales debera
concluir los seguimientos pendientes durante el primer trimestre del aio inmediato siguiente, con
las consideraciones de cumplimiento o incumplimiento de lo previsto en el informe de observaciones
derivadas de los procedimientos de verificacion o auditoria. De no solventarse las observaciones o la
atencion a los requerimientos de informacidn por parte del sujeto obligado, se hara del conocimiento
del Pleno del Instituto para los efectos conducentes.

21 cuater. La valoracion al cumplimiento que den los responsables a la atencion de las observaciones y

recomendaciones previstas en el Informe de seguimiento se hard conforme a lo previsto en el
Programa Anual de Verificaciones.

21 quinquies. Particularmente, la Direccion de Datos Personales, mediante oficio dirigido a la Secretaria

Técnica enviara la informacion con la que se funde y motive el incumplimiento, por parte del sujeto
obligado, respecto de las observaciones derivadas de la verificacion en el marco del Programa Anual,
en dicho oficio también se plantear la posibilidad de que sea presentado un acuerdo de incum-
plimiento para que sea aprobado ante el Pleno del INFO.

Sien el transcurso de la emisidn del oficio y la aprobacién del acuerdo de incumplimiento por parte del
Pleno, el responsable remite las evidencias sobre la atencion de las observaciones y recomendaciones
emitidas en la verificacion, la Direccion de Datos Personales informara dicha situacion a la Secretarfa
Técnica, para que se suspenda la presentacion del acuerdo de incumplimiento, hasta en tanto se
advierte si el sujeto obligado cumple a cabalidad o en su caso, persiste la inobservancia de lo dispuesto
en el procedimiento de verificacion.
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22,

Si derivado del seguimiento de las observaciones se determinan actos u omisiones por parte de
las personas servidoras puiblicas que intervengan en la ejecucion o atencidn de las verificaciones
o auditorias durante el desempeiio de sus funciones y que pudieran constituir responsabilidad,
se hara del conocimiento del Pleno del Instituto para los efectos conducentes.

En dicho caso, la Direccién de Datos Personales debera informar a la Secretaria Técnica para que,
por su conducto, se haga del conocimiento al Pleno del Instituto, con el fin de que las personas
que incurran en posibles actos u omisiones causales de responsabilidades administrativas sean
denunciadas conforme a derecho corresponda en la materia aplicable.

CAPITULO VI

DE LA DETERMINACION DE IRREGULARIDADES CON PRESUNTA
RESPONSABILIDAD ADMINISTRATIVA

23.

Si derivado del incumplimiento en la verificacion, auditoria o seguimiento, Si derivado del incum-
plimiento en la verificacion o auditoria, se determinan actos u omisiones con presunta responsa-
bilidad administrativa, el Pleno instruira para que, a través de la Secretaria Técnica, se notifique a
la autoridad competente en caso de existir actos u omisiones de las personas servidoras publicas
de los sujetos obligados verificados o auditados, que pudieran recaer en alguna causal de respon-
sabilidad administrativa o llegar a constituir un delito.

Derivado de las infracciones a la Ley de Datos local, se estara a lo dispuesto en la misma, asi como
los demas ordenamientos que deriven de esta.

CAPITULO VII

DEL INCUMPLIMIENTO

24.

25.

26.

Se considerara incumplimiento cuando haya actos de omisién o comisidn, intencionales o no, por
parte del sujeto obligado, en relacién con la atencién de las observaciones y recomendaciones
aprobadas por el Pleno del Instituto, asi como de la atencion de los requerimientos de informacion y
evidencias que la Direccién de Datos Personales emita durante cualquier etapa del procedimiento, hasta
en tanto no se haya emitido el oficio de seguimiento correspondiente.

Cuando la Direccion de Datos Personales tenga el resultado final para determinar un incumplimiento
en el procedimiento de verificacion correspondiente, notificard al Pleno del Instituto para que
determine las medidas de apremio y/o sanciones segtin el nivel y gravedad de la falta.

La notificacion a la que se hace referencia en el numeral anterior, debera indicar al menos lo
siguiente:

I Identificativo del procedimiento de verificacion.

. Fecha de inicio.

il Fecha de la firma de los informes de evaluacion cuantitativa.

V. Fecha compromiso para la atencién de las observaciones
por parte del sujeto obligado verificado.

V. Nombre de la persona designada como enlace.
VI.  Nivel y gravedad del incumplimiento.
VIl Evidencias de los actos de omisién o comision.
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27. El procedimiento para calificar la gravedad de las faltas, la imposicién de medidas de apremio y
sanciones se llevara a cabo de conformidad con las atribuciones previstas en la Ley de Datos local,
los Lineamientos de Datos locales, el Reglamento Interior del Instituto y demés normativa aplicable
en la materia.

TRANSITORIOS

PRIMERO. Las modificaciones a los presentes Lineamientos entraran en vigor al dia siguiente de su publicacion
en la Gaceta Oficial de la Ciudad de México.

SEGUNDO. Los procedimientos iniciados con anterioridad a la entrada en vigor de las presentes modificaciones
se tramitaran y resolveran conforme a lo dispuesto en la normativa vigente al momento de su
realizacion.

TERCERO. Los presentes Lineamientos son de observancia obligatoria para el Instituto, asi como para los sujetos
obligados por la Ley de Proteccion de Datos Personales en Posesién de Sujetos Obligados de la
Ciudad de México.
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